user guide

NN

aaaaaaaaaa in Remote Control and File Transfer G O L D 1 1. 5




Copyright Notice

No part of this publication may be reproduced, transmitted,
transcribed, stored in a retrieval system, or translated into
any human or computer language, in any form or by any
means, without the express written permission of LapLink
Software, Inc., 10210 NE Points Drive, Suite 400, Kirkland,
WA. 98033.

Trademarks

LapLink, the LapLink logo, SpeedSync and SmartXchange
are trademarks or registered trademarks of LapLink Soft-
ware, Inc.

Acrobat and the Acrobat logo are trademarks of Adobe Sys-
tems Incorporated or its subsidiaries and may be registered
in certain jurisdictions.

Other brand and product names are trademarks or regis-
tered trademarks of their respective holders.

Patents
SpeedSync™ U.S. Patent Number 5,446,888

This product may contain one or more of the following
licensed products: RSA Data Security, Inc. MD5 Message-
Digest Algorithm. Copyright © 1991-2, RSA Data Security,
Inc. Created 1991. All rights reserved. ZLIB general pur-
pose compression library, version 1.0.4. July 24, 1996.
Copyright (c) 1995-1996 Jean-loup Gailly and Mark Adler.

Technical Support Contact Information

World Wide Web: Visit www.laplink.com/techsupport/

LapLink® Gold

© 1986—2003 by LapLink Software, Inc. All rights reserved
10210 NE Points Drive, Suite 400

Kirkland, WA. 98033

LapLink® Gold User’s Guide
© 2003 LapLink Software, Inc.

MN-LGDUSR-11.5-US



Contents

1 Introducing LapLink Gold 40 Changing CAPI 2.0/ISDN performance in
6 Why LapLink? 42 Conﬁzztli_rlmnkautomaticall
8  Staying in touch with the office g y

10 Connecting from the office . . . .
3 Setting up security for incoming

2 Connecting to other computers connections

14 How can | connect to other computers? 46 Allowing incoming connections

16 Connecting directly by modem 48 Denying access to certain drives and folders
18 Dialing in to a network through a network 50 Locking out password crackers
server: Dial-Up Networking 52 Allowing or requiring callbacks
20 Using Address Book for modem connections 54 Protecting your security settings with a password
22  Connecting over the Internet using LapLink 56  Encrypting information over incoming connections
Everywhere
24 Connecting over the Internet using an ILS 4 Using Remote Control
26 Making g computer available for ILS 60 Using Remote Control—Overview
connections .
28 Making an Internet connection to a computer 62 Viewing the host

64 Customizing keyboard control

66  Disabling the host keyboard and mouse and
blanking its screen

68 Rebooting and logging on to the host
70 Hosting a Remote Control session

72  Sharing clipboard information with remote
computers

73  Customizing Remote Control performance

behind a firewall
30  Connecting over an office network
32 Using Address Book for network connections
34  Connecting by cable
36 Connecting by wireless
38  Connecting over CAPI 2.0/ISDN



5 Using File Transfer 106 Using filters to include or exclude files
108 Scheduling an Xchange Agent to run

76 Using File Transfer—Overview .
automatically

78  Navigating through drives and folders
80  Selecting files and folders

82  Copying or moving files and folders 7 Usmg Print Redirection

84  Setting File Transfer options for the results you 112 Using Print Redirection—Overview
want 114 Printing over a LapLink connection

86  Synchronizing folders with SmartXchange 116 Setting up printers for Print Redirection

88  Replacing one folder with another: Clone Folder

90  Speeding _ﬂle transfers with SpeedSync and 8 Using Text Chat and Voice Chat
compression

120 Exchanging typed messages using Text Chat

92 Resuming an interrupted file transfer
122  Talking to someone using Voice Chat

. . . . . 124 Improving Voice Chat performance
6 Automating file synchronization with 126 Using Manual conversation mode
Xchange Agent
96 Using Xchange Agent—QOverview 9 Troubleshootin g

98  Creating an Xchange Agent
100 Previewing and running an Xchange Agent
102 Dealing with conflicts
104  Customizing an Xchange Agent

130 Introduction to troubleshooting

Index 153



1 Introducing 6 Why Lapink?

8  Staying in touch with the office

Lap Lin k GOld 10 Connecting at the office



Why LapLink?

I.apLink gives you the freedom to leave the office without giving up access to your office computer and
network resources. Whether you're traveling on business or working from home, you can still read your
e-mail, share the latest files with coworkers, access network programs and databases, browse the

Internet over a high-speed connection, and collaborate with colleagues. Things you once could do only in

the office you can now do remotely.

Suppose you work at home

Instead of joining the morning rush-hour traffic, you sit down
at your home computer, connect to your office, and begin
your workday as usual, by tackling your e-mail.

While finishing your orange juice, you read your messages,
write new ones, send replies—in other words, you operate
much as you would in the office. You're using LapLink. In
particular, you're using Remote Control, one of the LapLink
services, to operate your office computer from home.

On your home monitor you see what you would have seen
had you commuted to work, and you operate your e-mail
program as you would have from the office. You can even
use your home printer for those messages you'll review later.

Forget to get the latest copy of a file before leaving the
office? Move to File Transfer, another LapLink service, and
drag the file from the folder on the office network to its loca-
tion on your hard drive at home. Since you're updating a file
already on your home computer, the file is transferred
almost before you know it. (In fact, LapLink merely updates
the file, transferring only the parts that have changed.)

Returning to Remote Control, you start a network applica-
tion and access the company’s huge product database.
Just as you thought, customers ordered more blue widgets
last month than during the previous two months combined!
More grist for the quarterly report you're working on.
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While you're still connected, you check out a rumor. Is the
competition really selling their widgets at cutthroat prices?
Connecting over the dedicated Internet line in the office, you
visit the competition’s Web site. Whew, no price war after all!

A final check of your e-mail confirms your suspicions. It’'s off
to Chicago tomorrow for a two-day business trip.

Suppose you’re on a business trip

At the airport, you arrive early enough to check your latest
e-mail and send a message you've forgotten in your rush to
pack. Using your PDA, you log on to the LapLink Every-
where Service Center and display the messages waiting for
you back in the office. By subscribing to the LapLink Every-
where service, you're able to access your office computer
from your PDA or any other device capable of surfing the
Internet.

Settling into your hotel room hours later, you take your eyes
off the view long enough to discover a dedicated digital
phone line. All the better to connect your laptop to your
office computer, first by dialing the local number for your
Internet service provider and then by opening a LapLink
connection over the Internet.

It's been a busy day. You need to catch up with your
coworkers and exchange the latest files with them. You rush
through your e-mail, finishing in time to connect to a
coworker’s computer. Her e-mail sounded desperate: if



you're free before 7 o’clock this evening, could you help with
the cover art for the annual report?

Now you’re looking at her monitor and talking to her at the
same time, using another LapLink service, Voice Chat. After
some discussion and trying this and that, the two of you
agree: make the logo larger and reverse the colors. She'l
have a finished draft waiting for you on the network in an
hour.

... Why LapLink?

In an hour, however, you expect to be at your favorite Chi-
cago restaurant, choosing from the dessert menu. On your
way out the door, you schedule LapLink to reopen the con-
nection with the office and synchronize folders on your lap-
top with folders on the office network.

By the time you return to your hotel room, LapLink will have
exchanged the quarterly report you finished on the red-eye
flight this morning for the reports that await your review on
the office network. And you'll get the latest draft of the cover
art as well. Now to find the time to review all of this.



Staying in touch with the office

Phone lines, modems, and LapLink: with these basics you can connect to the office from home or
elsewhere. To these basics you can add a network, a network server, and the Internet. You determine
how to connect by considering your office setup and what you want to accomplish when you are

connected.

You can connect to the office if your home computer or your

laptop has at least a modem and a phone line to connect to.

Depending on the availability of a network and the Internet
in your office, you can then make any or all of these kinds of
connections:

» To your office computer directly

» To your office computer or another office computer
through the office network

» To your office computer through the Internet

Connecting directly to your office computer

If your office computer is equipped with a modem, you can
connect to the computer directly, using Connect over
Modem.

Turn on the modem and leave LapLink running when you
leave the office. Then connect through the modem and run
programs and transfer files as you would normally.

If your computer is attached to a network, you can read your
e-mail and access the customary network resources,
though you cannot connect to other computers on the net-
work.

Connecting to the office network

If your office has a network, you can connect to the network
and then to any computer running LapLink on the network,

including your own. In fact, you can access any network

resources normally available to you from the office. If you
browse the Internet from your desk at work, for example,
you can browse it from afar, too.

To connect to the office network, simply dial in to a dedi-
cated network dial-up server using Dial-up Networking.

Connecting over the Internet

Many workstations have direct Internet access over dedi-
cated, high-speed connections. If your office computer is
one of these—and you have Internet access from your
home computer or your laptop—you can connect to your
office computer in either of two ways:

+ By setting up a LapLink Everywhere account for your
office computer and connecting through the LapLink
Everywhere serverl

+ By publishing the computer’s address through an ILS
(Internet locator service) and specifying that address
when you connect

Connecting by either means is like connecting to your office
computer by modem, with these advantages:

» The office computer does not require a modem.

1 LapLink Everywhere is especially useful when you con-
nect to or from a computer behind a firewall. No special
firewall configuration is required.



+ If you make a local call to connect to the Internet while
you’re away from the office, you can save money on
your long-distance connections to the office.

 If you connect to the Internet over a high-speed line
while you're away from the office, you can improve the
speed of your connection to the office.

Connecting from a Web browser

There may be times when you want a file or an e-mail mes-
sage from your office computer but setting up your laptop
and running LapLink is not convenient or feasible. For such
situations, you can leave the LapLink Everywhere program
running on your desktop and connect from a PDA or any

. . . Staying in touch with the office

other device that can surf the Internet. You can open a con-
nection from almost any browser, even in libraries and Inter-
net cafés.

Working within a Web browser on your Internet device, you
can perform some of the same operations you perform
within LapLink:

* Read and send e-mail messages, adding attachments
as you wish

* Upload and download files to and from your desktop
» Control your desktop remotely

» Access SQL databases on servers connected to the
desktop



Connecting from the office

With greater resources at hand, you can make faster connections—and connect in more ways—while
working in the office. Connect over a corporate network, for example, for the fastest file transfers. Use a
LapLink cable to synchronize your desktop and laptop before and after you travel. And take advantage of
your organization’s direct connection to the Interet for cheap connections to distant locations.

Connect to other computers on your network

If your office is equipped with a local network (LAN), you
can connect directly to any other network computer running
LapLink using Connect over LAN (Network). Because
LapLink connections over networks are fast, they are ideal
for sending large amounts of data in a short time.

Suppose it’s your job to distribute files to several computers
every Tuesday. To automate the operation, create an
Xchange Agent file by showing LapLink which files to copy
and where to copy them. When Tuesday arrives, run the
Xchange Agent yourself or schedule it to run unattended, at
a time when the computers are usually idle. LapLink auto-
matically connects to the computers, transfers files to the
designated folders, and disconnects, all without assistance.

It may also be your job to maintain those computers. With-
out leaving your desk, you can use Remote Control to trou-
bleshoot problems on other computers, chatting with their
users, if necessary.

Connect your laptop to your desktop

If you take your laptop—and your work—with you when you
leave the office, you know the routine: update files on your
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laptop before you leave; update files on your desktop when
you return.

To update files on either computer, attach a LapLink cable
and run LapLink on both computers. A connection opens
automatically.

You could then locate the most recent files, whether on the
laptop or the desktop, and copy them to the other computer.
Instead, you create an Xchange Agent to perform the oper-
ation automatically. You also set up LapLink to run the agent
whenever you start LapLink.

In the future, simply attach the cable and run LapLink on
both computers. Your files will be updated automatically.

Connect to distant computers over the Internet

Does your office have a direct line to the Internet? If so, go
online and use Connect over LapLink Everywhere or Con-
nect over ILS to locate other LapLink computers on the
Internet and open connections. By combining LapLink and
the Internet, you can connect to computers anywhere in the
world.

Before you can use Connect over LapLink Everywhere, any
computers you want to connect to must have LapLink



Everywhere accounts. You can then connect to these com-
puters through the LapLink Everywhere server.

Before you use Connect over ILS, other LapLink users must
set up LapLink on their computers so that their e-mail
addresses, or other unique identifiers, are “published”
through an ILS (Internet locator service) as their Internet
addresses. They then notify you of their new addresses.1

. . . Connecting from the office

Once you go online and run LapLink, merely supply a com-
puter’s Internet address to locate the computer and open a
connection.

1 Some computers have IP addresses that do not change. If
you connect to one of these computers, use Dial-Up Net-
working and supply that computer’s IP address.

11
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How can | connect to other computers?

Determine how to connect to another computer from the resources available to the two computers. For
example, are both logged on to the same office network? Then connect over the network. Use the tables
in this section to help decide how to connect. No matter which kind of connection you choose, you can
always use File Transfer, Remote Control, and the other LapLink services.

B LapLink Gold

File Connect SyncTools Options Window Help

@ [ T a LapLink provides sev-
lﬁ Connect aver v :Li*'*—_:i‘ 3} -_-? eral ways to connect to

&=9 Modem other computers.

- Which method you use
({,.&MJ‘ Dial-Up Networking depends on the

- resources available to

%L'}' LAN [Metwork) the computers.

O LapLink Evempwhere [Intemet]
éq’m: Cable (USB, Parallel, Serial)
gl))) Wireless

Connecting over the Internet

Can you connect to the Internet on

both computers? Then connect over the Internet this way:

You have a choice:

+ Subscribe to the LapLink Everywhere service and then use Connect over LapLink
Everywhere (Internet). If either computer is behind a firewall, this is the easiest Internet
connection. See page 22.

» Connect to the Internet as usual and then use Connect over ILS in LapLink. This con-
nection uses an Internet locator service. See page 24.

Yes

No, but the office has a direct connec- | Use Connect over Dial-Up Networking to dial in to a network server and connect over
tion to the Internet the office Internet connection.

14



... How can | connect to other computers?

Connecting over modems, networks, cables, or

wireless devices

What resources are

available for connections . . i
Then connect to another LapLink computer this way: RETCEELE
on the local on the remote see
computer? computer?
Use Connect over Modem and dial in to the modem on the remote computer.
modem modem . . . . . page 16
Modem connections are available in all versions of Windows.
modem and net- | Use Connect over Modem to connect directly to the remote computer and
modem . page 16
work access all of the network resources available to that computer.
network witha | Use Connect over Dial-Up Networking to dial in to the dial-up server and con-
modem . : page 18
dial-up server nect to any LapLink computer on the network.
Use Connect over LAN (Network).
twork twork 30
networ newwor Network connections are available in all versions of Windows. ——
Attach a LapLink parallel, serial, or USB cable to each computer. The connection
arallel, serial, or arallel, serial, or opens automaticall.
B USé port ’ & US|,3 port ’ Serial connections are available in all versions of Windows. Parallel connections | page 34
are available in Windows 95/98 and Windows Me. USB connections are avail-
able in Windows 98, Windows 2000, Windows ME, and Windows XP.
. . . . The connection opens automatically as soon as the devices come within range
wireless device wireless device page 36

of each other.

15



When you dial directly to another LapLink computer, you
have access to all the programs and files available to that

16

Connecting directly by modem

Using modems and a phone line, you can connect to another computer or to an office network. For a
direct, LapLink to LapLink connection, dial a modem on another computer using Connect over Modem.
For a connection to an office network—and then to any LapLink computer on the network—use Dial-Up
Networking to dial a dedicated dial-up server (RAS).

|[Ionnecl over Modem EE3
e/ Connect to another computer using your moderm.
; Use Connect over Modem
Connection I Dial I to dial a modem on
Manual Dial = another com_puter and .
Dave's computer Cancel | open a LapLink connection
My office workhorse to that computer.
Address Book... I Entries you have created
Port Setup. | for modem connections in
— Address Book appear in
Choose Dial to open one or more windows for Help | the connection list to make
Dialing
Phone Number [555456?
Dialing Location [New Location v|  Dial Properties... |
Connect Using: |Zoom Fax Modem V.34% Model 470 Plug & Play ﬂ
Services
[V Eile Transfer [V Bemote Control [ Print Redirection
[~ TextChat IV Voice Chat

computer (including any network resources if the computer
is logged on to a network).



Connecting through a network

Once on the network, you can connect to another LapLink
computer and use LapLink services just as you would in a
direct modem-to-modem connection. But there’s more.
When you dial in to a network, you can also:

» Connect to any LapLink computer on the network, not
just one. (You can even transfer files from one com-
puter to another.)

* Access all the network resources available to you in the
office. If you normally browse the Internet over the net-
work, for example, you can do the same thing from a
remote location, using the browser on your local com-
puter.

» Enhance security by combining LapLink password pro-
tection with network security.

For a Dial-Up Networking connection, your office network
(either TCP/IP or IPX) must have a dial-up server. (If in
doubt about your network, ask the network administrator.)

Using Dial-Up Networking, you dial in to the network
through this server.

» The LapLink security setup of the computer you are
connecting to must be changed to allow incoming con-
nections. See page 46.

» LapLink must be running on both computers.

* Modem ports must be enabled in LapLink on both com-
puters.

Dialing from an Address Book entry

Before dialing a computer, it's a good idea to create an
Address Book entry for that connection. Use the entry to
store the phone number, requests for services (such as File
Transfer and Remote Control), password, and other perti-
nent information.

. . . Connecting directly by modem

When you use Connect over Modem, you see the Address
Book entries you created for modem connections. When
you use an entry to dial a connection, information stored in
the entry is passed on to the remote computer for you. For
details about using Address Book for modem connections,
see page 20.

To connect to another computer by modem:

1 Click the Connect Over button on the LinkBar, and then
click Modem.

2 Inthe Connections list, click the connection you want to
open.

The connections listed under Manual Dial are your
Address Book entries for modem connections. To create
a new entry, click Address Book.

3 Inthe Dialing Location list, click the location you're dialing
from.
4 Under Services, check services you want to use.

5 Click the Dial button.

Dialing manually

To dial a connection that is not complicated by such consid-
erations as calling cards, outside lines, and country codes,
you can type the phone number without creating an
Address Book entry beforehand. LapLink dials the number
exactly as you type it, regardless of how you have set up
Dialing Properties.

To dial manually:

1 Click the Connect Over button on the LinkBar, and then
click Modem.

Click Manual Dial.
In the Phone Number box, type the number to dial.
4 Click the Dial button.

w N
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Dialing in to a network through a network server: Dial-Up Networking

Use Dial-Up Networking to dial in to a dial-up server (RAS) and log on to a network from outside the
office. Then connect to other LapLink computers on the network and use network resources as if you

were still in the office.

EConnect over Dial-Up Networking

N J_ Dial into a network or the Intemet. You can then
«&"  connect to another computer running LapLink.

Second office computer

Choose Dial to access a network using the

Dialing

Dial-Up Metworking Connection

:I __ Propetties.. | Use Dial-Up Networking to
N New Connection... | dial in to a dial-up server

and connect to a network.

selected Dial-Up Netwarking connection. Help | Then open connections to

other LapLink computers

Phone Number |425 5554945

Options
¥ Prompt for user name and password before dialing

[ Publish my e-mail address on the LapLink directory server

Dialing Location IH,J.-,-,E LI Dial Properties. . |

on the network.

Use Dial-Up Networking to access a network after you leave
the office. By dialing in to a dial-up server (RAS) on the net-
work, you can connect to any computer running LapLink on
that network.

You can also connect to LapLink computers on the Internet
and browse the Internet using the Internet connection in the
office. In short, you can access the same network resources
you use in the office.

18

Before you use Dial-Up Networking

+ Dial-Up Networking, a Windows feature, must be
installed on the computer you dial from. See Windows
help for instructions.

* Your network must have a dedicated dial-up server
(such as Novell NetWare Connect, Windows Remote
Access Server, or Shiva NetModem). The computer
you connect to must be connected to an IPX or TCP/IP



. . . Dialing in to a network through a network server: Dial-Up Networking

network. It must also be running LapLink, and its secu-
rity setup must have been altered to allow incoming
LapLink connections. See page 46.

Setting up a Dial-Up Networking connection

Before using Dial-Up Networking, create a Dial-Up Net-
working connection to the network server by supplying the
number to dial.

To create a Dial-Up Networking connection:

1 Click the Connect Over button on the LinkBar and then
click Dial-Up Networking.

2 Click the New Connection button and follow the instructions
on your screen.

Connecting to a network computer using Dial-Up
Networking

To use Dial-Up Networking to connect to a network
computer:

1 Click the Connect Over button on the LinkBar and then
click Dial-Up Networking.

2 Inthe list of connections, click the connection to your net-
work server.

3 Ensure that this box is checked: After Dialing, Connect to a
Computer on a Network.

4 Click the Dial button.
5 When prompted, type the user name and password1

required by the dial-up server.

In the Connect over LAN (Network) dialog box, click the
name of the computer you want to connect to.

If the computer is not listed and you are attempting to
connect over a TCP/IP network, click the TCP/IP
Addresses tab. Then do either of the following:

*In the Connections list, click the name of the computer

you want to connect to.2

*Under TCP/IP Name or Address, type the IP address of

the computer.3

Under Services, verify that the services you want to use are

checked.
Click OK.

For information about typing capital letters and lowercase
letters in passwords, see page 21.

The computers in the Connections list are those you have
placed in Address Book. For information about creating
Address Book entries for Dial-Up Networking connections,
see page 20.

For information about determining an IP address, see
page 31.
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Using Address Book for modem connections

Making entries in Address Book simplifies the process of opening the same direct modem connections
time after time. In your entries you store phone numbers, requests for services (such as File Transfer and
Remote Control), and passwords. When you use Connect over Modem, this information is passed on to
the remote computer for you. You can also set up entries for connections you make to network computers

after you dial in to a network using Dial-Up Networking.

|Add Address Book Entry EHE

Eﬂ Type a Description and choose a Connection Type.
Z=] Right-click other fields for more information.

Description: |M y office computer OK

Computer Name: [Jane‘s Desktop

Connection Type: | Modem EI H
Phone Number
Area code: Telephone Number:
|ZDB - |555-1 3456
Country Code: |Uni!ed States of America (1) L'
¥ Use courtry code and area code
Services
V¥ File Transfer ¥ Bemote Control [~ Print Redirection
™ Text Chat ¥ Woice Chat

Host locking on connect
V¥ Screen Blank ¥ MouseDisable [ Keyboard Disable

Address Book is a convenient way of storing all the informa-
tion you need to connect to another computer using Con-
nect over Modem.

Address Book works in tandem with Dialing Properties, the
Windows feature that lets you determine how your numbers
are dialed. Use Dialing Properties to charge a call to a call-
ing card, for example, reach an outside line, or place long-
distance and international calls. For more information about
Dialing Properties, see Windows help.
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For modem connections
you make again and again,
simplify the connecting
process by adding entries
to Address Book.

Then access the informa-
tion you store in these
entries when you use Con-
nect over Modem or Dial-
Up Networking.

To create an Address Book entry for a Connect over
Modem connection:

1 Click the Address Book button on the LinkBar, and then

click the Add button.

2 Inthe Description box, type a brief description of the remote

computer for your own reference.

3 Inthe Computer Name box, type the LapLink name
assigned to the remote computer.



. .. Using Address Book for modem connections

4 Inthe Connection Type list, click Modem.

5 Under Phone Number, type the area code and phone num-
ber, and click the country code.

TIP If you want to have a phone number dialed exactly as
you type it in the Telephone Number box, clear this box:
Use Country Code and Area Code.

TIP Requests for services in Address Book are honored
only if the security setup of the remote computer permits.

6 Under Services, check the services you want to use.

TIP You can change your selections later, as part of the
connection process. You can also request new services
after you connect.

7 Under Host Locking on Connect, check the kind of locking
you want to take effect on the remote computer when you
connect for Remote Control.

You can lock a host (blank its screen or disable its mouse
or keyboard) only if it has been configured to allow lock-

ing.

8 Under Security Information to Send, type the log-in name
and the password you must provide in order to gain access
to the remote computer. Reenter the password to confirm.

When you finish the entry, you see Address Book and the
description of the new entry. If you want to create another
entry, click Add again and complete the entry. Otherwise,

click Close.

Using Address Book for dial-up connections to
network computers

For LapLink connections you make after dialing in to a net-

work, set up Address Book entries to store requests for ser-
vices and security information. This information is passed to
the network computer after you connect to a network using

Dial-Up Networking.

As the Connection Type, use Network: Available Now if the
computer normally appears in the list of available comput-
ers when you use Connect over LAN (Network) in the office.
Otherwise, use Network: TCP/IP Address and type the
computer’s IP address. To determine a computer’s IP
address, see page 31.

Entering passwords

LapLink Gold passwords are case-sensitive (i and /, for
example, are treated differently). For connections to other
computers running LapLink Gold, type passwords in capital
or lowercase letters exactly as they were typed on those
computers.

NOTE Passwords in LapLink Pro, LapLink Tech, or
LapLink 7.5 or earlier are not case-sensitive. In Address
Book entries for connections to any of these versions, type
passwords in ALL CAPITAL LETTERS. If you have old
Address Book entries for such connections, retype their
passwords in all capital letters.

NOTE Because of the change in case sensitivity, Address
Book entries created in an earlier LapLink version may no
longer let you connect to computers that have also been
upgraded. Have new passwords set up on those comput-
ers; then change your Address Book entries to match.
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Connecting over the Internet using LapLink Everywhere

I-apLink Everywhere offers the easiest and most flexible Internet connections. They are the easiest
because they maintain security without the need to wrestle with firewalls. They are the most flexible
because you can connect not just in the traditional LapLink-to-Laplink way but from any device with which
you can browse the Intemet, including cell phones, PDAs, and public access computers like those found

in libraries and Internet cafés.

HL.J[!Link Gold 11.5 - Harold's Laptop (1) c:\"."
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LapLink Everywhere and LapLink Gold are two programs
that have been designed to work separately or together.
Unlike LapLink Gold, LapLink Everywhere needs to be
installed only on the host computer—the home or office

computer you want to connect to. It does not have to be
installed on the computer you connect from.

Once the LapLink Everywhere program is installed on the
host computer, you can connect to it in two ways:

1 LapLink Everywhere is a subscription service. Your purchase of LapLink Gold 11.5 entitles you to 30 days’ free use of the LapLink
Everywhere mobile access service. For more information about LapLink Everywhere fees and features go to www.LapLink.com.

22



. .. Connecting over the Internet using LapLink Everywhere

* Open a LapLink connection from another computer run-
ning LapLink Gold. LapLink Gold must be running on
both computers, but LapLink Everywhere needs to be
installed and running only on the host.

* Open a LapLink Everywhere connection from an Inter-
net browser. Simply leave LapLink Everywhere running
on the host computer. You do not have to run LapLink
at all.

For maximum flexibility, leave both LapLink Gold and

LapLink Everywhere running on the host computer. You can
then connect from another computer running LapLink Gold
and from any device that allows you to browse the Internet.

Only LapLink-to-LapLink connections offer the complete
range of LapLink features. When you use an Internet
browser, you can read e-malil, transfer files, and perform
remote control, but advanced features like automatic syn-
chronization are not available.

Preparing to use LapLink Everywhere

As part of the installation of LapLink Gold you are asked
whether you want to set up your LapLink Everywhere
account and install LapLink Everywhere.

Simply create a unique user name and password. If you
install LapLink Everywhere on more than one computer, be
sure to use the same user name and password for each
one.

As with other kinds of connections, you must configure the
security setup of the host computer to allow incoming con-
nections. See page 46.

If you intend to connect to the computer from an Internet
browser and use remote control (at additional cost), you
must also install LapLink Secure VNC or WinVNC on the
host computer.

If you intend to access a SQL database, a SQL database
server for which you have an ADO connection string. In
addition, the remote device must have Microsoft Data
Access Components (MDAC) 2.6 or later installed on it.

Connecting from another LapLink computer over
LapLink Everywhere

To connect over LapLink Everywhere to another com-

puter running LapLink:

1 Click the Connect Over button on the Linkbar and then
click Connect over LapLink Everywhere (Internet).

2 Type the user name and password set up for your LapLink
Everywhere account.

3 Click OK.

4 When asked again for a user name and password, supply

whatever is required by the LapLink Gold security setup on
the host computer. (See page 46.)

Connecting from any Internet browser

You can connect to the host computer from almost any
device equipped to browse the Internet—from another PC or
a Mac to a PDA or an Internet telephone. The chief require-
ment is that the device must be set up to allow cookies.

To connect over LapLink Everywhere from an Internet
browser:

1 Log on to www.MyLapLink.com.

2 Type the user name and password set up for your LapLink
Everywhere account.

3 Click the Login button.

4 When asked again for a user name and password, supply
whatever is required by the LapLink Gold security setup on
the host computer. (See page 46.)

23



Connecting over the Internet using an ILS

Connect to the Interet using an ILS (Internet locator service), and you can open connections to other
LapLink computers anywhere in the world, without spending a fortune. To make a computer easy to find
on the Intemet, use the LapLink ILS to “publish” the computer’s Internet address. Other computers can

then supply this address to open connections using Connect over ILS.

Connect over Internet EB

published on the Internet directory server.
LConnections

Manual Connect

Choose an entry in your Address Book, or
choose Manual Connect and specify a new
address in the box below.

Address

Type in the Internet address for the other computer, as

Cancel |

Address Book...

Port Setup... |
Help |

Go online and use Con-
nect over ILS to locate and
open connections to
LapLink computers any-

Intemet address: |samdaniels@optimus.com <

where on the Internet.

directory server.

Services

[V File Transfer [V Remote Control
¥ Text Chat [T Voice Chat

........

When you connect to another LapLink computer on the
Internet, you can use Remote Control, File Transfer, and
any of the other LapLink services you would use when con-
nected directly by modem—often at reduced cost. You can
connect over the Internet using LapLink Everywhere (see
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Hint: This is the address the other person published on the Intemet

[~ Print Redirection

Make a connection by sup-
plying the address pub-
lished by a remote
computer through the
LapLink ILS.

page 22). Or you can publish your computer’s address
through an ILS (Interet locator service) like the one hosted
by LapLink Software and then connect using Connect over
ILS. Simply supply the Internet address published through
the ILS.



. . . Connecting over the Internet using an ILS

Before you can connect using an ILS

3

Both computers must be connected to the Internet.1

The remote computer (the one you are connecting to)
must have its Internet address published through an
ILS (Internet locator service). See page 26.

The security setup of the remote computer must have
been configured to allow incoming connections. See
page 46.

The TCP/IP ports must be enabled in LapLink on both
computers. See page 137.

LapLink must be running on both computers.2

Using Connect over ILS

To connect to another LapLink computer using an ILS:

1
2
3

Connect to the Internet as usual.
On the Connect menu, click Connect over ILS.

If you have created an Address Book entry for the connec-
tion you want to open, click the connection in the Connec-
tions list.

If you are out of the office and without access to the Inter-
net, dial back to the office network and use the office Inter-
net connection. See page 30.

If you are out of the office and without access to a com-
puter with LapLink software, you can use LapLink Every-
where to connect. See page 22.

Otherwise, click Manual Connect. In the Internet Address
box type the remote computer’s Internet address (the
one the remote computer has published through an ILS.

4 Under Services, check the services you want to use.
5 Click OK.

Using Address Book for ILS connections

For LapLink connections you make using Connect over ILS,
you can set up Address Book entries to store Internet
addresses, requests for services, and security information.
All of this is passed on to the network computer when you
use Connect over ILS.

When you create an Address Book entry for the Internet, be
sure to specify Internet Address in the Connection Type
box.

Opening Internet connections using Connect over
LAN (Network)

Just as you use Connect over LAN (Network) for connec-
tions on a local TCP/IP network, so you can use it for con-
nections on the Internet, a global web of TCP/IP networks.

When you use Connect over LAN (Network), you must sup-
ply the computer’s IP address, not an address published
through an ILS.

Connect over LAN (Network) is most useful when you con-
nect to computers whose IP addresses never change. For
more information about using Connect over LAN (Network),
see page 30.
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Making a computer available for ILS connections

Connecting to computers on the Internet is easy—when
you know their IP addresses. But IP addresses can be hard
to determine, and they often change. If you dial in to an
Internet service provider, for example, your computer may
be assigned a different IP address each time you go online.

26

Internet connections, like e-mail messages, need addresses. To make your computer available to other
LapLink computers on the Internet, publish its address through an ILS (Internet locator service). Any
LapLink user who knows this address can then locate your computer on the Internet and open
connections from anywhere in the world. As a free service to our users, LapLink maintains the LapLink
ILS server to promote Internet connections between computers running LapLink.

Internet Directory Options EE3

General I

‘3 g Specify options for connecting over the Internet using an
Internet directory server.

Internet address:  |samanthau@attbi.com

Hint: &n e-mail address is suggested, or any unique address that no one
else is likely to use,

Options
[ When manually publishing my address, show confirmation

[ Automatically publish my address when I'm connected

Directory server

% Use aLaplLink directory server: Iils_laplink.com LI

" Use this ILS directory server: I

r l—

To allow other LapLink computers to
connect to a computer on the Inter-
net, set up LapLink to have the com-
puter’s address published through the
LapLink ILS.

In Internet Directory Options, specify
an e-mail address or some other
unique identifier as the Internet
address.

Then notify other LapLink users so
that they can connect by supplying
the Internet address you have speci-
fied.

So how do you make your computer available to other
LapLink computers on the Internet? You have your e-mail
address (or other unique identifier) “published” as your Inter-
net address. You then let other LapLink users connect to
your computer by telling them your Internet address.



. . . Making a computer available for ILS connections

NOTE If the computer is behind a firewall, there are addi-
tional requirements. See page 28.

Use LapLink to specify the address to be published and
when it will be published—for example, whenever you are
using LapLink on the Internet.

Use the LapLink ILS to publish your address; the directory is

available without cost to LapLink users, and you don’'t have
to sign up to use it.

NOTE Publishing your Internet address does not open
your computer to unwanted connections. LapLink users
who know your published address can connect; others
cannot, even if they are using NetMeeting or other pro-
grams that rely on Internet directories.

To set up LapLink to have your computer’s address
published on the Internet:

1 On the Options menu, click Internet Directory Options.

2 Inthe Intemet Address box, type your e-mail address or
another unique identifier.

This will be your Internet address. Give it (as well as log-
in name and password) to any LapLink user you allow to
connect to your computer on the Internet.

3 Set options to determine how to publish your Intemet
address:

» To publish the address yourself, without a confirma-
tion dialog box, clear this box: When Manually Pub-
lishing My Address, Show Confirmation.

» To have LapLink publish your address for you, check
this box: Automatically Publish My Address When
I'm Connected.

4 Set the Intemet directory to publish your computer’s
address like this: Use a LapLink Directory Server:
ils.laplink.com

5 Click OK.

TIP In addition to publishing a computer’s Internet
address, you must also change its security setup before
other computers can connect over the Internet. For more
information, see page 46.

Publishing your Internet address

You can set up LapLink to publish your address automati-
cally whenever you run LapLink on the Intemet (step 3,
above). Or you can publish it yourself.

To publish your Internet address yourself:
1 Connect to the Internet as usual.
2 Onthe Connect menu, click Publish My Internet Address.
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Making an Internet connection to a computer behind a firewall

If one of the computers you want to connect to is behind a firewall, you can use LapLink’s Firewall
Connection Service to make the connection. For example, if you want to connect to your work computer
from home and your work computer is behind a corporate firewall.

Add Address Book Entry EE When the computer outside the firewall requests a

Type a Descrption and choose a Connection Type.
Right-click other fields for more information.

connection, the computer inside the firewall uses
/’ the Address Book entry to initiate the connection.

Description: IHome 0K The Log-in name and password in the Log-in List
entry must match the log-in name and password in
Computer Name: Idizzy@[SP.com Cancel the Address Book entry.
Connection Type: IFirewaII Z' Help
Firewall

If your computer iz behind a firewall, anyone who wants to o
to you from outside the firewall must set up a matching Log-i
entry [that is, using the same log-in name and password] anc
Firewall as a service.

Services

r I I
r I-

r [~ I

Security information to send
Login Name:  |dizzy

HEXRXKR

Password:
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Log-in List Privilege s

fer information
Log-in Name: [dizz_l.l
Password: I ******
Services
™ Eile Transfer [~ Hemote Control ™ Print Redirection
[~ TextChat ™ VYoice Chat v [Firewall
Jz r r




. . . Making an Internet connection to a computer behind a firewall

You must configure both computers before you can make a
firewall connection. First, configure the computer inside the
firewall to accept incoming connections by using a Log-in
List or by configuring a Public System (Log-in List is more
secure) and then create an Address Book entry.

You must also create a Log-in list entry on the computer out-
side the firewall. This entry must match the Address Book
entry you created on the computer inside the firewall.

NOTE If you are sharing your computer with someone
other than yourself, you will need to coordinate the firewall
configuration with that other person.

TIP As an easier way of dealing with a firewall, consider
using a LapLink Everywhere connection. See page 22.

Before you connect to a computer behind a
firewall:

» Both computers must be connected to the Internet.

» The computer inside the firewall must publish its Inter-
net address through the LapLink ILS server. See page
26.

» The computer inside the firewall must have an Address
Book entry that includes the unique computer name,
user name, and password for the computer outside the
firewall.

» The computer outside the firewall must be configured to
allow incoming connections. See page 46.

» The TCP/IP ports must be enabled in LapLink on both
computers. See page 137.

» LapLink must be running on both computers.

NOTE For additional security, LapLink allows users to
change the port number that they want to connect through.
For more information about Variable Port Allocation, see
the readme file located in the LapLink Gold application
directory.

Connecting to a computer behind a firewall:
1 Connect to the Internet as usual.
2 On the Connect menu, click the Connect over ILS.

3 Ifyou have created an Address Book entry for the connec-
tion you want to open, click the connection in the Connec-
tions list.

Otherwise, click Manual Connect. Type the Internet
address, log-in name, and password for the computer
behind the firewall.

NOTE You can get this information from the owner of the
computer behind the firewall.

4 Under Services, check the services you want to use.
5 Click OK.
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Connecting over an office network

Connect to any other computer running LapLink on your office network (LAN) and use Remote Control,
File Transfer, or another LapLink service. Use Connect over LAN (Network) and click the name of the
computer you want to connect to or supply its network address.

Connect over Network

- :I.. Choose an available computer on the network.
Or contact a computer by its TCP/P address.

LConnections

Available Now | TCP/IP Addresses |

JessicaH [Network, TCP/IP)

JonH [Network, [FX)

JonH [Metwork, TCP/IP) =
KATYS4 [Network, [F<)

KATYS4 [Network, TCP/IP)

Ken's Work PC [Network, IF)

Ken's Work PC [Network, TCP/IP] L]

Choose OK to open one or more windows
for the selected computer.

You can open a LapLink connection to another computer on
your office network, whether it is an IPX (Novell NetWare)
network or a TCP/IP network.

NOTE To simplify routine connections over a network, cre-
ate Address Book entries. See page 32.
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Use Connect over LAN
(Network) to link comput-

0K ers on an office network.
You can click the name of
Cancel a computer or switch to the
TCP/IP Addresses tab and
: type the computer’s IP
Refresh List address.
Address Book...
Port Setup...
Help

You can often open a network connection simply by clicking
the computer’s name in a list of LapLink computers on the
network. To open a connection to a computer that lies out-
side your portion (subnet) on a TCP/IP network, however,
you must provide the computer’s TCP/IP address. (There is
no list to choose from.)



Before you use Connect over LAN (Network)

» The security setup of the remote computer (the one you
are connecting to) must be configured to allow incom-
ing connections. See page 46.

» The network ports (either TCP/IP or IPX) must be
enabled in LapLink on both computers. See page 135.

» LapLink must be running on both computers.

NOTE Not only does Connect over LAN (Network) work
over local networks, it also connects over the Internet. For
details see page 25.

To connect to another computer by network:

1 Click the Connect Over button on the LinkBar, and then
click Network.

2 Inthe Connect over LAN (Network) dialog box, click the
name of the computer you want to connect to.

If the computer is not listed and you are attempting to
connect over a TCP/IP network, click the TCP/IP
Addresses tab. Then do either of the following:

* In the Connections list, click the name of the com-
puter you want to connect to.

* Under TCP/IP Name or Address, type the IP address
of the computer.

1 The computers in the Connections list are those you have
placed in Address Book. For information about creating
Address Book entries for Dial-Up Networking connections,
see page 20.

. . . Connecting over an office network

3 Under Services, check the services you want to use, such
as File Transfer and Remote Control.

4 Click OK.

Finding a TCP/IP address

To find out a computer’s TCP/IP address in Windows 95
or Windows 98:

1 On the Options menu, click Port Setup.

2 Click TCP/IP Network in the Ports list, and then click the
Configure button.

3 The TCP/IP address appears in the IP Address box.

To find out a computer’s TCP/IP address in Windows
NT:

1 Click the Windows Start button, point to Programs, and
click Command Prompt.

2 Type IPCONFIG and press ENTER.

The TCP/IP address for that computer appears in the IP
Address line.

Filtering the list of available network computers

You can display the name of a particular computer in the
Connect over LAN (Network) dialog box by typing all or part
of the name in the Computer Name Filter box; then click
Refresh List.

To display the names of all available computers again, click
the arrow next to the Computer Name Filter box, click All
Computers, and then click Refresh List.
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Using Address Book for network connections

Simplify the process of opening connections by making Address Book entries for network computers
you frequently connect to. In each entry you store the kind of network connection, the kinds of services
(such as File Transfer and Remote Control) to be opened automatically, and the password. When you
use Connect over LAN (Network), this information is passed on to the remote computer for you.

\Add Address Book Entry (2] x|

E@ Type a Description and choose a Connection Type.
= Right-click other fields for more information.

Description: |Claire's laptop OK
Computer Name: |Claire's laptop Cancel )
. For network connections
Conngction Type: |Nelwork:AvaiIable Now _l you make again and
-~ again, simplify the con-

necting process by adding
entries to Address Book.

T

CAPI 2.0/1SDN - .
Intemnet Addiess - Then access the informa-
= : tion you store in these
: entries when you use Con-
Services nect over LAN (Network).
¥ Eile Transfer [ Bemote Control [ Print Redirection
[~ Test Chat [ Voice Chat
I r I=
Security information to send
Log-in Name: Idanielm
F T | -
When you connect over a local network, you may be able to * Network: Available Now For connections that
choose from a list of computers currently available on the appear in the list of currently available connections.
network. If not, you type the computer’s network (TCP/IP) + Network: TCP/IP Address For connections that
address. When you create an Address Book entry for a net- require a TCP/IP address.

work connection, you designate which of the two types of
connections you are using:
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... Using Address Book for network connections

To create an entry in Address Book for a network con-
nection:

1 Click the Address Book button on the LinkBar and then
click the Add button.

2 Inthe Description box, type a brief description of the remote
computer for reference.

3 Inthe Computer Name box, type the exact LapLink name
assigned to the remote computer.

4 Inthe Connection Type list, click Network Available Now or
Network TCP/IP Address.

5 Ifyou selected Network TCP/IP Address, type the IP
address of the remote computer under TCP/IP Address.

For help in determining a computer’s IP address, see
page 31.

6 Under Services, check the services you want to open when
you connect to the remote computer, such as File Transfer
and Remote Control.

Your requests for services in Address Book will be hon-
ored only if the security setup of the remote computer
permits.

7 Under Host Locking on Connect, check the kind of locking, if
any, you want to take effect on the remote computer when
you connect for Remote Control.

You can lock a host (that is, blank its screen or disable its
mouse or keyboard) only if it has been set up to allow
locking.

8 Under Security Information to Send, type the log-in name
and the password you must provide in order to gain access
to the remote computer. Reenter the password to confirm.

When you have finished the entry, you see Address Book
and the description of the new entry. If you want to create
another entry, click Add again and complete the entry.
Otherwise, click Close.

TIP To edit an entry in Address Book, click the entry, and
then click Edit. To copy an entry for revision as a new
entry, click Copy. To delete an entry, click Delete.

Entering passwords

LapLink Gold passwords are case-sensitive (i and /, for
example, are treated differently). In Address Book entries
for connections to other computers running LapLink Gold,
type passwords exactly as they were typed on those com-
puters, using capital letters and lowercase letters as neces-
sary.

NOTE Passwords in LapLink Pro, LapLink Tech, or
LapLink 7.5 or earlier are not case-sensitive. For connec-
tions to computers running any of these earlier versions,
type passwords in ALL CAPITAL LETTERS. If you have
old Address Book entries for such connections, retype
their passwords in all capital letters.

NOTE Because of the change in case sensitivity, Address
Book entries created in an earlier LapLink version may no
longer let you connect to computers that have also
upgraded. Have new passwords set up on those comput-
ers; then change your Address Book entries to match ver-
sions.
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Connecting by cable

When you connect two computers by LapLink cable, attach the cable—serial, parallel, or USB—to
both computers and start LapLink on both computers. Autoconnect, the default setting for cable
connections, opens a connection automatically. To manually connect, click the Connect Over button on
the LinkBar, and then click Cable.

The blue LapLink serial cable
has two connectors at one

end, but only one connector is
attached at a time: Use the
larger connector if one of the
computers has a 25-pin serial
port. Otherwise, attach one of
the smaller connectors to each
computer.

Attach one end of
the LapLink USB
cable to a USB
port—or USB
hub—on each
computer.

¢

Attachoneendof |-
the yellow

LapLink parallel

cable to a parallel

port on each
computer.

]




Choose the type of cable—serial, parallel, or USB (Univer-
sal Serial Bus)1 Network—you are going to use based on
the cables and ports you have available.

Ports are the connectors to which you attach cables and
peripherals like printers and external modems. To find out
which types of ports are available, consult the documenta-
tion or the Windows Device Manager for your computer.

Once you decide which kind of cable connection you'll use,
plug a LapLink cable into both computers: attach a LapLink
serial cable to a serial port on each computer, a LapLink
parallel cable to a parallel port on each computer, or a
LapLink USB cable to a USB port or a USB “hub” device on
each computer.

Before you connect by cable

» Attach an end of a LapLink cable to each computer.

» Ensure that the proper port—serial, parallel, or USB—is
enabled in LapLink on both computers. See page 139.

* Run LapLink on both computers.

Cables to use for LapLink connections

For a serial, parallel or USB connection use a LapLink
cable, available from LapLink.

If there is more than one type of port available to you,
remember that parallel cables transfer data faster than

1 Not all connection types are supported in all Windows
operating systems. See the table on page 15 for more
information.

. .. Connecting by cable

serial cables. And USB cables, the fastest of the three,
transfer up to many times faster than serial cables.

In addition, you can attach a USB cable to any USB periph-
eral that incorporates a “hub” to which other devices can be
connected. This feature lets you use more than one USB-
compatible device at a time.

Connecting to another computer by serial,
parallel, or USB cable

When you start LapLink on two computers connected by
cable, they will automatically connect. Autoconnect, the
default setting for cable connections, causes the computers
to connect automatically. If you change this setting, you can
connect to the other computer manually.

TIP If the connection does not open automatically, click
Port Setup on the Options menu and verify that the appro-
priate port (COM, LPT, or USB) is enabled for cable.

To manually connect to another computer by serial,
parallel, or USB cable:

1 Click the Connect Over button on the LinkBar, and then
click Cable.

2 Inthe Connection list, click the name of the computer you
want to connect to.

3 Under Services, check the services you want to use, such
as File Transfer and Remote Control.

4 Click OK.

TIP  To turn Autoconnect off, click Connect Options on
the Options menu. On the Connect tab, clear the Enable
Autoconnect box.
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Connecting by wireless

To connect to another computer using wireless devices, simply start LapLink, and the connection opens
automatically. Autoconnect, the default setting for wireless connections, lets computers connect
automatically when you run LapLink. To connect manually, click the Connect Over button on the LinkBar,

and then click Wireless.

B LapLink Gold

File Connect SyncTools Options “Window Help

% Connect over %-5‘ 5}

e=mf Modem
&l DialUp Networking

=i LAN (Network)
O LapLink Everywhere [Intemnet)
L@l Cable (USB, Parallel, Serial)

gn)) ‘Wireless

Using LapLink, you can open short-range connections
between computers equipped with infrared and other wire-
less devices.

You can also connect using other wireless devices: With a
cellular modem, use Connect over Modem. With a wireless
LAN adapter, use Connect over LAN (Network).

Before you connect by wireless

» Prepare your infrared or other wireless devices to com-
municate with each other.

» Ensure that the wireless port on each computer is
enabled in LapLink. See page 141.

1 Wireless connections are not available in Windows NT or
Windows 2000.
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Connect over Wireless
works automatically,
connecting two comput-
ers when their infrared
or other wireless
devices are within range
of each other.

* Run LapLink on both computers.

Connecting to another computer by wireless

When you start LapLink on both computers, a connection
opens automatically over their wireless devices. Autocon-
nect, the default setting for wireless connections, forces the
computers to connect to each other. If you change this set-
ting, you can connect to the other computer manually.

TIP If the connection does not open automatically, click
Port Setup on the Options menu and verify that the appro-
priate COM port is enabled for wireless communications.

To manually connect to another computer by wireless:

1 Click the Connect Over button on the LinkBar and then
click Wireless.



2 Inthe Connection list, click the name of the computer you
want to connect to.

3 Under Services, check the services you want to use, such
as File Transfer and Remote Control.
4 Click OK.

TIP To turn Autoconnect off, click Connect Options on
the Options menu. On the Connect tab, clear the Enable
Autoconnect box.

. .. Connecting by wireless

Using infrared devices

The infrared devices you use in LapLink must first be set up
in Windows 95 or Windows 98. The Windows infrared driver
supports a variety of built-in devices, including fast infrared
devices, as well as adapters connected to serial ports. If the
driver is not installed on your computer, you can download it
from the Microsoft site on the Internet.

TIP  When you install the infrared driver, specify any
COM port from COM1 to COM9 as the redirected port. In
LapLink, click Port Setup (Options menu) and enable the
same redirected port for wireless communications.
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Connecting over CAPI 2.0/ISDN

If CAPI 2.0/ISDN lines are available to your computer and the computer you are connecting to—and
both computers are set up for CAPI 2.0/ISDN communications—you can open a high-speed connection
and use Remote Control, File Transfer, and other LapLink services. To connect, click the Connect Over

button on the LinkBar, and then click CAPI 2.0/ISDN.

Connect over CAPI 2.0/ISDN E3

Connect to another computer using your
CAPI 2.0/ISDN adapter.

Use Connect over CAPI 2.0/

— Connection

DellProlSON

Select the computer to dial, or choose Manual
Dial and type a Phone Number below.

ISDN to link computers wher-
ever the CAPI 2.0 version of

Cancel ISDN is available.

Address Book... I
Port Setup... I
Help I

Entries you have created for
CAPI 2.0/ISDN connections
in Address Book appear in
the connection list to make
connecting easier.

~— Dialing

Phone Number [4512243

number.

CAPI 2.0/ISDN is an implementation of ISDN, an interna-
tional communications standard for sending voice, video,
and data over digital telephone lines, at faster rates than
those possible using modems.

NOTE LapLink does not offer CAPI 2.0/ISDN as a means
of connecting unless CAPI 2.0/ISDN is installed on your
computer.
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Hint: Be sure to include any long distance, area, or country codes.
Windows does not automatically add these codes before dialing the

CAPI 2.0/ISDN is widely used in Europe, particularly in Ger-
many. In North America ISDN seldom is implemented as
CAPI 2.0, but you can still use your ISDN device for high-
speed LapLink connections. If you use your ISDN device as
a modem, use Connect over Modem in LapLink. If you use
it to dial in to, and log on to, a network, use Connect over
LAN (Network) in LapLink.



Before using Connect over CAPI 2.0/ISDN

3

A CAPI 2.0/ISDN adapter and driver must be installed
on both computers.

Both computers must be running a version of LapLink
that supports CAPI 2.0/ISDN.

The security setup of the remote computer (the one you
are connecting to) must be configured to allow incom-
ing connections. See page 46.

CAPI 2.0/ISDN ports must be enabled in LapLink on
both computers.

LapLink must be running on both computers.

Connecting to a computer over CAPI 2.0/ISDN
To connect to a computer over CAPI 2.0/ISDN:

1

4

Click the Connect Over button on the LinkBar, and then
click CAPI 2.0/ISDN.

Click the name of the computer you want to connect to in
the Connection list or type a phone number under Dialing.

The connections listed under Manual Dial are your
Address Book entries for CAPI connections. To create a
new entry, click Address Book.

Under Services, check the services you want, such as File
Transfer and Remote Control. You can choose any combi-
nation of these services.

Click the Dial button.

Dialing from an Address Book entry

Before dialing a computer, it’s a good idea to create an entry
for that connection in Address Book. Though you do not dial

. . . Connecting over CAPI 2.0/ISDN

directly from Address Book, you can choose among its
entries when you connect to a remote computer.

To create an entry in Address Book for a CAPI 2.0/ISDN
connection:

1

Click the Address Book button on the LinkBar and click
the Add button.

In the Description box, type a brief description of the remote
computer as a reference.

In the Computer Name box, type the exact name assigned
to the remote computer in LapLink.

4 In the Connection Type list, click CAPI 2.0/ISDN.

Under Phone Number, type the phone number.

Under Services, check the services you want to use when
you connect to the remote computer (such as File Transfer
and Remote Contral).

TIP Requests for services in Address Book will be hon-
ored only if the security setup of the remote computer per-
mits.

Under Security Information to Send, type the log-in name
and the password you must provide in order to gain access
to the remote computer. Reenter the password to confirm.

For connections to other computers running LapLink
Gold, type passwords exactly as they were typed on the
other computers; that is, use capital letters and lower-
case letters as necessary.

TIP For passwords to computers running earlier versions

of LapLink, type passwords in ALL CAPITAL LETTERS. If
you have old Address Book entries for such connections,

retype their passwords in all capital letters.
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Changing CAPI 2.0/ISDN performance in LapLink

Before using CAPI 2.0/ISDN in LapLink, you may want to customize the way that LapLink responds to
CAPI 2.0/ISDN calls and uses the two channels available for LapLink communications. For example, you
can specify that LapLink not respond to any incoming calls to a particular channel, or you can double the
rate at which data is transmitted over your CAPI 2.0/ISDN connections.

% Set up the ports you wish to use with LapLink.

21X In Port Setup, you can

— Port Settings
Ports Type LapLink port
Windows Modems Enabled
IPX MNetwork Enabled
MNetwork Enabled
Cable Disabled
COM2 Cable Disabled
Iype: [ I1SON - W
— Current Port Status
CAPI (ISDN]) - Enabled. Auta answer of
Channel Bonding Disabled
No active connections.
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4
L‘ﬁ Change the options for your CAPI 2.0/1SDN adapter.

modify the way LapLink
implements CAPI 2.0/
ISDN connections.

numbers. Separate multiple phone numbers with a semicolon [;).

~ Channel Bonding

[~ Enable

~ Timeouts
Callback Timeout: Iﬁ Redial Attempts: Iﬁ
Calback Delay:  [10° RedialDelay:  [30

— Auto Answer =
¥ Enable i
Accept calls only on the following numbers: ﬂ,
| Defaults |
Hint: Leave this blank if you want LapLink to answer all incoming
ISDN connections. If filled in, LapLink only answers the listed Help |




... Changing CAPI 2.0/ISDN performance in LapLink

To change CAPI 2.0/ISDN performance in LapLink:
1 On the Options menu, click Port Setup.

2 Under Port Settings, click CAPI.

3 Click the Configure button.
4

If you do not want LapLink to answer any incoming CAPI
2.0/ISDN calls, clear the Enable box under Auto Answer.

To answer calls to only one number, type the number in
this box: Accept Calls Only on the Following Numbers.

5 If you want to combine the two CAPI 2.0/ISDN channels for
faster connections, check the Enable box under Channel
Bonding.

Be sure that channel bonding is also enabled on the
computer you will connect to.
6 Customize the Timeout options as necessary.

The Callback Timeout, Callback Delay, and Redial Delay
settings are specified in seconds.

7 Click OK.

Answering calls

At the outset, LapLink is set up to answer all incoming CAPI
2.0/ISDN calls on both channels. You can modify this so
that it does not answer any of these calls or it answers calls
to just one of the channels.

TIP If you don’t want LapLink to answer any incoming
calls, clear the Enable box under Auto Answer; then make
sure that the Accept Calls Only on the Following Numbers
box is blank.

TIP  When typing the number to accept calls to, use only
numerals; avoid characters like dashes, parentheses,
slants, and periods. When typing more than one number,
use a semicolon to separate them.

Channel bonding

CAPI 2.0/ISDN provides two channels that can be used for
LapLink communications. Each channel has a transmission
speed of 64 Kbps. By combining (“bonding”) these chan-
nels, the transmission rate can double to 128 Kbps.

At the outset, LapLink does not use channel bonding, even
when both channels are available. This setting keeps trans-
mission costs to a minimum for users who pay additional
fees for each channel connection.

For faster transmissions, enable channel bonding. When
both channels are available, LapLink can then transmit at
speeds up to 128 Kbps.

TIP Be sure to enable channel bonding on both comput-
ers. LapLink may not be able to make a connection
between them otherwise.

TIP When one channel is already in use, LapLink uses
the available channel to transmit at 64 Kbps, even when
channel bonding is enabled.
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Connecting automatically

Once you have established a connection, you can save it for easy restoration later. You can restore a
saved connection by double-clicking a shortcut icon, setting up LapLink to restore the connection
automatically when you start LapLink, or restoring the connection while running LapLink. When LapLink
restores a connection, it connects to the same computer or computers and opens the same services.

Connect Options EHER

Startup I Connect ] Disconnect I

Choose whether connections will be restored the nest time LapLink

==y .
1§ Tun

-
Connect at startup

¥ Restore saved connections at startup
Lonnection file
Select the connection file to be restored at startup

E'fi You can restore a saved connection three ways:
E o .
2ES | "W Double-click its desktop icon.

Connect ko

affice » Set up LapLink to restore the connection
/ automatically, whenever you run LapLink.
» Restore the connection yourself, while

using LapLink.

iC:\M y Documents\Connect to Office. LLC

Restore connection prompt

Choose whether to be asked before the connections are
restored

' Automatically Connect at Startup
" Ask Before Connecting

#|Restore Connections |
Look in: |j My Documents LI ﬂl gl |E

-

Corel User Files
" Connect to office.LLC
¥ | Connect to Reepicheep.LLC

Instead of spending time connecting to the same computer
and opening the same services time after time, you can
save the connection and use the saved connection as a
convenient way to reconnect later.

NOTE To connect to several computers at once, open
connections to those computers before saving connec-
tions.
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When you save a connection, you record such details as
the number and types of connections (modem, network,
Internet, cable), the names of computers, and the kinds of
services in use. Each connection is saved as a file. Opening
the file reopens the connections and services and arranges
windows to appear much as they did before.



Saving a connection

To save a connection:

1 Open one or more connections as usual.

2 On the Connect menu, click Save Connections.

3 Inthe File Name box, type a name to identify the connection
file.

4 Click Save.

5 When asked whether you want a shortcut icon for this con-
nection on your Windows desktop, click Yes or No.

Restoring a saved connection

Once you have saved a connection, you can restore it three

ways:

+ If you created a shortcut icon on your Windows desk-
top, double-click the icon.

» Set up LapLink to restore the connection when you run
LapLink again.

* Open the connection file while running LapLink.

NOTE To completely automate the connection process,

create entries in Address Book for saved connections.

Include the log-in name and password required to open
each connection.

To set up LapLink to restore a saved connection when
you start the program:

1 On the Options menu, click Connect Options.

. .. Connecting automatically

2 On the Startup tab, check this box: Restore Saved Connec-
tions at Startup.

3 Click the name of the connection file you want to open, or
type it in the Connection File box.

If the file does not appear in the list of files, click the
Browse button and locate the drive and folder containing
the file.

TIP Connection files have the .LLC extension. In Win-
dows 95 and Windows 98, they are stored in the My Doc-
uments folder. In Windows NT, they are stored in the
\Profiles\yourname\Personal folder within the Windows
folder (where yourname is your Windows NT logon
name).

4 If you want the connection restored without confirmation,
click Automatically Connect at Startup. Otherwise, click Ask
Before Connecting.

5 Click OK.
To open a saved connection while running LapLink:
1 On the Connect menu, click Restore Connections.

2 Click the name of the connection file you want to open, or
type itin the File Name box.

If the file does not appear in the list of files, locate the
appropriate drive in the Look In box; then double-click the
folder containing the file.

3 Click Open.
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Denying access to certain drives and folders
Locking out password crackers
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Allowing incoming connections

After you install LapLink, you can make outgoing connections to other computers, but other computers
cannot open incoming connections to yours except by cable or wireless. To allow incoming connections,
change the security setup to Protected System and create one or more entries in the Log-in List. In each
entry, specify the password and the log-in name the user must provide to open an incoming connection,
and grant the user permission to use services and other features.

Security

General | Lozal Securit_l,ll Encr_l,lptionl Luckoutl

=13 Contral access bo vour computer. For password pratection,
H  choose Log-in List Only, then add an ent bo the Log-in List.

(7] Click Log-in List

—Allaw connections from /
¢ Mobody [Private System)

MHaobody will be able to connect to pour computer.

& L og-in List Only [Protected SpstemE

the button below to add ugers and uzer privileges.

Log-jn List...
™ fnybody [Public System)

uzername or pazsward. Click the button below to specify which
zervices and security options are allowed.

General | Falder Security | Modem Callbackl

You can specify a list of users who can connect to your compute
they will need ta log in by typing a uzermname and pazzword. Clich

— Uger information

Create an entry in
your Log-in List for
the remote user.

Only (Protected
System) and then
click the Log-in List
button.

Log-in List Privileges

= Specify the allowed user privileges.

Log-in Marmne: I

Fazzward: I

Anybody can connect to your computer, without needing to type 2 .
— Services

Butlie Eivleaes..

The safest way to allow incoming connections is to set up
password-protection by creating entries in the Log-in List. If
you will be the only person to connect to this computer,
make a single Log-in List entry and grant yourself whatever
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¥ FEile Transfer
[V Text Chat
¥ Firgwvall

[ Bemote Contral
W %oice Chat

¥ Frint Rediection
I SuriUp

privileges you want. For other users, create separate entries
for each user or group of users according to privileges
granted.



To set up password-protected access to your com-
puter:

1 Click the Security button on the LinkBar.

2 Onthe General tab, click Log-in List Only (Protected
System).

3 Click the Log-in List button, and then click the Add button.

4 On the General tab, type the log-in name and the password
the user must provide to make a connection to your
computer.

Reenter the password and click OK to confirm.

5 Under Services, check File Transfer, Remote Control, or
any of the other services you want to make available to the
user.

6 Under Locking Permissions, check options to determine
whether the user can blank the screen of your computer
and disable its mouse and keyboard.

TIP You can grant locking permissions only if you select
Remote Control as an available service.

7 Todeny access to particular drives and folders, click the
Folder Security tab. For more information see page 48.

8 To specify whether or how a user opening a connection by
modem is to be called back, click the Modem Callback tab.
For more information, see page 52.

Specifying passwords

LapLink Gold passwords are case-sensitive (i and /, for
example, are treated differently). For incoming connections
from computers running LapLink Gold, you can specify
more secure passwords by mixing capital letters and lower-

. . . Allowing incoming connections

case letters. The introduction of case sensitivity has these
important consequences:

CAUTION For incoming connections from computers run-
ning versions earlier than LapLink 2000,1 type passwords
using ALL CAPITALS. If your Log-in List has passwords
for such connections, retype them as all capitals, or assign
new passwords.

CAUTION If your Log-in List contains passwords
assigned in an earlier LapLink version, other computers
that have also upgraded may not be able to connect to
your computer until you assign new passwords.

Setting up a public system

If security is not an concern, you can open your computer to
any LapLink users. Though you do not require that they
type a password, you can limit the services, drives, and fold-
ers they can access.

To allow access to your computer without password
protection:

1 Click the Security button on the LinkBar.

2 Onthe General tab, click Anybody (Public System). Then
click the Public Privileges button.

3 On the General tab, check the services and locking
privileges you want to grant.

4 On the Folder Security tab, deny access to drives and
folders as you wish. For more information see page 48.

1 Versions before LapLink 2000 include LapLink Pro,
LapLink Tech, and LapLink 7.5 or earlier.
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Denying access to certain drives and folders

When you open your computer to incoming connections, you specify whether all drives and folders—

or only certain ones—are accessible to users who connect to your computer for File Transfer. You can

deny access to an entire drive or to any parts of one, and you can grant different privileges to different

users.

Folders removed from access in a
Log-in List entry...

...do not appear in File Transfer win-
dows on a remote computer.

Log-in List Privileges
General Folder Security I Modem Ealll:uau:kl

;=B Allow access to all dives and folders on your computer, or
=w=| specily what you want to make available.

—Acocess DEIMIZZI0N .; Dana's laptop (1) ¢:\*.*
" Allow access to all drives and folders By O B X | | o, 3/ b
& Only allow access as specified below: — : .
All Folders ¢unlanls of ' [C:]
-3 D) Denyjl &= [4:] (Mot Mounted) Name l Siz
SR x| Finances B ] “mssetup.t
&1 Chess Club 5 o1 ] 4crobat3
&3 Company =3 Flnances #Adgbeapp
% Personal ) Compary ] Backup
{_] Projects (1 Cdrom
£ Games (] Reports &3 Corel =
] Projects +-Z5) [E:] (Not Mounted) (2 Dell
] Reports ;I ] Downloads
T ] Exchange
] Graphics
1 Guys
] lconedit
C1h
1 Joumal

ers so that other users will not see them in their File Transfer
windows and cannot copy files to or from them.

Opening your computer to incoming connections does not
mean that files on all your drives and folders must be acces-
sible to other users. You can “hide” certain drives and fold-
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. . . Denying access to certain drives and folders

CAUTION Denying access to a drive or folder makes it
invisible to anyone who connects for File Transfer but has
no effect in Remote Control. Anyone who connects for
Remote Control can still access all of your files.

You can set up drive and folder security when you secure
your computer using the Log-in List. Specify a different
setup for each entry in the list if you like.

Until you specify otherwise, every user in your Log-in List
has access to all of your drives and folders.

To limit access to certain drives and folders:
1 Click the Security button on the LinkBar.

2 Ensure that Log-in List (Protected System) is selected, and
click the Log-in List button.

3 Click the Add button to create an entry in the Log-in List.

TIP If you want to change an existing entry, highlight it in
the list of current users and click the Edit button.

4 Click the Folder Security tab and then click Only Allow
Access as Specified Below.

Access is now denied to all drives and folders.

TIP You can navigate through the drives and folders on
the Folder Security tab much as you do in a File Transfer
window. For fastest navigation, double-click a drive or
folder or click the plus sign beside it.

5 Inthe list of drives and folders, highlight each one you want
to make accessible and click the Allow button.

TIP You can also specify drive and folder security for a
computer designated as a public system (no password
required). Click the Security button on the LinkBar and
click the Public Privileges button. Then click the Folder
Security tab.

49



Locking out password crackers

When you open your computer to incoming connections, it's a good idea to include Lockout protection
so that anyone who supplies an incorrect password more than a particular number of times is denied
access to your computer. You enable Lockout and set the number of allowable tries as part of Security

setup.

| Securty Ei1E3

Generall Local Securityl Encryption Lockout ]

o d‘ Choose whether to keep a user from connecting after they have
a@ - entered the wrong password too many times in a row.

[v iLock out user after repeated wrong passwordst

Current status

Lock out after this many wrong passwords |5 _|:] Defaults |

Use Lockout to protect
against someone who
attempts to guess your
passwords.

As set up here, Lockout
will take effect after five
failed attempts for any log-
in name.

Someone supplying the

-

Login Name | Wrong Password | log-in name NormaJean
Normalean Locked Out has been locked out and
JgaanL 0 Reset User won't be able to connect
MinnieP 0 — even if he or she supplies
Reset Al the correct password.

Like combination safes, security passwords can be
cracked. Password crackers use a variety of techniques;
some techniques are more sophisticated than others, but

almost all require guessing.
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To guard against unauthorized access, use Lockout to bar
anyone who makes repeated attempts at guessing a pass-
word for entry to your computer.

Suppose you are setting up your office computer for access
from home. In the Log-in List of LapLink security, you assign
yourself both a log-in name and a password.



Though you are careful to specify as secure a password as
possible, you still want to have Lockout as additional protec-
tion. So you instruct LapLink to refuse entry after a certain
number of incorrect passwords.

To lock out anyone who repeatedly tries to connect
using incorrect passwords:

1 Click the Security button on the LinkBar.

2 On the Lockout tab, check this box: Lock Out User after
Repeated Wrong Passwords.

3 Inthe Lock Out After This Many Wrong Passwords box,
click the number you want to allow before Lockout takes
effect.

TIP The lower the number, the less the security risk.
4 Click OK.

Monitoring failed log-in attempts

Lockout is designed to monitor and control access accord-
ing to the log-in names in your Log-in List. A separate count
of failed attempts is kept for each log-in name; when a count
reaches your maximum (step 3 above), users can no longer
connect using that log-in name.

Beside the log-in names listed on the Lockout tab appear
numbers for the number of incorrect passwords. When a
count reaches the maximum, the log-in name is labeled
Locked Out.

. . . Locking out password crackers

You can reset to zero the count for any or all of the log-in
names. This action also makes a locked out name usable
once again.

TIP Unless a log-in name has been labeled Locked Out,
its count is reset to zero automatically whenever a user
connects using that log-in name and the correct password.

To reset to zero the count for a single log-in name:

* Click the log-in name and click the Reset User button.
To reset to zero the count for all log-in names:

+ Click the Reset All button.

Tips for more secure passwords
» Use at least six characters.

+ Include letters (both lowercase and capitals), num-
bers, punctuation, and symbols.

» Avoid any words found in dictionaries. (Some pass-
word-cracking programs rely on dictionaries to guess
passwords.)

* Don’t make your passwords so complex or long that
you can’t remember them.

» Change your passwords every 45 days.

1 Passwords for incoming connections from versions earlier
than LapLink 2000 are the exception. They must be all
capital letters.

b1



Allowing or requiring callbacks

When you allow incoming modem connections, you can require that the remote computer be called
back before a connection is opened. Or you can let the remote computer determine whether to be called
back. In both cases you can supply the phone number ahead of time or leave the number to the other
computer. You set callback options in the Log-in List.

Hello. I'll call you
back if you give
me your current
phone number.
Otherwise, I'll con-
nect you without
reversing the call.

Hello. Do you
want me to call
you back at
555-11117?
Otherwise, I'll con-
nect you without
reversing the call.

A callback occurs when a remote computer attempts to
connect to your computer by modem; instead of completing
the connection, LapLink reverses the call by hanging up
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Log-in Lizt Privileges
General | Folder Security  Modem Callback I

;=0 For added security, select a modem callback option to have the
=] modem call the guest back.

==

tModem call back,

" Dptional, &ay Wumber

— g Optional, Specified Mumber Only

" Reguired, &ny Number

" Required, Specified Number Only <

Ehame Humter:

Defaults |

] | Cancel I

Apply |

Help |

answers.

Hello. I'll call you
back if you give me
your current phone
number.
Otherwise, I'll have
to disconnect.

Hello. Do you want
me to call you back
at 555-22227
Otherwise, I'll have
to disconnect.

and then dialing the remote computer. The connection to
your computer is completed when the remote computer



You can use callbacks as a security measure: require a call-
back to a phone number you specify. Or you can use call-
backs to save money, as when you are connecting to your
office from a hotel room.

You can set callback options when you secure your com-
puter using the Log-in List. Specify a different option for
each entry in the list if you like.

To set callback options:
1 Click the Security button on the LinkBar.

2 Ensure that Log-in List (Protected System) is selected and
click the Log-in List button.

3 Click the Add button to create an entry in the Log-in List.

TIP If you want to change an existing entry, highlight it in
the list of current users and click the Edit button.

4 Click the Modem Callback tab.
5 Click one of these options:
* None Prevents callbacks.

+ Optional, Any Number Lets the remote user
decide whether to be called back; users who choose
to be called back can specify the number to dial. This
is the most flexible of all the options.

. . . Allowing or requiring callbacks

* Optional, Specified Number Only Lets the
remote user decide whether to be called back to the
number you specify or to open the connection with-
out any callback. Only the number you specify in the
Phone Number box can be dialed for the callback.

* Required, Any Number Requires remote users to
be called back but allows them to specify the number
to be dialed. The number can vary from session to
session.

* Required, Specified Number Only Requires the
remote user to be called back to the number you
specify in the Phone Number box.

6 Ifyou clicked either of the options for which you must specify
a phone number, type that number in the Phone Number
box.

Type the entire number, including any prefixes or suffixes
necessary to dial the remote computer from this one.
(Your Dialing Properties settings do not apply here.)

TIP Do not require callbacks from computers that con-
nect by running Xchange Agents. The agents will not finish
because they cannot perform callbacks.
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Setting up password protection for your LapLink security
settings ensures that the protections you set up for your
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Protecting your security settings wi

Creating password protection for your LapLink security settings prevents unauthorized users from
compromising your security system; it also keeps them from viewing your Address Book entries and
using them to open connections to other computers. Protecting your security settings is a particularly

good idea if you allow others to control your computer remotely.

|Security

General Local Security I Encryption] Lockout]

ﬂ’ Limit access to LapLink's settings. And, require security for
|j@ 3 Jocal connections.

Local password

The Local Password prevents someone from changing your security

th a password

On the Local Security tab
in Security, check the Pro-
tect Local Security with a
Password box. Then click
the Set Password button.

settings, the Address Book, and other options. Hint: It's a good idea to

your PC.

[V Protect local security with a password Set Password..

use a Local Password when you allow another user to remote cor Change Password

New Password:

0K

Local connection security

Since you can usually see both computers involved in these
connections, cable and wireless connections are not normally
protected by general security. Click this option to cover these cl|

Ixxxxxxxxxx

Confirm New Password:

IXKKXKRXKK*

Cancel

Help

proximity connections.

computer cannot be compromised—either by someone
using your computer in your absence or by remote users.




. . . Protecting your security settings with a password

Without knowledge of your password, users cannot view or
change any of this information:

* Log-in names, passwords, and other security settings

* Phone numbers, passwords, and other information
stored in your Address Book entries

+ Privileges you have granted to guest computers and
other settings in Remote Control Options

In addition, the same password is required for access to
Connect over Modem and certain Logging features.

To protect your LapLink security settings:

1 Click the Security button on the LinkBar.

2 On the Local Security tab, check this box: Protect Local
Security with a Password.

3 Inthe Change Password dialog box, type the password in
the New Password box. In the Confirm New Password box,
type it again.

TIP Passwords are case-sensitive: capital letters and low-

ercase letters are treated differently. For more secure
passwords, mix the two cases.

4 Click OK.

TIP To remove password protection, clear this box: Pro-
tect Local Security with a Password. To change the pass-
word currently in effect, click the Set Password button.

TIP By default, security is not imposed on incoming con-
nections over a cable or by wireless. If you set up pass-
word protection for modem and network connections,
however, you can extend that protection to cable and wire-
less connections as well. On the Local Security tab, check
this box: Enforce Security for Local Connections.

Did you upgrade?

In versions earlier than LapLink 2000,1 passwords were not
case-sensitive. If you specified azefgin as your password,
for example, you could gain access to your security system
by typing Azefgin, AZEFGIN, or any number of other combi-
nations.

Beginning with LapLink 2000 and the introduction of case
sensitivity, however, there is only one way to type a pass-
word: just as it was typed in the first place. If you inherited a
password from an earlier version of LapLink, try different
combinations of capital letters and lowercase letters: initial
capital letter, all capital letters, and so on.

1 Versions before LapLink 2000 include LapLink Pro,
LapLink Tech, and LapLink 7.5 or earlier.
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Encrypting information over incoming connections

Encryption is a good idea over Interet connections and other connections where your information can
be intercepted and compromised. You can choose between two encryption methods: the one available
on earlier versions of LapLink and more secure methods installed on your computer. The settings you

make on a computer determine encryption for incoming connections.

iSecurily
General | Local Secuity Encryption | Lockout |

) H" Choose whether to increase security by encoding all information
Y exchanged with a remate computer.

[V Use encryption to send data
[~ Only encrypt when connecting over TCP/P (Intemet/Intranet]

Data encryption method

Select the method to use to encrypt data. The method you select
must be supported on the guest.

" LapLink-compatible encryption
This is the encryption method used in previous versions of
LapLink.

" CryptadPl encryption using the specified provider;
|Microsofl Base Cryptographic Provider v1.0 LI

¥ Use LapLink encryption if guest doesn't have Crypta&Pl

Hint: This allows incoming connections from earlier versions of

LapLink that support LapLink encryption.
Defaults I
[ ok ]| cancel ooy | Hep |




. . . Encrypting information over incoming connections

By default, LapLink encrypts log-in names and passwords,
but nothing else. This setting is usually fine for transmitting
data over office networks or other secure connections.

On the Internet, intranets, or wide area networks, however,
it is usually a good idea to encrypt your data, including files,
text from chat sessions, and instructions sent to the remote
computer during Remote Control.

While opening your computer to incoming connections, you
determine whether and how data transmitted over those
connections will be encrypted. (The settings on the other
computers are irrelevant.) When you connect to another
computer, however, it is the settings on that computer that
determine encryption.1

To encrypt data over incoming connections:
1 Click the Security button on the LinkBar.

2 On the Encryption tab, check this box: Use Encryption to
Send Data.

3 Ifyou want to limit encryption to connections over a TCP/IP
network or to dial-up connections to a TCP/IP network,
including the Intemet, check this box: Only Encrypt When
Connecting over TCP/IP (Intemet/Intranet).

1 The only exception occurs when you use LapLink 2000 to
connect to a computer running a version older than
LapLink 2000. In this case only, the settings on your
LapLink 2000 computer determine encryption.

4 Click a method of encryption:

» LapLink-compatible Encryption Provides com-
patibility with versions earlier than LapLink 2000.

* CryptoAPI Encryption Using the Specified
Provider2 Sets a higher degree of security, using
an algorithm installed on your computer. Cannot be
used in connections with versions earlier than
LapLink 2000.

5 Ifyou clicked the CryptoAPI Encryption option, click a
CryptoAPI provider in the box below the option.

Be sure to specify a provider that is installed on the
remote computer too. That computer cannot connect to
your computer otherwise.

6 Ifyou clicked the CryptoAPI Encryption option—but still
want to accept calls from earlier versions of LapLink (which
lack CryptoAPI}—check this box: Use LapLink Encryption If
Guest Doesn't have CryptoAPI.

CAUTION This option opens your computer to a lower
level of security than you specified in the previous step.
TIP Be sure to enable encryption before a connection is

opened. Changing the setting during a connection won't
have any effect until the next connection.

2 CryptoAPI encryption is available only if your computer is
equipped with software written to the Microsoft CryptoAPI.
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4 Using Remote
Control

Using Remote Control—Overview

Viewing the host

Customizing keyboard control

Disabling the host keyboard and mouse and blanking its screen
Rebooting and logging on to the host

Hosting a Remote Control session

Sharing clipboard information with remote computers
Customizing Remote Control performance



Using Remote Control—Overview

When you open a Remote Control window on your computer, the computer in front of you becomes
the guest, and the remote computer displayed on your screen becomes the host. From the guest, you
can view and operate the host as if you were sitting in front of it. Images from the host appear on your

screen in a Remote Control window within the LapLink workplace.

Remote Control provides a way to operate another com-
puter at a distance. You begin Remote Control as soon as
you open a Remote Control window. While you are working
in this window, your mouse moves the mouse pointer on the
remote computer, your keyboard types characters on the
remote computer, and your Remote Control window shows
the remote computer’s screen.

Remote Control terminology

A LapLink Remote Control session creates two kinds of
computers:

Guest The Remote Control window and the mouse and
keyboard on the guest are your links to the remote com-
puter. Working in the Remote Control window, you use your
mouse and keyboard to operate the host. Your work, mean-
while, is being processed on the host computer.

Host There is no special procedure associated with setting
up a host. The computer need only be running LapLink and
configured to allow incoming connections. You do not need
to be at the computer. On the other hand, you may want to
join the guest as an observer or an active participant.

Opening a Remote Control window

On a guest, you can open a Remote Control window at the
time you connect to the host. Or you can open one some-
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time after the connection is made. Because LapLink sup-
ports multiple connections, you can maintain several
Remote Control windows, one for each host computer.

To open a Remote Control window while connecting:

» Click the Connect Over button on the LinkBar and then
click Modem, Network, or some other means of con-
necting. Under Services, check the Remote Control
box. (For more information about connecting to other
computers, see chapter 2.)

To open a Remote Control window after opening a con-
nection:

+ Click the Open Remote Control button on the Shortcut
bar. Or click Open Remote Control on the Window
menu.

+ If you have more than one connection, select a window
for the desired connection before clicking the Open
Remote Control button.

What you see

The host screen appears on your screen as a window within
LapLink. The name of the host computer appears in the
window'’s title bar. You can move, resize, minimize, or maxi-
mize the window as you would any other window. Use the
scroll bars to view other parts of the host screen.



If you prefer to display the host screen across your entire
screen instead of a window, press CTRL+SHIFT+F. Press
CTRL+SHIFT+F again to return to the window view. For
more information about changing your view of the host, see
page 62.

TIP A host screen can be made to display full screen by
default. To make this change, click Remote Control
Options on the Options menu. On the Guest tab, check
the Always Use Full-Screen box. The Remote Control win-

. . . Using Remote Control—Overview

dow then alternates between full screen and icon; the win-
dow view is no longer available.

TIP There are several ways to customize Remote Con-
trol performance—whether you want to enhance your view
of the host or speed up performance. For instance, you
can use solid rather than dithered colors or prevent the
display of large bitmaps. For more information see page
73.
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Viewing the host

k a guest, you can alternate between two views of the host screen. Your first view appears in a window
within LapLink. Inside the window, you control the host; outside the window, you perform other tasks, in
LapLink or in other applications on your computer. Switch to a full-screen view when you want to
maximize your view of the host and use Remote Control exclusively. When you cannot see the entire host
screen even in full screen, you can change the resolution of the host screen or scale its image to fit within
your view.

To alternate between a window and a full-screen view of
the host, press CTRL+SHIFT+F.

Devoting your entire screen to a view of the host In a window view, you have quick access to File Transfer,
Text Chat, and other LapL.ink features. You can also switch

You can view the host screen in two ways: C
to other applications on your computer.

* Inawindow within LapLink (the default) To maximize the area in which you view and control the

* As afull-screen display, hiding LapLink and the rest of host, switch to a full-screen view. Your entire screen is now
your Windows workspace devoted to controlling the host; you do not have access to
your own applications. When you want to do something
other than control the host, switch back to the window view.
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To switch between window and full-screen view:
¢ Press CTRL+SHIFT+F.

TIP In full screen, you can also switch to a window from
the copy of LapLink running on the host: If LapLink is an
icon, click it to restore it to a window. Then click the icon
representing your Remote Control window, and click
Guest Full Screen to clear the check mark.

TIP To make Remote Control alternate between full
screen and icon, bypassing the window view, click Remote
Control Options on the Options menu. On the Guest tab,
check the Always Use Full-Screen box.

Viewing the entire host screen at once
There are two ways to fit the host screen into your view:

» From your computer, lower the resolution of a higher-
resolution host screen to match that of your screen.

» Scale the image of the host screen to fit within your
view.

Temporarily changing the resolution of the host
screen When using a laptop to control a desktop, you
often can’t view the entire host screen at once if the desktop
operates at a higher screen resolution. From your laptop,
you can lower the desktop’s screen resolution to match your
laptop’s.

. . . Viewing the host

You can then view all of the host screen in full-screen view.
The original resolution is restored automatically on discon-
nect or at your direction.

To lower the resolution of the host screen to match that
of your screen:

1 On the Options menu, click Remote Control Options.
2 Onthe Guest tab, check this box: Match Host to Guest.

Clearing the box restores the host to its original resolu-
tion.

3 Click OK.

Scaling the image of the host screen to fit You can
also view the entire host screen at once by scaling the
image to fit within the LapLink window. You always see all of

the host’s screen, whether you are working in full screen or
window, though the image may be distorted.

To scale the image of the host screen to fit within your
view:
* Press CTRL+SHIFT+S.

* Pressing CTRL+SHIFT+S again restores the image to
normal.

1 You cannot lower the resolution of a host computer unless
its monitor and display adapter allow the change without
restarting Windows. The host must also be running a ver-
sion of LapLink that supports this feature.
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Customizing keyboard control

By default, Windows system keys pressed on the guest computer take effect on the host. If you want
the system keys to operate on the guest while working in a Remote Control window, click Remote Control
Options on the Options menu. Then on the Guest tab, click Execute on Guest. Through Remote Control
Options, you can also change the key combinations that control your view of the host.

Remote Control Options 21| When you are working in a Remote

G Control window, CTRL+TAB and
uest I Host I Performance I other Windows system keys you
press on your computer (the guest)

|§ﬁr Set options used when this PC is controlling another PC. take effect on the remote computer

(the host).
Windows spstem keys DOS font
" Sendto Host 4% B ™ To have system keys take effect on
Ey1? — your computer instead of the remote
< 3 compulter, click Execute on Guest.
Shartcut keys 7x12
8x 8
Full-screen Togale: Bx12
‘ 8x16
|Ctel + Shift + F ar18 |
Scaling Toggle: 10x18
_ 12816 J
|Ctel + Shift + 5 1E. 0 >
Each character is;
Remote control disolav F erreen nivels wids
Windows system keys most system keys to the host during Remote Control: press-

ing ALT+TAB on the guest, therefore, switches to the pro-

Windows system keys are key combinations that perform a gram last used on the host,

variety of tasks. Pressing ALT+TAB, for example, switches
to the program you used last. By default, LapLink sends
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You can make system keys work on your own computer
(the guest) when you are working in a Remote Control win-
dow.

TIP Windows system keys (except
CTRL+ALT+DELETE) always take effect on the host
when you are using Remote Control in the full-screen
view.

TIP If you intend to control a remote computer using the
keyboard exclusively (without a mouse), set the Windows
system keys to execute on your computer (the guest).
When you want the keys to execute on the remote com-
puter (the host), switch to the full-screen view.

To execute Windows system keys on the guest:

1 On the Options menu, click Remote Control Options,
and then click the Guest tab.

2 Click Execute on Guest.
3 Click OK.

Remote Control shortcut keys

LapLink offers two shortcut keys to change your view of a
host screen. Pressing CTRL+SHIFT+F switches between

. . . Customizing keyboard control

full-screen and window view of the host. Pressing
CTRL+SHIFT+S switches between scaled-to-fit and normal
view. (See page 62 for more information.)

You can change these default key combinations to certain
other combinations. (To avoid interference with other
LapLink and Windows shortcut keys, you are limited in your
choice of replacements.)

To change the LapLink shortcut key combinations:
1 On the Options menu, click Remote Control Options.
2 Onthe Guest tab, click in one of these boxes:

* Full-screen Toggle Changes the shortcut key that
alternates between full-screen and window view.

+ Scaling Toggle Changes the shortcut key that
alternates between scaled-to-fit and normal view.

3 Press any of the following key combinations (where nis a
number or a letter):
SHIFT+ALT+n
CTRL+SHIFT+n
CTRL+ALT+n
CTRL+SHIFT+ALT+n
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Disabling the host keyboard and mouse and blanking its screen

From a guest computer, you can ensure privacy and prevent interruptions at the host by disabling its
keyboard and mouse and blanking its screen. To perform any of these “locking” operations from the
guest, click the appropriate command on the Session menu. On the host, you can allow locking by

changing the default security setup.

Log-in List Privileges

Gieneral | Folder Seu:urit_l,ll Modem Ealll:uau:kl

Specify the allowed user privileges.

— I zer information

Log-in Hame: I

Pazsword: I

— Services
¥ Eile Transter
W Test Chat
W Firewall

[ Remate Control
¥ “aice Chat

¥ PFrint Fedirection
[ surfUp

— Locking

[T Blank Screen [ Dizable Mouse

[~ Dizable Keyboard

On the host: Allow users to blank
the screen and disable the keyboard
and mouse when you grant them
access through the Log-in List.

On the guest: Blank the host screen
and disable its keyboard and mouse
on the Session menu.



. . . Disabling the host keyboard and mouse and blanking its screen

Locking the host from the guest
With the permission of the host computer, you can:

* Blank the host screen The host’s screen is dark-
ened, preventing your work from being viewed at the
host.

* Disable the host mouse The host’'s mouse is locked,
preventing anyone at the host from using the mouse to
interrupt your work.

+ Disable the host keyboard The host’s keyboard is
locked, preventing anyone at the host from using the
keyboard to interrupt your work.

To lock the host during a Remote Control session:

* On the Session menu, click any of these commands to
place a check mark beside the command: Blank Host
Screen, Lock Host Mouse, or Lock Host Keyboard.

+ Todisable locking, click the command again to clear the
check mark.

TIP Ifacommand is dimmed, it is not available: either the
host cannot perform the action, or the security setup of the
host computer does not allow it.

TIP The Session menu is available only when you are
connected to another computer.

TIP Through Address Book, you can request the kinds of
locking you want to take effect as soon as you open a
Remote Control session. Your requests will be honored as

long as they are allowed by the host. For information on
using Address Book to make connections, see chapter 2.

Configuring a host for locking

You can configure a host to determine who can lock it and
how it will be locked. Guests cannot lock the host without
your permission, and locking privileges you grant cannot be
changed during a Remote Control session.

Whether you permit any kind of locking depends on how
you intend to use LapLink. If you want to use Text Chat, for
example, there should be no locking.

You grant locking permission by changing the security setup
on the host computer: Click the Security button on the Link-
Bar. You then have a choice:

» Set up a Log-in List by specifying Log-in List (Protected
System) and adding one or more entries. In each entry,
check any of the three boxes under Locking Permis-
sions. The permissions apply only to guests whom you
provide with the appropriate log-in name and password.
For more information about setting up a Log-in List, see
page 46.

* If security is not an issue, open the system to any
LapLink user by clicking Anybody (Public System).
Click the Public Privileges button. On the General tab,
check the Remote Control box, and then check any of
the three boxes under Locking Permissions. The per-
missions apply to all guests.
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Rebooting and logging on to the host

From a guest computer, you can reboot a host computer and restart Windows. To reboot a host from the
guest during Remote Control, click the Reboot Host command on the Session menu. To configure a host
for rebooting and restarting Windows, click Remote Control Options on the Options menu.

‘Remole Control Options

Guest Host lPelformancel

QJ another LapLink user.

Rebaating this computer
WV {Allow guest ta reboot on command

[~ Always reboot when quest disconnects

- While a guest is connected
v Minimize LapLink
F

Rebooting the host from the guest

From a guest computer you may want to restart a host to
put into effect changes you have made on that computer. Or
you may want to restart a host computer to ensure that no
one else can call in after you disconnect.
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é( Set options used when this computer is being controlled by

On the host: Allow users to reboot
the computer in Remote Control
Options.

On the guest: Reboot the host on
the Session menu.

To reboot the host from the guest during Remote Con-
trol:

3

On the Session menu, click Reboot Host.

If Reboot Host is dimmed on the Session menu, the host
has not set the option to allow rebooting by a guest.



Logging onto Windows NT from the guest

Depending on how a Windows 95 or Windows 98 computer
is set up, you may or may not be prompted to log on to Win-
dows. On every Windows NT computer, however, you must
always press CTRL+ALT+DELETE before you can log on
to Windows.

To send CTRL+ALT+DELETE to a Windows NT host, do
one of these:

* Press the key combination specified for this purpose on
the host.

¢ On the host’s Session menu, click Send
CTRL+ALT+DELETE to the Host.

* Click the Remote Control icon at the bottom of the
host’s LapLink workplace, and then click Feed
CTRL+ALT+DELETE.

Configuring the host for rebooting

You must configure a host to allow any guest to restart it
during a Remote Control session. You can also require that
the host be restarted whenever a Remote Control connec-
tion is interrupted.

To configure a host computer for rebooting:

* On the Host tab of Remote Control Options (Options
menu), check either or both of these boxes:

+ Allow Guest to Reboot on Command Check this
box to allow guests to restart the host using the
Reboot Host command on their computers.

. . . Rebooting and logging on to the host

+ Always Reboot When Guest
Disconnects Check this box to require that the
host be restarted whenever a guest breaks a con-
nection or the connection is broken accidentally.

Ensuring access to the host after a reboot

At the same time you are configuring a host for rebooting,
you can configure it so that a guest can resume a LapLink
connection after the host is rebooted. You can do this by
setting up LapLink to run whenever Windows is started.

To configure a host so that it automatically runs
LapLink each time Windows is started:

» On the Advanced tab of Program Options (Options
menu), check this box: Always Start LapLink before
Windows Logon Prompt.

Logging on to Windows NT When a Windows NT host
requires the user to press CTRL+ALT+DELETE at logon, a
guest can press a special key combination specified on the
host.

To specify the key combination for
CTRL+ALT+DELETE:

1 On the Host tab of Remote Control Options (Options
menu), click this box: Send CTRL+ALT+DELETE to
This Computer When a Guest Presses This Key Com-
bination.

2 Press one of these key combinations (where nis a number
or letter): SHIFT+ALT+n, CTRL+SHIFT+n, CTRL+ALT+n,
or CTRL+SHIFT+ALT+n.
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Hosting a Remote Control session

When you allow your computer to be controlled from a remote computer, your computer becomes the
host to a guest computer. For Remote Control to take place the host need only be running LapLink—you
do not need to be at the computer. Sensitive information is protected by the conditions of the connection.
You can grant greater access, or limit these conditions, through the LapLink security system.

Security EE3

General I LocalSecur'ﬂyI Encryptionl Lockoutl

& Control access to your computer. For password protection,

(@)~ choose Log-in List Only, then add an entry to the Log-in List. After installation, change the default
' . security setting to allow your com-

Allow connections from puter to accept incoming connec-
" Nobody [Private System) tions and serve as a host.

Nobody will be able to connect to your computer.

(" Log-in List Only (Protected System}

YYou can specify a list of users who can connect to your computer; To host a Remote Control session,
they will need to log in by typing a usemame and password. Click leave LapLink running. (Minimize it if
the button below to add users and user privileges. you wish.)

Log-in List...

" Anybody (Public System)

Anybody can connect to your computer, without needing to type a
usermame or password. Click the button below to specify which
services and security options are allowed.

Defaults




When you control a host, you control who can connect to
that computer and the kinds of services they can use. For
example, you can limit a guest to Remote Control only, or
you can allow access to Text Chat and File Transfer as well.
You can even allow a guest to blank your computer’s
screen or disable the mouse and keyboard. All of these
options are set in the LapLink security system.

You can leave the host computer unattended, giving an
authorized user exclusive control. Or you can stay at the
computer and interact with the guest by trading off control.
For example, the two of you could edit a document together,
participate in a training session, or explore a new program.

TIP A host can be controlled by only one computer at a
time. In the meantime, however, other computers can con-
nect to the host using any other services than Remote
Control.

What you see on a host

When a guest connects to your computer and begins
Remote Control, your LapLink workplace is minimized. If
you double-click the icon, the LapLink workplace is restored
to a window.

At the bottom of the restored LapLink workplace, you see
an icon for the Remote Control connection. The icon is iden-

. . . Hosting a Remote Control session

tified by the name of the remote computer. Clicking this icon
displays a Windows menu with standard commands. Click-
ing Close closes the Remote Control connection.

TIP You can make the LapLink workplace remain a win-
dow when a guest connects: Click Remote Control
Options on the Options menu, and then click the Host tab.
Clear this box: Minimize LapLink When This Computer Is
a Host.

Reversing a Remote Control session

There may be times when the guest and you want to switch
roles so that you become the guest controlling the remote
compulter.

To reverse the direction of Remote Control, the current
Remote Control connection must be broken on either com-
puter. Then, as the prospective guest, you open a Remote
Control window and begin controlling the other computer.

TIP To avoid breaking the connection when a Remote
Control connection is closed, make sure that there is at
least one other service window open, such as File Trans-
fer. If Remote Control is the only service in use, open
another service window before closing Remote Control.
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Sharing clipboard information with remote computers

Computers in a Remote Control connection share a common clipboard: you can copy or cut information
to the clipboard on one computer and paste this information on another. Only information put in the
clipboard during a Remote Control session is available to other computers.

When you cut or copy information for pasting in another
document, the information is stored temporarily in the clip-
board. Normally, clipboard information is transferred
between documents on the same computer. When you use
Remote Control, however, you can use the clipboard to
transfer information from one computer to another. You can
copy text or graphics on the host computer, for example,
and paste it on the guest.

If you are controlling several computers at the same time,
information you cut or copy on any of the linked computers
can be made available for pasting on any of the others.

TIP Only information placed in the clipboard during
Remote Control can be pasted on other computers. You
cannot share any information copied or cut to a clipboard
before a Remote Control connection is opened.

TIP  When you clear the contents of the clipboard on one
computer, you clear the clipboard contents of the other
computer as well.

Pasting from the clipboard during Remote Control

When you copy or cut information to the clipboard during
Remote Control, only a small part of the information is trans-
ferred to the other computer immediately. The rest of the
information is transferred when you paste.
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To prevent the loss of information added to the clipboard
from the remote computer during Remote Control, paste the
information before disconnecting.

If you are controlling several remote computers, information
in the clipboard on your computer is available to any of the
remote computers. If you want to transfer clipboard informa-
tion from one remote computer to another, however, you
must first paste the information into a document on your
computer; then paste it into a document on another remote
compulter.

Disabling clipboard sharing

Clipboard sharing is available during Remote Control ses-
sions unless you disable it.

To disable clipboard sharing:

1 Open a Remote Control connection to another com-
puter.

2 On the Edit menu, click Link Clipboards to clear the check
mark.

If there is data in the common clipboard that hasn’t been
transferred completely, you are asked whether to com-
plete the transfer.

TIP To enable clipboard sharing again, repeat the proce-
dure to restore the check mark to Link Clipboards. Only
data placed in the clipboard after you enable this option
can be shared with other computers.
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Customizing Remote Control performance

A; a guest, you can change several Remote Control settings either to speed up performance or to
enhance your view of the host screen. When speed is your priority, change the settings to enhance
performance. When you want the best view of the host screen, turn off the performance enhancements.
To change performance settings, click Remote Control Options on the Options menu, and then click the

Performance tab.
|Flemote Control Options

Guest I Host F'elfurmancel

Performance options

" Typical

& Choose the performance aption that best meets your needs.
(=mld

If none of the default options works fior you, you can customize
the performance settings to match your specific needs.

Choose between enhancing your
view of the host screen and speeding
up Remote Control performance.

" User Customized

To improve Remote Control performance, LapLink tempo-
rarily alters the host screen by removing its wallpaper,
screen saver, and other visual enhancements. You can
restore any of these enhancements. Or you can improve
performance even more by minimizing the number of bit-
maps and bitmap colors transferred over a connection.

Click one of the preset options.

Or click the Settings button and

Settings... specify your own settings.

To change Remote Control performance settings:
1 On the Options menu, click Remote Control Options.
2 On the Performance tab, click either of these options:

+ Best Quality Improves the appearance of fonts
and does not change the appearance of the host
screen except to disable its screen saver.
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* Best Performance Displays smaller bitmaps in
black and white and does not show larger bitmaps at
all; also changes the appearance of the host screen
to maximize performance.

3 To customize the settings for any of these options, click the
Settings button.

Changing your view of the host screen

Click the Settings button in Remote Control Options to
change the quality of your view of the host screen without
affecting the host screen itself.

On the Guest Display tab, adjust these options:

Send Font Information Displays text and symbols on
the guest computer. Checking this box speeds display per-
formance but may not present the most accurate represen-
tation of text and symbols.

Prevent Display of Large Bitmaps Determines the
size of the largest bitmap to be displayed in your view, rang-
ing from 32 by 32 to 512 by 512 pixels. Choosing a smaller
size improves performance but may cause bitmaps not to

1 Performance options are set at Typical during installation.
They are reset to User Customized whenever you click the
Settings button and make changes.
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appear in some dialog boxes, wizards, and buttons. (Exper-
iment with the setting, increasing it as necessary to display
larger bitmaps.)

On the Guest Colors tab, adjust these options:

Use Solid Colors Displays solid colors instead of dith-
ered, or patterned, colors. Performance is not affected, but
your view of the host may improve.

Bitmap Color Selects the palette used to display bitmaps.
The values range from Monochrome to True Color (24 bit).
Choose a palette with fewer colors to improve performance.

Temporarily changing the host screen

Click the Settings button in Remote Control Options to alter
your view of the host by changing the appearance of the
host screen itself. When you disconnect, the host screen is
restored to its original appearance.

On the Host Display tab, change these settings:

Disable Screen Saver Keeps the host's screen saver
from running.

Disable Special Windows Effects Disables several
Windows features, including desktop wallpaper or patterns,
animated windows, and Web Page view.



b Using File
Transfer

Using File Transfer—Overview

Navigating through drives and folders

Selecting files and folders

Copying or moving files and folders

Setting File Transfer options for the results you want
Synchronizing folders with SmartXchange
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Using File Transfer—Overview

Once you have connected to another computer and opened File Transfer windows, you are ready to
transfer files between the computers. First, display your target, and then select the files you want to
transfer. If you want the files on both computers, copy them. If you want to transfer the files to one
computer and delete them from the other, move the files.
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You can open File Transfer windows at the time you con-
nect to a remote computer. Or you can open File Transfer
windows sometime after the connection is made.

NOTE In Windows, folder and subfolder are used in place

of directory and subdirectory.
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To open File Transfer windows:

* Click the Open File Transfer button on the Shortcut bar.
Or click Open File Transfer on the Window menu.

Two File Transfer windows appear: one for the remote
computer, one for your computer. Using these windows,
you can view all the files on any drive on both computers.



Step one: display the target

Since you will be using the drag-and-drop method of copy-
ing and moving files, first find your target and make it visible
on your screen. A target is the drive or folder you want to
transfer the files to.

To display the target:

1 Identify the target window: it may be the window for your
computer or the remote computer—whichever you want
to receive the files.

2 Onthe left side of the target window, double-click the target
drive.

3 Click the target folder. Its contents now appear on the right.

4 If you are looking for a subfolder, click the plus sign (+)
beside the folder containing the subfolder. Then click the
subfolder itself.

NOTE To determine which File Transfer window is which,
look for the computer name in the title bar, at the top of
each window.

Step two: select the files

In the opposite File Transfer window, select the files you'll
be transferring to the target you just displayed.

To select the folders and files you want to transfer:

» On the right side of the window, click the folder or file
you want to transfer.

. . . Using File Transfer—Overview

» To select more than one item, do either of the following:
» Hold down CTRL as you click each item.

» To select two or more items listed next to each other,
click the first item and press SHIFT while you click
the last item.

NOTE If you prefer, select a group of files or folders by
clicking at a right corner of the group and dragging to the
opposite corner to form a selection box.

Step three: drag and drop

Using the drag-and-drop method simplifies file transfers.
Keep in mind the difference between copying and moving:
Copying puts a copy of the files on the other computer, leav-
ing the originals where they were. Moving puts the files on
the other computer, deleting the originals.

To drag and drop the selected files:

» To copy the files, hold down CTRL and your left mouse
button as you drag them to the target folder.

+ To move the files, hold down SHIFT and your left
mouse button as you drag them to the target folder.

TIP If you drag without using CTRL or SHIFT, files are
copied when you drag to a different drive or computer and
moved when you drag to another location on the same
drive.
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Navigating through drives and folders

Each File Transfer window is split into a left and a right side. The left side is designed for navigating

through drives and folders: click or double-click a drive or folder to open it and display its contents. On the

right side, you see the contents of the open drive and folder. Commands on the View menu let you
change the appearance and the order of the contents.
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Follow these guidelines to navigate through the left side of a
File Transfer window:

* Double-click a drive or folder Opens and expands
the drive or folder, displaying its subfolders immediately
below. (Double-clicking is the fastest way to navigate
downward in a hierarchy of folders.)

» Click a drive or folder Opens the drive or folder with-
out expanding it.

+ Click a plus sign (+) Expands the drive or folder, dis-
playing its subfolders immediately below. The drive or
folder is not opened.

» Click a minus sign (-) Collapses the drive or folder,
hiding its subfolders.

NOTE Want to locate a particular folder or file? Type the
first letter of its name. The highlight moves to the next item
beginning with that letter. Typing the letter again finds the
next occurrence.

Changing the view

When you open a drive or folder, you see its contents—sub-
folders and files—on the right side of the File Transfer win-
dow.

. . Navigating through drives and folders

By default, the contents appear in Detail view: file name,
size, type (based on the MS-DOS name extension), modifi-
cation date, and attributes.

To change the appearance of the items displayed on
the right side of a File Transfer window:

« On the View menu, click one of these commands:
Large Icons, Small Icons, or List.

Try the different views to find your preference. To return to
the original view, click Detail.

Sorting files and folders

Regardless of the view, you can rearrange the folders and
files on the right side of a File Transfer window according to
name, size, date, and so on.

To change the order of files and folders:

* On the View menu, point to Arrange Icons; then click
one of these commands: By Name, By Type, By Size,
By Date, or By Attributes.

TIP If you are displaying files in Detail view, you can sort
them by name, size, type (file name extension), modifica-
tion date, or attribute: click the corresponding button at the
top of a column. Clicking the same button again reverses
the order.
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Selecting files and folders

On the left side of a File Transfer window, you can select only one folder at a time. On the right side, you
can select multiple folders and files. To select a single item, point to it and click the left mouse button. To
select several items in sequence, click the first item; then hold down SHIFT while you click the last item.
To select items out of sequence, hold down CTRL while you click each one. You can also click Select All

or Select By on the File menu. To cancel an individual selection, hold down CTRL, and click the item.
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You must select a folder or file before you can copy or move
it. When you select an item, its name and icon are high-

lighted.
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You can select a single folder on either side of a File Trans-
fer window. You can select files and multiple folders only on



NOTE By default, selecting a folder selects all of its files
and its subfolders. To change the default, click File Trans-
fer Options (Options menu). On the Filter tab, clear this
box: Include Subfolders in Copies. (You can always over-
ride this setting when you are asked to confirm a copy or
move operation.)

To select a single file or folder:

» Place the mouse pointer on its name or icon, and click
the left mouse button.

To select a group of items, do either of the following:

* Click the first item, and press SHIFT while you click the
last item.

* Click at a right corner of the group and drag to the
opposite corner to form a selection box.

To select two or more items out of sequence:

» Press CTRL while you click the items.

To select all folders and files in the current folder:
* On the File menu, click Select All.

TIP To select everything on a drive, click the drive and
then click Select All.

. . . Selecting files and folders
To select folders and files using the Select By com-
mand:
1 On the File menu, click Select By.

2 In the Filter box, type the name of a file or folder. Or use wild-
cards to specify items with similar names.

For example, typing * . DOC selects all files with the .DOC
extension. The default (* . *) selects all files and folders.

You can specify several criteria at once by typing them
one after another and inserting a space or a comma
between them. For example, typing * .DOC, * . TXT dis-
plays all files with those extensions.

3 Ifyou want to select according to date, check the Enable
Date/Time Range box. Then type the dates and times
under Oldest File and Newest File.

4 Click OK.

Clearing selections

To clear an individual selection:

* Hold down CTRL while you click the item.
To clear all selections:

* On the File menu, click Clear Selection.
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Copying or moving files and folders

Once you have displayed the target and selected the items to be transferred, you are ready to use the
Copy or Move command. Or you can use the mouse to drag the items and drop them onto the target.
Before the transfer is completed in either case, you see a confirmation dialog box showing details of the

operation you are about to perform. You can then proceed immediately, change certain conditions, or
cancel the operation entirely.

File Co
pY n E Before copying or moving, you

S can confirm that you have
:@ OK to copy selected files and folders? — selected the source and target

as you intended.

From 0K
Reepicheep (1)
C:\My Documents Cancel
To
Help
Computer;

Folder.  [C:\AcrobatReader\HELP

Options

[V Transfer only if files are newer

[ Transfer only if files are alieady on target
V Include subfolders

[V Show statistics when complete

When you copy or move, you transfer items from one loca-

items using the Copy or Move commands or by dragging
tion—the source—to another—the farget. You can transfer

them with the mouse.
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To prepare for a copy or move operation:

1 Navigate through the left side of the target window to
display the folder where you want to put the selections.
Click the folder. (For more information, see page 78.)

2 Inthe source window, select the items you intend to transfer.
Make sure that the source and the target are still showing.
(For more information, see page 80.)

NOTE Before attempting to transfer between computers,
open a File Transfer window for each of them.

To copy or move using drag and drop:

1 Place the mouse pointer over a single item or one of
several items you have selected on the source.

2 Do either of the following:

» To copy, press CTRL and your left mouse button as
you move the pointer over to the target folder.

» Tomove, press SHIFT and your left mouse button as
you move the pointer over to the target folder.

3 Once the target s highlighted, release the mouse button
and the CTRL or SHIFT key.

You now see the File Copy or File Move dialog box, as
shown on the previous page.

To copy or move using a command:

» With the source window still active, click Copy or Move
on the File menu.

. .. Copying or moving files and folders

You now see the File Copy or File Move dialog box, as
described next.

NOTE Copy and Move also appear as buttons on the tool-
bar near the top of each File Transfer window.

To complete the copy or move:

1 In the File Copy or File Move dialog box, you can verify
the source and the target, change the target, and set
options. Do any of the following:

» Under To, verify the target. You can choose a differ-
ent computer from the Computer list; in the Folder
box, you can type any drive and folder already on the
target.

+ Under Options, check or clear the boxes as you
wish. For more information, see page 84.

2 Click OK to complete the operation or Cancel to halt it.

You now see a dialog box reporting on the operation as it
proceeds. Click Cancel to halt the operation. If the Pro-
tected Files dialog box appears, select the files you want
to transfer, and click OK.

TIP Dropping onto a drive puts the selections at the high-
est level of the hierarchy of folders.

TIP Dropping onto a folder puts the selections inside the
folder.

TIP Dropping onto a file puts the selections on the same
level as the file.
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Setting File Transfer options for the results you want

Certain File Transfer options play a crucial role when you are copying or moving files. Depending on
how you set them, you can include or exclude subfolders, prevent the overwriting of files except by newer
copies, or copy only files you have backed up before. To specify global preferences for these options, click
File Transfer Options on the Options menu; then click the Filter tab. Whenever you confirm a copy or
move operation, you can change the settings for that operation.

\File Transfer Options

Copy/Move | Delete  Fier | Performance | Display |

4
'":T@ Limit the files or subfolders included in &

~ Newer and Existing Files
[V Transfer only if files are newer
[™ Transfer only if files are already on target

Subfolders

When you select a folder, it may contain subfolders. Choose the way
subfolders inside folders are included.

¥ Include subfolders in copies
¥ Include subfolders in SmartXchange

Hint: Set the options the way you mast frequently use them. ‘When you
start an operation, you can change these options during confirmation.

Defaults |

There are three File Transfer options that determine which
files are transferred and which are overwritten:

» Transfer Only If Files Are Newer
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Set global options on the Filter tab of File
Transfer Options.

When copying or moving, verify the settings
before clicking OK to continue.
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. . . Setting File Transfer options for the results you want

To change your global preferences for File Transfer
options:

» On the Options menu, click File Transfer Options. Click
the Filter tab, and then check the appropriate boxes.

When you transfer files, you can tailor these options for that
operation before giving your confirmation.

NOTE Before transferring files between computers,
ensure that their clocks are reasonably in sync. If they are
not, files that appear to be older may actually be newer,
and you could lose your most recent work.

Protecting newer copies of files

One of the options—Transfer Only If Files Are Newer—is
designed to preserve files that represent your most recent
work. It is also useful for speeding up file transfers; files that
do not need to be updated are excluded from the operation.

When the box is checked, Transfer Only If Files Are Newer
ensures that files are not overwritten by older copies of
those files. (Files not already on the target will be copied
anyway.) When the box is cleared, files are overwritten with-
out regard to their dates and times.

Including or excluding subfolders

One of the options—Include Subfolders in Copies—is
designed for copying a hierarchy of folders and subfolders
and is potentially the most powerful of the File Transfer
options. It can make the difference between copying hun-
dreds of files or only a few.

When the box is checked, Include Subfolders in Copies
extends your selection to include any subfolders within the

folders you have selected. When the box is cleared, your
selection is limited to the selected files and folders (including
the files in those folders); subfolders within folders are
excluded.

Updating older copies of files

One of the options—Transfer Only If Files Are Already on
Target—simplifies the task of updating older copies of files
without adding new ones. It is designed for anyone who reg-
ularly updates the same set of files. No matter how many
files you select on the source, only those already on the tar-
get will be copied; the others will be ignored.

In preparation for using this option the first time, copy the
files to the target with the box cleared. When you are ready
to update the same files, check the box.

Deleting to the Recycle Bin

By default, any files you delete from a hard drive are “recy-
cled,” that is, moved to the Windows Recycle Bin, where
you can retrieve them later.

NOTE Whether files are recycled or permanently removed
is determined solely by the setting on the computer that
opens the connection.

To permanently remove files when you delete them in
LapLink:

1 On the Options menu, click File Transfer Options.

2 Onthe Delete tab, clear this box: Move Deleted Files and
Folders to the Recycle Bin.

85



Synchronizing folders with SmartXchange

U se SmartXchange to synchronize two folders in a two-way exchange of files. You can limit the scope
of the operation by including only the files already in both folders. You can also use SmartXchange to
update a backup folder quickly. In either case, older files are overwritten, but no files are deleted.

are identical.

Synchronizing folders

If you have ever copied files back and forth between com-
puters so that they share the latest files, you have synchro-
nized. Unlike the usual copy operation, synchronization
works in two directions: from one folder to the other and
back again.

NOTE With SmartXchange, you determine the items to be
copied by selecting the folder containing the items, not by
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In SmartXchange

Files are copied when they are in
one folder but not the other.

Files are overwritten when there are
newer copies in the other folder.

Files are not copied when there are
identical copies in both folders.

After SmartXchange, the two folders

selecting the items themselves. Select the folder on the left
side of a File Transfer window.

With SmartXchange, you can accomplish this in one opera-
tion, one folder at a time. You can increase the scope of the
operation by including subfolders within the folder. You can
limit its scope by exchanging only the files that are on both
folders already.



. . . Synchronizing folders with SmartXchange

CAUTION SmartXchange is a tool for exchanging files
between folders. It does not merge the contents of files. If
you need to merge databases, schedules, or other shared
files, see the documentation for the program in which they
were created.

TIP If you synchronize the same folders on a routine
basis, consider using Xchange Agent instead of SmartX-
change. Xchange Agent automates the process of open-
ing connections, selecting the pairs of folders to be
synchronized, setting the appropriate options, initiating the
exchange, and disconnecting. For more information, see
page 96.

To use SmartXchange to synchronize folders:

1 On the left side of each File Transfer window, click the
folder (not an entire drive) containing the files you want
to exchange.

NOTE To verify which folder is open, look at the title bar, at
the top of the File Transfer window.

2 On the SyncTools menu, click SmartXchange. Or click the
Sync button on the toolbar near the top of the File Transfer
window.

3 Verify that the source and target are correct. If necessary,
change the target.

 If you want to include subfolders in the exchange,
check this box: Include Subfolders.

* If you merely want to update files—and not add new
ones—check this box: Transfer Only If Files Are

Already on Target. If you want the two folders to be
identical, the box must be cleared.

4 Make sure that this box is cleared: One-way Transfer Only.
5 Click OK.

Updating backup folders

You can also use SmartXchange to simplify the process of
updating a folder to which you have backed up a set of files.

To use SmartXchange to update a backup folder:

1 On the left side of the target (backup) window, click the
folder you want to update.

2 On the left side of the source window, click the folder con-
taining the files you want to back up again.

3 On the SyncTools menu, click SmartXchange.

4 Verify that the source and target are correct. Change the tar-
getif necessary.

 If you want to include subfolders in the exchange,
check this box: Include Subfolders.

* If you want to update files—and not add new ones—
check this box: Transfer Only If Files Are Already on
Target. If you want the folders to be identical, the box
must be cleared.

5 Make sure that this box is checked: One-way Transfer Only.
6 Click OK.
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Replacing one folder with another: Clone Folder

Clone Folder replicates one folder onto another by adding, deleting, and updating files on the target until
they match those on the source. After opening the target and the source folders, click Clone Folder on the
SyncTools menu. Then choose whether to include or exclude subfolders.

Use Clone Folder to replace the con-
tents of one folder (the target) with
the contents of another (the source).
Clone Folder has the effect of eras-
ing the target and copying the entire
source.

Clone Folder replaces one folder (the target) with another NOTE With Clone Folder, you determine the items to be
(the source). The effect is the same as deleting everything copied by selecting the folder containing the items, not by
on the target and copying everything from the source. selecting the items themselves.

Cloning a folder adds and updates target files until they are
identical to those on the source. In addition, it deletes any
target file that has no counterpart on the source.
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. . . Replacing one folder with another: Clone Folder

It's the deletion of files that makes Clone Folder useful, par-
ticularly when you are maintaining a backup folder. With the
usual copy operation, the backup folder over time accumu-
lates all the files you have deleted from the source. With
Clone Folder, those unwanted files are removed with each
backup.

CAUTION Use this command with caution. Any subfolder
or file not on the source will be deleted from the target.

To replace one folder with another:

1 On the left side of the target window, click the folder
whose contents you want to replace.

2

On the left side of the source window, click the folder whose
contents you want to reproduce.

With the source window still active, click Clone Folder on the
SyncTools menu.

Verify that the source and target are correct. Change the tar-
getif necessary.

If you want to reproduce subfolders within the selected
folder, check this box: Include Subfolders.

Click OK.
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Speeding file transfers with SpeedSync and compression

When you are updating files, SpeedSync can shorten transfer times by sending only the parts of the
files that have changed since the last update. SpeedSync is most effective when you update files that
have not been changed extensively since the last update. Compression, on the other hand, speeds file
transfers by “shrinking” files before they are sent and restoring them to their original sizes afterward.
Compression is most effective with large files that have not been compressed already. Though both
features are in effect by default, there may be circumstances in which you might improve transfer times by
disabling them.

Using SpeedSync

SpeedSync is designed to cut transfer times when you are
updating files. It has no effect when you are copying files
that were not on the target before you started copying.

Before a file is copied, SpeedSync searches the target for a
file with the same name. If none is found, the entire file is
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With SpeedSync
Source and target files are compared
to locate changes in the source file.
Only the changes are copied, usually
resulting in faster transfers.

Without SpeedSync
Source and target files are not com-
pared for changes.
Entire files are copied, often resulting —
in longer transfer times.

copied. Otherwise, the two files are compared to locate
changes in the source file. Only the changes located in the
source file are copied.

The time necessary to locate changes is usually more than
offset by the smaller amount of data that has to be trans-
ferred. The reverse may be true in a few circumstances,



. . . Speeding file transfers with SpeedSync and compression

particularly when you are updating files over a fast network
connection.

NOTE Whether SpeedSync and compression are used in
file transfers depends entirely on the settings of the guest
(the computer that opens the connection).

CAUTION SpeedSync is a tool for decreasing transfer
times. It does not merge the contents of two files. The con-
tents of one file will always replace the contents of the
other. If you need to merge databases, schedules, or other
shared files, see the documentation for the program in
which they were created.

To disable SpeedSync:
1 On the Options menu, click File Transfer Options.

2 On the Performance tab, clear this box: Use SpeedSync on
All File Transfers.

TIP To review the effect of SpeedSync on your past file
transfers, open at least one File Transfer window. Then

click SpeedSync Statistics on the SyncTools menu. You
see the statistics for your most recent transfer as well as
combined statistics for earlier transfers.

Using compression

Because compression usually results in the transfer of less
data, it is particularly useful when you transfer large files by
modem: the larger the files, the greater the savings.

Since compression would actually slow the transfer of files
that have already been compressed (by PKZIP or another
file-compression program), LapLink automatically turns this
feature off while it is transferring such files.

If you find a situation in which compression does not speed
up file transfer, you can disable it: On the Options menu,
click File Transfer Options. On the Performance tab, clear
this box: Use Compression When Transferring Files.
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Resuming an interrupted file transfer

If you lose your connection to another computer while transferring files, File Transfer Recovery lets you
connect again and continue the transfer where it left off. Any file—or portion of a file—copied before the
interruption is skipped; only the untransmitted data is copied.

If you lose a connection while
transferring a file, the data
transferred at the point of inter-

= It ruption is stored on the target
computer.

When you reconnect and
[ : L E——— resume the transfer, the miss-
_H-l Il I | ing part of the file—not the

! entire file—is copied, along with
the remaining files.

File Transfer Recovery lets you continue a file transfer even To resume an interrupted file transfer:
when you have lost a connection. Instead of starting the « I you were running an Xchange Agent when the inter-
transfer at the beginning, File Transfer Recovery resumes ruption occurred, run the agent again.

at the point where the connection was lost: ) ) )
* If you were transferring from File Transfer windows:

* Only the missing part of the interrupted file is copied. ] )
1 Re-establish the connection.

 Files successfully copied before the interruption are not
copied again.

TIP File Transfer Recovery is particularly useful when

you copy large files over an unreliable modem connection.

2 Select the same files and folders.
3 Begin the transfer again.
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File Transfer Recovery and other options

Three options must be enabled for File Transfer Recovery
to work effectively. All three appear in File Transfer Options
(Options menu) and are enabled by default.

Enable File Transfer Recovery Located on the Copy/
Move tab, this box must be checked for File Transfer
Recovery to occur at all.

Use SpeedSync on All File Transfers Located on the
Performance tab, this box must be checked to allow the
transfer to resume with the missing part of a file. When it is
cleared, the entire file must be sent again.

. . . Resuming an interrupted file transfer

Transfer Only If Files Are Newer Located on the Filter
tab, this box must be checked so that files successfully cop-
ied before the interruption are not copied again.

When a transfer is interrupted, File Transfer Recovery cre-
ates a file in the target folder containing whatever part of the
file has been transferred successfully. The file is named
ILAPLINK.TSI.

When File Transfer Recovery resumes a transfer, this file is
compared with the source file to determine what's missing.
Once the file is complete, ILAPLINK.TSI is given its original
name. (If you do not use File Transfer Recovery to resume
the transfer, the file remains in the folder and can be
deleted.)
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6 Automating file
synchronization
with Xchange
Agent
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Using Xchange Agent—Overview

Xchange Agent automates synchronization—the process of keeping your files updated when you use
two computers. To set up an Xchange Agent, open a connection to another computer, choose the pairs of
folders to be synchronized; then preview and perform the synchronization. After working on the files on
either or both of the computers, run the agent to reconnect and update the older copies of the files
automatically. You can run an agent by double-clicking its shortcut icon or by scheduling it to run

unattended.

Xchange Agent automatically copies the newer versions of all
files regardless of which computer they are on. Files that have
no match are copied onto the computer that lacks them.

Xchange Agent simplifies the repetitive process of keeping
two computers—often a laptop and a desktop—in sync.
Whether your most recent work appears on one or both of
the computers, Xchange Agent transfers files so that both
have only the newer copies of your files.

Xchange Agent automates the process of opening connec-
tions, selecting the pairs of folders to be synchronized, set-
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In the end, files in the synchronized
folders are identical.

ting the appropriate options, initiating the exchange, and
disconnecting. To prevent unwanted results, you can pre-
view beforehand.

NOTE Xchange Agent is also useful for local synchroniza-
tions, as when you keep files on your desktop in sync with
files on a local network.



Creating an Xchange Agent

Open a LapLink connection—by modem, network, or any
other means—to the computer with which you want to
exchange files.

Then use the Xchange Agent wizard to create your own
Xchange Agent:

» From the hierarchy of folders displayed for each com-
puter, choose the pair of folders—one folder on each
computer—you want to synchronize. Choose as many
pairs as you want.

* Name your Xchange Agent file and save it.

* Preview the agent you just created, making sure that
you set it up as intended.

Then run the agent to make the files in each pair of folders
identical.

NOTE Xchange Agent automatically copies the newer
versions of all the files regardless of which computer they
are on. Files that have no match are copied onto the com-
puter that lacks them.

Previewing an Xchange Agent

To prevent unintended consequences, you can preview an
agent before synchronizing. The preview screen shows
pairs of folders and files, with arrows to indicate the direction
in which files will be copied when the agent is run.

In a preview, you can customize the agent by excluding
pairs of files (and entire folders) from the current synchroni-
zation, leaving the files as they are on each computer.

. . . Using Xchange Agent—Overview

TIP By default, agents are previewed before being run.
To bypass preview, click Properties on the File menu and
click an option on the Run Options tab. For more informa-
tion see page 105.

Running an Xchange Agent

There are several ways to run an Xchange Agent:

* Double-click its shortcut icon on the desktop.

» Schedule the agent to run unattended.

+ Start LapLink and run the agent.

» Double-click the agent file in Windows Explorer.

CAUTION Xchange Agent exchanges files between fold-

ers. It does not merge the contents of files. To merge data-
bases and other shared files, use the program in which the
files were created.

Beyond the basics

Xchange Agent offers various options for customizing each
synchronization. For example, you can:

» Change the direction of copy: instead of a two-way
exchange of files, copy files in one direction only, from
one computer to the other.

* Include or exclude (filter) files according to type or
name.

* Include or exclude subfolders within synchronized fold-
ers.
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Creating an Xchange Agent

Once you connect to another computer, you create an Xchange Agent by selecting the pairs of
folders—one folder on each computer—which you want to keep synchronized. You can select the pairs
from a window displaying the folders on both computers, or you can drag folders from File Transfer
windows onto the Xchange Agent window. In either case, you can preview the agent to ensure that you
have set up the synchronizations as intended.

Choose folders to synchronize

Select a pair of folders to synchronize:
Dana's 450 Koshi's Laptop
() Downloads & {_] Host31 N
+-(_] Graceland #-{_] New Format
(] HPFONTS {_] Olympus Pix
(L1 My Documents +-(_] PDF Test
CRINE - hoenix (] Phoenix
+-(_] Phoenix0ld #-{_] Phoenix0Id
#{_] Program Files #-(] R2D2
-] psfonts - (] Stuff
—a TCKD '_' | D TEITID
| 4 ’ 0 baabins LI
C:\Phoenix D:\Phoenix
| Meut » | I Cancel I

To create an Xchange Agent:

1 Start LapLink and open a connection with the computer
with which you want to synchronize files.

For a local synchronization, simply start LapLink.
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2 On the SyncTools menu, click either of these:

» Xchange Agent wizard
* New Xchange Agent




Using the Xchange Agent wizard

The wizard guides you through the process of selecting
pairs of folders to be synchronized. After naming and saving
the agent file, you can preview the agent and change its set-
tings.

To make the files in each folder pair identical, click the Run
button on the toolbar.

NOTE There are two “modes” in Xchange Agent: edit and
preview. Certain operations are available in one mode and
not the other. To save an agent, for example, you must be
in edit mode. To change to edit mode from preview mode,
click the Close Preview button on the toolbar.

Using New Xchange Agent

After choosing New Xchange Agent from the SyncTools
menu, you can select the pairs of folders to be synchronized
in two ways:

+ On the Edit menu, click Add Folder Pair. After specify-
ing whether the synchronization is Local-Local or Local-

... Creating an Xchange Agent

Remote, click a folder on each side of the window.
Repeat the procedure to add other folder pairs.

» Drag folders from File Transfer windows onto the
Xchange Agent window. Drag a folder first from one File
Transfer window, then from the other one. Repeat the
procedure to add other folder pairs.

Once you have selected the pairs to be synchronized, you
can do any of the following:

» Preview the agent: click the Preview button on the tool-
bar.

* Name and save the agent file: On the File menu, click
Save. In the File Name box, type a name, and click OK.

* Run the agent to make the files in each folder pair iden-
tical: click the Run button on the toolbar.

TIP Xchange Agent files are given the .LLX extension. In
Windows 95 and Windows 98, they are stored in the My
Documents folder. In Windows NT, they are stored in the
\Profiles\yourname\Personal folder within the Windows
folder (where yourname is your Windows NT logon name).
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Previewing and running an Xchange Agent

Previewing an Xchange Agent lets you see exactly which folders will be synchronized and which files
will be overwritten. It also lets you skip pairs of folders and files and resolve conflicts. Unless you specify
otherwise, you preview each agent before you run it. You can run an agent from the Windows desktop,
from within LapLink, or you can schedule it to run in your absence.

’?rﬁ XAchange Agent - C:\My Documents\Sync with office. LLX

File Edit Preview DOptions Help
] ¢ Q.’
S A 8 & A
Dana's 450 I Koshi's Laptop I
1 C:\Phoenix 4% 1 D:\Phoenix -l
eraseme. pdf = [New]
[New] S Phoenix3.backup.fm
Phoenix3. fm - Phoenix3.fm
Phoenixd.backup.FM =5 [New]
Phoenixd. FM = Phoenixd. FM l
Phoenixb.backup.fm & =] Phoenis6.backup.fm LI
For Help, press F1 Files 9 + 75MB Conflicts 3 PREVIEV
While previewing an Xchange Agent, you can | A special icon appears when both files have been modified since a
tell the direction of copy from the arrows. previous synchronization. You can specify how these “conflicts” are
handled.
Previewing Agent on the File menu.) Then click the agent file and
By default, a preview appears whenever you run Xchange C“_Ck Open. _
Agents. You can also open an agent and preview it. 2 Click the Preview button on the toolbar.
NOTE By default, only agents that you schedule to run While previewing an agent you can do any of the following:
unattended will proceed without a preview. To set up other + Selectfiles or folders to be omitted from the current
agents to run without a preview, see page 105. synchronization only Click a pair and click the Skip
To open and preview an Xchange Agent: Pair button on the toolbar. Skipping a folder skips all the

1 In LapLink, click Open Xchange Agent on the Sync- files and subfolders it contains.

Tools menu. (In Xchange Agent, click Open Xchange
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. . . Previewing and running an Xchange Agent

» Put skipped pairs back into a
synchronization Click a skipped pair and then click
the Undo Skip button on the toolbar.

* Resolve conflicts Click a pair showing a conflict icon,
click the Resolve Conflict button on the toolbar, and
specify how you want the conflict resolved. For more
information about resolving conflicts, see page 102.

NOTE In a preview, arrows indicate the direction in which

files will be copied, and thus which files will be overwritten.

Special icons indicate conflicts between files.

CAUTION Once you have resolved conflicts or marked
pairs to be skipped, run the agent before closing the pre-
view. Your modifications will be lost otherwise.

TIP To select every pair of folders and files in the agent,
click Select All on the Edit menu.

TIP To locate a pair with a conflict, click the Next Conflict
button on the toolbar.

To close a preview:

* Click the Close Preview button on the toolbar. You are
now in edit mode.

TIP While in edit mode you can customize an agent in
several ways. For more information see page 104.

Running an Xchange Agent

There are several ways to run an Xchange Agent:

» Double-click the agent’s shortcut icon on the desktop.
To create a shortcut icon for an open agent, click Create
Desktop Shortcut on the File menu.

» Schedule the agent to run at an appointed time. For
more information see page 108.

* Run the agent from within LapLink: Click Run Xchange
Agent on the SyncTools menu. Then click the name of
the agent file and click Open.

* Run an agent you have opened in Xchange Agent: click
the Run button on the toolbar.

* In Windows Explorer, double-click the agent file.

Once an agent finishes synchronizing files, the connection
with the remote computer is closed. If LapLink was not run-
ning to begin with, it is shut down automatically.

NOTE For a record of your latest synchronizations, refer to
the LapLink log file: on the Options menu, click Logging.
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Dealing with conflicts

When you are keeping folders on two computers in sync, the most common kind of conflict occurs
when a file has been modified on both computers since the last time you synchronized. You can handle
these conflicts when you preview or run the agent. Or you can set options to handle them automatically.

Resolve File Conflict

The following files have been changed in both folders. Choose the way you want Xchange
Agent to handle the files. Hint: To copy and keep both files, click either Copy Newer File or
Copy Older File and rename the copy.
Dana's 450 Koshi's Laptop
File:  Phoenix6.backup.fm File: Phoenixb. backup. fm
Date:  4/23/99 3:53:32 PM Date:  4/20/99 7:11:20 PM - |
Size: 107,520 Bytes Size: 106,496 Bytes
Cancel |
Resolution
Help
i [T Rename copy | 4‘
" Copy Dlder File Jui - |
" Skip this pair. Do not copy either file.
Conflicts between files When you skip a conflict, you carry it over to future synchro-
Conflicts occur when you modify a file on both of your com- nizations. The-re are n?W two categories of conflicts:
puters. Since both files are new, you need to decide how to * New conflicts Files have been changed on both
handle them. These are the choices you can make while computers since the previous synchronization.
previewing or running an Xchange Agent: « Old conflicts Conflicts were left unresolved in earlier

Copy either the older or the newer file to the other
folder, replacing the file already in that folder.

Copy either the older or the newer file to the other folder
and give the file a new name. Nothing is replaced.

Skip the conflict, without copying either file.
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synchronizations. The two computers now have differ-

ent versions of the same file, and both are dated prior to
the latest synchronization. You can treat these conflicts
like new conflicts, or ignore them and let both versions

remain.



Changing how all conflicts are handled By default,
each conflict is presented for resolution when you run an
Xchange Agent. You can change this so that conflicts are
handled automatically.

To change how conflicts are handled by an Xchange
Agent:

1 Open the Xchange Agent.

2 On the File menu, click Properties.

3 On the Run Options tab, click this option: Run Unattended,
without Preview or Confirmations. Then click either of these
options:

» Do Not Copy Either; Keep Both Files
» Copy the Newer File over the Older

Ignoring old conflicts By default, old and new conflicts
are treated alike, according to the settings on the Run
Options tab in Properties. For example, if you specify that
conflicts are to be displayed every time you run an agent,
old conflicts will appear every time you run the agent. The
alternative is to exclude old conflicts, regardless of how
other conflicts are handled.

NOTE To retain both versions of files in old conflicts, click
this option on the Advanced tab in Properties: Exclude
Previously Skipped Files.

To exclude old conflicts from synchronizations:
1 Open the Xchange Agent.

. . . Dealing with conflicts

2 On the File menu, click Properties.

3 On the Advanced tab, click this option: Exclude Previously
Skipped Files.

Other conflicts

You may encounter other kinds of conflicts in these situa-
tions:

»  When you attempt to copy a file or folder with a long
name to a drive that does not accept long names.

* When you attempt to synchronize a file with a folder;
this happens only when a file and a folder have exactly
the same name.

Long name conflicts If you do not shorten long names,
you are given this choice when you run an agent: copy the
file and give the copy a short name, or skip the conflict with-
out copying the file.

Conflicts between files and folders If you do not
rename the file to avoid the conflict, you are given this
choice when you run an agent: copy both the file and folder
and give the copies new names, or skip the conflict without
copying either.

The best way to handle either of these conflicts is to rename
files: shorten the long names or rename the file so that it
does not conflict with the name of the folder. True synchroni-
zation cannot occur otherwise. If you set an agent to run
unattended, for example, neither file in a conflict is copied.
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To customize an agent, you must open it from within
LapLink or Xchange Agent.

Customizing an Xchange Agent

Instead of a two-way synchronization, you can customize an agent so that files within folder pairs are
copied in one direction only, from one computer to the other. Among other modifications, you can create a
shortcut icon to run an agent directly from the desktop, run an agent without a preview, and limit
synchronizations just to the files that already appear on both computers.

@Xchange Agent - C:\My Documents\Sync with office.LLX
File Edit Preview Options Help

DEE & == & C

> @@ C:\MyDocuments
4% 1 D:\Phoenix

@ C:\My Documents
1 C:\Phoenix

To change the direction of the copy, click one
or more of the folders.

Then click either the left or right arrow button to
specify the direction.

Synchronize this folder pair from left to right EDIT
Changing the direction of copy

When you create an Xchange Agent, all folder pairs are set

To open an agent:

» In LapLink, click Open Xchange Agent on the Sync-
Tools menu. Click the agent file and then click Open.

» In Xchange Agent, click Open Xchange Agent on the
File menu. Click the agent file and then click Open.
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for a two-way exchange of files. Files are copied in both
directions, until the folders on both computers are identical.

You can modify this by specifying that files in a folder pair be
copied in one direction only, so that only one folder updates
the other.

NOTE To customize an agent, you must be in edit mode. If
you are previewing, click the Close Preview button on the
toolbar.



To change the direction in which files are copied in a
folder pair:

1 Click the folder pair.

To change the direction of copy for all folder pairs, click
Select All on the Edit menu.

2 Click an arrow button on the toolbar to change the direction
of the copy.

Adding folder pairs
To add a pair of folders to an Xchange Agent:

1 Open a connection with the computer with which you
are synchronizing.

2 On the Edit menu, click Add Folder Pair.
3 Click one folder for each computer and then click OK.

NOTE To delete a pair of folders, click the pair and click
Delete Pair(s) on the Edit menu. Then click Yes. The fold-
ers are deleted from the agent, not from the computers.

Changing how an Xchange Agent is run
There are several ways to customize how an agent is run:

+ Create a shortcut icon for running an agent from the
desktop: on the File menu, click Create Desktop Short-
cut.

» Schedule the agent to run at the time you want: on the
File menu, click Schedule. For more information see
page 108.

. . . Customizing an Xchange Agent

» Set up the agent to run unattended: On the File menu,
click Properties. On the Run Options tab, click this
option: Run Unattended, without Preview or Confirma-
tions. Then determine how conflicts will be handled by
clicking either of these options: Copy the Newer File
over the Older or Do Not Copy Either; Keep Both Files.

Changing which files are included in
synchronizations

By default, subfolders within folder pairs are included in syn-
chronizations. Read-only files are also included, but hidden

files and system files are not. To change these settings, click
Properties on the File menu. Then click the File Options tab

and change the settings as necessary.

Also on the File Options tab, you can set an option to limit
synchronizations by exchanging only files that already
appear on both computers. To exclude files that have been
added to one computer and not the other, check this box:
Include Files Only If They Are Present in Both Folders.

NOTE Filters offer another way of determining which files
are included in synchronizations. For more information,
see page 106.

TIP Instead of changing the various options every time
you create a new agent, you can set default options to
apply to any agents you create in the future. These
defaults will take effect in new agents unless you specify
otherwise in Properties. To change the defaults, click Prop-
erties for New Agents on the Options menu.
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Using filters to include or exclude files

Using preset filters or filters you create yourself, you can limit synchronizations by including only certain
files or types of files. Or you can use the same filters to exclude files and file types.

Set Filter [2]x]

%t_ Add fiters to choose the types of files included in the syhchronization. Only
e files that match the active filters will be synchronized. [~

Click a filter in the list of
available filters. Then
click the Add button.

Available filters Active filters

ALCTI -l ermet documents
Al files Add >>
Application Extensions

Bitmap Images
dBase By default, filters limit syn-
chronization to files that

match the filters.

Internet documents
Lotus 1-2-3 Files
Lotus Organizer

Miciosoft Accass If you prefer, you can use

Microsoft Excel LI filters to exclude matching

e == : )/ files—and synchronize the

; 5 i
New... | Edit... | Delete I [V Exclude files that match these filters res

Xchange Agent is shipped with filters for some of the most To filter files by type using the preset filters:
common types of files, including Microsoft Word, Lotus 1-2- 4 cjick a folder pair, and then click Set Filter on the Edit
3, and dBase. File types are defined by one or more exten- menu.
sions. Word files, for example, are defined by the exten- ) . )
sions .DOC and .DOT. To filter all folder pairs, click Select All on the Edit menu.
You can also create your own filters for different file types— 2 Inthe list of available filters, click a filter and then click the
or for specific files. Add button. Repeat the process to add other filters.
You can use filters to synchronize only the files matching the 3 Touse the filters to exclude—not include—file types, check
filters. Or you can exclude the files matching the filters and this box: Exclude Files That Match These Filters.
synchronize the rest of the files. 4 Click OK.
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To create and apply your own filter:

1

Click a folder pair and then click Set Filter on the Edit
menu.

Under the list of available filters, click the New button.
In the Filter Name box, type a description for the filter.

In the Pattem(s) box, type one or more file extensions or file
names, using a semicolon (;) to separate them.

To specify file types, use extensions preceded by aster-
isks: * . chp; * . sty and so on. To specify certain files,
type their entire names:

annual .xls;march.xls;april.xls and soon.
Click OK.

Your filter now appears in the list of available filters.

6 Click the filter and then click the Add button.
7 To use the filters to exclude—not include—file types, check

this box: Exclude Files That Match These Filters.

. . Using filters to include or exclude files

To remove the effects of afilter:
1 Click the filter in the list of active filters.
2 Click the Remove button.

Modifying a filter

You can modify any of the filters appearing in the list of
available filters. To apply the modifications, you must add
the filter to the list of active filters, even if the filter already
appears in that list.

To edit and apply afilter:
1 Click the filter in the list of available filters.
2 Click the Edit button.

3 Change the Filter Name or Pattem(s) as necessary and
then click OK.

4 In the list of available filters, click the filter then click the Add
button.

TIP To delete an available filter, click it and then click the
Delete button.
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Scheduling an Xchange Agent to run automatically

You can schedule an Xchange Agent to run at a certain time on the days you specify. Scheduled agents
run unattended: there is no preview, and conflicts are handled automatically. To schedule an agent, open

it from within LapLink or Xchange Agent. To run the
running.

agent on schedule, simply leave your scheduler

'_Schedule Wizard m

What time do you want to run the ¥change Agent?

You can schedule an
Xchange Agent to run
unattended.

Time: (5= [0=

" Ewvery day

" Monthly, on day: E

How often do you want to run the Xchange Agent?

When the scheduled
time comes, LapLink
starts, the connection is
opened, files are syn-
chronized, the connec-
tion is closed, and
LapLink shuts down.

P~ |

vV Tue
[T Sat

V wed W Thu
[~ Sun

€ Onceon |-

< Back

=l = |

=

Cancel I

Nest »

You can set up an Xchange Agent to run at a particular time
on one of these schedules:

» Just once, on a particular date (such as June 27, 2000)
Every day
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On certain days of the week (such as Monday and Fri-
day)

Once a month on a particular day (such as the first day
of each month)



. . . Scheduling an Xchange Agent to run automatically

LapLink does not have to be running for an agent to run as
scheduled. When the scheduled time comes, LapLink
starts, the connection is opened, files are synchronized, the
connection is closed, and LapLink shuts down.

LapLink prepares an Xchange Agent to run on schedule by
setting it up in a scheduler program running in Windows. If
you have either of the following scheduler programs, it is
used to run scheduled Xchange Agents:

* The System Agent program included in the Microsoft
Plus! Companion for Windows 95

* The Task Scheduler program included in Windows 98
and Microsoft Internet Explorer 4.0

Otherwise, the LapLink Scheduler program (installed with
LapLink) is used. The LapLink Scheduler icon appears at
the right end of the Windows taskbar.

NOTE Xchange Agents can’t be scheduled using the Task
Scheduler in Windows NT 4.0.

To schedule an Xchange Agent:

1 From within LapLink or Xchange Agent, open the agent.

2 On the File menu, click Schedule.
The Schedule wizard begins.
3 Give a name to the schedule file.
4 Fill out the schedule by specifying the time and frequency.

TIP  Once you have scheduled an Xchange Agent in
LapLink, you should modify it in your scheduler program,
not in LapLink.

TIP To create another schedule for the same agent
repeat the above procedure and assign a different name
to the schedule file.

To run a scheduled agent:

* Leave your Windows operating system and your
scheduler running.

Running an agent unattended

A scheduled agent runs without preview, even if you have
specified preview on the Run Options tab of Properties.

When conflicts are encountered, they are ignored; neither
file is copied. If you prefer to have the newer file in each
conflict copied over the older one, click Properties on the
File menu. On the Run Options tab, click this option: Run
Unattended, without Preview or Confirmations. Then click
this option: Copy the Newer File over the Older.1

TIP To ensure that an agent runs and synchronizes as
scheduled, create an entry in Address Book. Include the
log-in name and password required by the remote com-
puter to open the connection.

1 For more information about resolving conflicts, see page
102.
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Using Print Redirection —Overview

There are two ways to print over a LapLink connection. While controlling a remote computer, print from
that computer directly to your local printer. Or reverse direction and print directly from your local computer
to a remote printer. Either way, you use Print Redirection to send a document over LapLink to be printed

at the opposite end of the connection.

Once you have opened a LapLink connection, you can use
Print Redirection to send a document from the computer at
either end of the connection to a printer at the other end.

There are two ways to use Print Redirection over a LapLink
connection:

* Print from remote to local While using Remote Con-
trol to view and operate another computer, you can
send a document from that computer to a printer at your
location. For example, you can prepare a document on
your office computer from home and print the document
on your home printer.

* Print from local to remote \When connected to
another LapLink computer, you can print a document
from your computer to a printer at the remote location.
For example, after working on a report at home or on
the road, you can connect to your office computer and
print the report to a high-quality laser printer in your
office.

Without Print Redirection, you’d have to transfer the doc-
ument to the other computer and then use Remote Con-
trol to run a program on the remote computer and print
the document.

112

Printing a document over a LapLink connection is much like
printing it on a local printer: In the program in which you
have prepared the document, choose the standard Print
command. Normally you would then choose a printer close
at hand. In Print Redirection, however, you choose a printer
at the opposite end of the connection from the document.

When printing from remote to local, use Remote Control to
choose Print on the remote computer; then choose a printer
attached to your local computer.

When printing from local to remote, choose Print on your
local computer; then choose a printer attached to the com-
puter at the other end of the LapLink connection.

Preparing for Print Redirection

To print documents from a computer to a printer at the other
end of a LapLink connection, you need to set up the desti-
nation printer on that computer. If you want to print reports
on the office printer while at home, for example, set up the
office printer on your home computer.2

1 For detailed instructions on printing over a LapLink con-
nection, see page 114.

2 For detailed instructions on setting up a printer for Print
Redirection, see page 116.



. . . Using Print Redirection—Overview

You can set up a printer for Print Redirection during LapLink Requirements for Print Redirection
Setup or afterward, using Print Redirection options in

LapLink. There are two requirements for using Print Redirection:

* You must connect to another version of LapLink that
supports Print Redirection.

» The default security setup on the other computer must
be changed to allow Print Redirection.
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Printing over a LapLink connection

To print over a LapLink connection, choose the standard Print command in any Windows program and
then choose a printer set up especially to receive print jobs from remote computers. The document then
travels over the LapLink connection to a printer at the other end.

® You latest report - Message (Rich Text)

Fle Edt View Insert Format Tools Actions Help Print from a Windows
T ; rogram as you normally
NB!}_ 4 U Ed ' 13- p . .
St 4| ¥ | Bouters.. @) would, using the Print
(=] send Ctri+Enter ' : command.
& save Ctrs
Save As. ..
I Save Attachments...
¥ Delete Ctr+D _ Then choose the
DS MovetoFoider... Ctrkshitey [ | _Properces | printer you set up
T CopytoFolder... - A Acrobat Distiller = fpr Print Redirec-
. HP DeskJet 855C = I Print tofle tion.
s Page Setup MS Publisher Color Printer Y.
[& Print Preview
|’ Copies
i Memo Style m Number of pages: |4l -
T worl ' ) -
o Close Al+F4 i M Styles.. Number of copies: [1 _—_|
[ Collate copies
As in years past, the Coast Guard and ]
alcohol intake. Print options ! . ! 5 ! 5
. s r : _l—l‘ _I—I2 _IJ3
Late.r this .summe.r, new rules wﬂl be m. . [ Print attached Fles with Rem(s)
session will require that a flotation devic
foot or smaller, anywhere on state watey [TI Cancel | Froveu |
Printing over a LapLink connection is much like printing to a When printing from remote to local, choose a local printer
local printer. You simply choose a different printer—one that from the remote computer using Remote Control. When
has been installed especially to print over LapLink. printing from local to remote, choose a remote printer from

114

the local computer.



To print a document over a LapLink connection:
1 Open a LapLink connection to the remote computer.

 To print from remote to local, include Remote Control
in the services you open.

» To print from local to remote, open Print Redirection
or any of the other services.

2 Openaword processor, spreadsheet, or other program and
prepare the document for printing.

3 Use the standard Print command for your program and
choose the printer you set up just for Print Redirection. (It is
typically a printer with [LapLink] at the end of its name.)

The Print Redirection icon on the LapLink status bar ani-
mates as the document is sent over a LapLink connection
to the destination printer.

When the animation stops, the document has arrived at the
other computer. You can then close LapLink if you want.

TIP  You can monitor the status of the printing document
after it's been sent over a LapLink connection. On the
computer to which the printer is attached, click the Win-
dows Start button, point to Settings, and click Printers.
Then double-click the printer icon.

NOTE You can use Print Redirection over a LapLink con-
nection even when it is not one of the services currently
open. Print Redirection becomes available on demand.

. . . Printing over a LapLink connection

Choosing among several printers

Normally, Print Redirection sends documents to the printer
that has been set up as the default printer on the connected
computer. If you send a print job from home to the office, for
example, the printer designated as the default on the office
computer automatically gets the job. (If there is only one
printer set up on a computer, that printer is always used.)

If you want to use a printer other than the default, you need
to set up LapLink to prompt you with a list of available print-
ers whenever you print. Change this setting on the com-
puter the printers are attached to, not the computer with the
document.

TIP If you're not in front of that computer, you can still
change this setting by remote controlling the computer.

To set up LapLink to prompt with a list of printers:

1 On the computer the printers are attached to, click Print
Redirection Options on the Options menu.

2 Click Prompt with a List of Available Printers.

Whenever you send a document to that computer to be
printed, you are prompted with a list of all the printers set up
on that computer.
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Setting up printers for Print Redirection

To print documents from a computer to a printer at the other end of a LapLink connection, you need to
set up the destination printer on that computer. If you do not set it up while installing LapLink, you can set it
up using the Print Redirection Options in LapLink. For best results set up a printer identical to the one you

will be printing to, at the other end of the connection.

To set up a new printer, click the Setup button in the Print
Redirection Options dialog box.

!Prinl Redirection Options

Set up printers for Print Redirectign, and specify
43 whether to prompt with a list of printers when a
Lile  document is sent to the computer

Printer setup

computer, you need to set up that printer on this computer,

Multiple printer options

When a document is is sent to this computer to be printed:
{* Print the document on the default printer
" Prompt with a list of available printers

If there is only one printer on this computer, don't change this
option; documents are automatically sent to the default printer.

Before you can use Print Redirection, you need to add a
printer for Print Redirection to the computer you'll be printing
from (the location where your documents are kept).
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| Print Redirection S

To print documents from this computer to a printer on another -

Click the Setup button to add a new destinatipn printer. —

—— Choose the printer from the list.

If your printer arrived with a setup disk,
click Have Disk.

etup Wizard

= Select the manufacturer and model of the destination printer (the pri
&5, you want to print to on the other computer)

: I quhtm is not listed, and you have a disk containing drivers for|that

printer, tlick the Have Disk button. Otherwise, choose a printer
compat{ble with your printer.
Manufacturers: Printers:
GCC a | [HP Lasenlet 5L PCL o
Generic _I HP LaserJet 5M J
Gestetner HP Laserlet SMP
Hermes HF Laserlet 5N

HP Lasetlet 5P

IEM HF LaserJet SP/SMP

Kodak HP LaserJet 55i —
Kyocera HP Laseret 55i Mopier PS

LaserMaster LI HP Laserlet 55i M ﬂ
[ IPp— [ 1 T P P — o (o R W\ o Tl

Have Disk... I
< Back I Next > | Cancel

For example, if you're remote controlling your office com-
puter and want to print a document on that computer to your
printer at home, you need to set up your home printer on the
office computer.




If you want to print a document on your home computer to a
high-quality printer at your office, you need to set up that
printer on your home computer.

The printer you set up for Print Redirection should match
the printer you'll be printing to at the other end of the con-
nection. Although it is possible to use a compatible printer,
the results you get when printing might not be as good.

Setting up a printer

You can set up a printer during LapLink Setup or from within
LapLink after installation. You will probably need your Win-
dows CD-ROM or the disk that accompanied your printer.

. . . Setting up printers for Print Redirection

To set up a printer from within LapLink:
1 On the Options menu, click Print Redirection Options.

2 Click the Setup button to start the Print Redirection Setup
wizard.

3 Follow the instructions in the wizard.

Once the printer is set up, you can print to it, and your docu-

ment is sent over your LapLink connection. In order to print,

LapLink must be running and connected to the computer
you want to print to.
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Exchanging typed messages using Text Chat

Text Chat lets you exchange typed messages with a person sitting at a remote computer. Used with a
service like Remote Control or File Transfer or by itself, Text Chat is useful for exchanging brief messages
and sending instructions. However, if you have a microphone, sound card, and speakers, you can use

Voice Chat instead.

--eeeee- Koshi's Laptop e
sales and marketing efforts. Good ideal

corcerers D ana's 450 ereren

- Koshi's Laptop -

It was purr-fect. They seem to like vour idea about combining the

There are more where that came from. Only kidding! Hal

We did broach the matter of money. | gave them--very carefully, mind
vou---gsome idea of our charges. They seemed a bit stunned, but
recovered quickly. Maybe we should adjust downward?

© Koshi's Laptop - Text Chat | _ (O] x| |
Tell me more about your meeting. Did vou get a favorable reception? a I

Read messages sent from the
remote computer—as well as
your own—in the upper part of
the Text Chat window.

/

Type your messages in the lower
part. Press ENTER to send.

=

Mot yet,

V=
o

Opening a Text Chat window

When you connected to the remote computer, you may
have opened a Text Chat window. If not, you can open one
after you open the connection.

To open a Text Chat window:

* Click the Open Text Chat button on the Shortcut bar. Or
click Open Text Chat on the Window menu.
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TIP If you have opened more than one connection, click
a window for the desired connection before opening Text
Chat.

Sending messages

A Text Chat window is divided into two parts:

» The upper part displays the messages you have sent to
the remote user as well as those the remote user has



. . . Exchanging typed messages using Text Chat

sent to you. Each message is identified by the name of
the computer from which it was sent.

» The lower part serves as a note pad on which you write
your messages. It clears each time you send a mes-
sage.

NOTE A Text Chat window pops to the foreground on your
screen whenever the remote user sends a message. To
keep the Text Chat window from activating automatically,
click Text Chat Options on the Options menu. Then clear
this option: Restore Text Chat Window Automatically.

To send a message to the remote user:
1 Click the Text Chat window.
2 Type your message.

Avoid pressing ENTER until your message is complete.
To start a new paragraph, press CTRL+ENTER.

3 Press ENTER to send the message.

Pasting text into your Text Chat window

Instead of typing messages while connected, you can pre-
pare them ahead of time and paste them into the Text Chat
window as necessary.

To paste text into a Text Chat window:

1 In Notepad or another Windows text editor, select the
text and copy it.

2 InLapLink, click the lower part of the Text Chat window.
3 On the Edit menu, click Paste.

NOTE To reverse your latest editing action in the lower
part of a Text Chat window, click Undo on the Edit menu.

Copying text from your Text Chat window

You can copy part or all of a Text Chat conversation and
paste it into another Windows program.

To copy your Text Chat conversation:

1 In the upper part of the Text Chat window, highlight part
of the text, or select the entire conversation by clicking
Select All on the Edit menu.

2 On the Edit menu, click Copy.

3 Switch to another Windows program, and paste the text into
that program.

TIP As a guest during Remote Control, you can carry on
a Text Chat conversation with the host only by viewing the
host screen in a window. (In full-screen view, you cannot
see your own Text Chat window.) To arrange the Text Chat
window beside the Remote Control window, click Tile Side
by Side on the Window menu.
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Talking to someone using Voice Chat

Voice Chat lets you speak with a person at the other end of a LapLink connection, using the same line that
transfers data between the two computers. Both computers must be configured for full duplex if you are to
talk as you would on the telephone. If either computer is configured for half duplex, you must wait for the

other person to stop talking before you begin.

Chatting with: Koshi's Laptop

Speaker level

®) Voice Chat | [=] B3

Using: full duplex €]

| How you talk to the other person
in Voice Chat depends on

whether the current conversation
is using half duplex or full duplex.

You can adjust the volume of the
speaker and microphone or mute

——  Low — )' — High
ooooooa [~ Mute
Microphone level
. Low | High <
2 i
; ENRNENNENEN r

You can talk when the stoplight icon on the right is
green. ‘When the stoplight icon is red, don't talk; the other
person is talking.

them entirely.

When you're using half duplex,
g -«
l watch the icon to determine when
Tak to talk and when to listen.

Use Voice Chat to talk to someone you're connected to over
LapLink while using other LapLink services like File Transfer
and Remote Control. To use Voice Chat, you must have a
computer that is capable of recording and playing sound.
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You may have started Voice Chat when you connected to
the remote computer. If not, you can start it after you open
the connection.



Starting Voice Chat
To start Voice Chat:

1 Click the Open Voice Chat button on the Shortcut bar.
Or click Open Voice Chat on the Window menu.

2 The person on the other end of the connection is “called”
and asked whether he or she wants to talk with you.

If the Voice Chat connection is accepted, a Voice Chat
window opens, and you can begin talking to the other
person.

TIP If you have opened more than one connection, click
a window for the desired connection before starting Voice
Chat.

Talking in Voice Chat

To use Voice Chat, you speak into the microphone and lis-
ten through headphones or speakers. If the other person
can’t hear you very well, increase the microphone level in
the Voice Chat window. If the other person’s voice is too
loud or too soft, change the speaker level.

NOTE Although there are other volume/level controls in
Windows, it is recommended that you use the ones in
LapLink for best results.

Depending on the configuration of the sound card in both
computers, you may be able to talk as you would on a tele-
phone; that is, your voice and the voice of the other user
can be transmitted simultaneously. This is known as full
duplex.

If you and the other user are not using full duplex, you must
talk as you would on a walkie-talkie; that is, you must wait
for the other person to finish before you begin. The trans-
mission of just one voice at a time is known as half duplex.

. .. Talking to someone using Voice Chat

Voice Chat conversations are always half duplex unless
both sound cards are configured for full duplex. The indica-
tor at the top of the Voice Chat window shows whether your
current conversation is half duplex or full duplex.

Voice Chat provides an alternate method you can use to
talk using Voice Chat, known as Manual mode; see page
126.

Talking using half duplex

When you are having a half-duplex conversation, refer to
the stoplight icon in the lower right corner of the Vooice Chat
window to know when you can talk. When the light is green
or the text says “Talk,” you can talk. When the light is red or
the text says “Don’t Talk,” you should wait until the other per-
son has finished talking.

TIP Saying “over” when you are finished talking may help
facilitate conversation.

Notice that the stoplight icon is also available on the LapLink
status bar, so you can minimize the Voice Chat window and
continue talking.

Configuring your sound card for full duplex

Some sound cards can be reconfigured for full duplex
merely by adding new sound card driver software to your
computer. Contact your sound card manufacturer to find out
whether your sound card is capable of full duplex and to
obtain sound card driver software. Sound card drivers can
often be found on the manufacturer’s Web site.

Remember that the sound card of the person you're talking
to also has to be configured as full duplex in order for you to
talk in full duplex.

NOTE Over slower connections, you may not be able to
use full duplex, because of the lower bandwidth of the con-
nection.
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Improving Voice Chat performance

To improve Voice Chat performance, click the Levels tab in the Voice Chat Options dialog box, and then
configure the microphone and speaker levels and specify information about your environment.

|Yoice Chat Options EHE

General Levels I Advanced |

. For the best Voice Chat performance, set your speaker,
&) microphone, and environment levels below.

Set speaker level

playing, adjust the slider to a comfortable level.

Set environment level

levels for your envi%nem, to be used in Automatic mode.

Click the Play Speech button to play a short speech test. While it's

Low ' High

then play it back. If you have trouble hearing what you recorded,
increase the microphone level by moving the shider laWardV

Record | Low J High

Click the Setup button to configure background noise and speech

Use the Levels tab of the Voice
Chat Options dialog box to con-
figure your speaker, microphone,
and environment levels.

e \\ For the speaker and microphone
Set microphone level levels, click the button, and then
Click the Record button to start the Windows Sound Recorder. adjust the sliders to the desired
Using the Sound Recorder, record a few seconds of speech and B | level.

For the environment level, click

Setup Quiet - | Noisy Fhe Setgp button and follow the
P et e et e instructions.

oK I Cancel I I

Help

If you have already used a program that records and plays
sound in Windows, you probably do not have to change set-
tings for your speakers and microphone before using Voice
Chat. (For exceptions, see online help.)
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However, Voice Chat lets you change settings for your
speaker, microphone, and environment to improve perfor-
mance in Voice Chat. It is recommended that you do this
once, preferably before you start using Voice Chat.



Setting levels in Voice Chat

The Levels tab on the Voice Chat Options dialog box lets
you perform recording and playback tests and measure
other speech qualities. Use the Levels tab when you’re not
using Voice Chat.

To configure levels in Voice Chat:

1 On the Options menu, click Voice Chat Options.

2 Click the Levels tab.

3 Under Set Speaker Level, click the Play Speech button.

TIP Some sound cards do not allow these settings to be
changed using software; in this case, the sliders won’t be
available.

4 While listening to the speech, move the Speaker Level slider
to a comfortable level.

If you cannot hear the speech, move the slider towards
High. If the speech is too loud, move the slider towards
Low.

5 Under Set Microphone Level, click the Record button. The
Windows Sound Recorder opens.

TIP If the Sound Recorder is not available, adjust this
option while you are using Voice Chat, instead.

6 Use the Sound Recorder to record and play back a few sec-
onds of speech.

. . . Improving Voice Chat performance

7 Ifyou could not hear what you recorded, move the Micro-
phone Level slider towards High, and try using the Sound
Recorder again.

8 Under Set Environment Level, click the Setup button. The
Environment Setup wizard begins, and you're asked to
record a few seconds of background noise and a few sec-
onds of speech.

Setting the environment level helps avoid transmitting
sound that is not speech. It is recommended that you use
the Setup button, and not the slider, to adjust this level.

Improving quality over a fast connection

Voice Chat works best over a fast connection. If you use
Voice Chat over a network or other fast connection, you
might be able to improve the Voice Chat sound quality.

To improve Voice Chat performance over a fast connec-
tion:

1 On the Options menu, click Voice Chat Options.

2 Onthe Advanced tab, change Transmission Quality to
Medium or High.

Be sure to reset this option to Low when you use a
modem or other slow connection.

CAUTION When you have a slow connection, using
Medium or High may cause problems with your connec-
tion.

It is recommended that you set up your environment level
every time you change the transmission quality.
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Using Manual conversation mode

Use Voice Chat’'s Manual conversation mode if you're having problems using Voice Chat or you want
additional control over when speech is sent over the connection. Manual mode requires that you press a
button in order to talk.

&) Voice Chat M=l E3

Chatting with: Koshi's Laptop

Speaker level

N
= IEEENE

Microphone level

the other person. |f vou're using full duplex, you can
leave the button down.

Low } High

. Low | High
L i
ARRRRRREER

Click the button once to talk, and click it again to listen to

Using: full duplex

Options...

[T Mute

-

i 2

Voice Chat has two conversation modes: Automatic and
Manual.

« Automatic is the normal conversation mode, and allows

hands-free operation of Voice Chat. Automatic mode
sends speech whenever you talk.
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In Manual mode, click the
walkie-talkie button in order
to talk.

If you are using full duplex,
you can leave the button
down and still hear the
other person. If you are
using half duplex, you
must release the button to
hear the other person.

* Manual mode requires you to click a button in order to

talk.

In most cases, Automatic mode is recommended.



Use Manual mode if you're having problems using Auto-
matic mode, or if your sound card does not support Auto-
matic mode. If your work environment is very noisy, you
might have problems using Automatic mode. You can also
use Manual mode to control exactly when speech is sent to
the other person.

To change to Manual conversation mode:

1 On the Options menu, click Voice Chat Options.
2 Onthe Advanced tab, click Manual Mode.

3 Click OK.

The next time you use Voice Chat, the window includes a
walkie-talkie button that you use to talk.

. . . Using Manual conversation mode

Talking in Manual mode

Manual mode works differently depending on whether your
conversation is full duplex or half duplex.

* When using half duplex, you click the walkie-talkie but-
ton once in order to talk. While you’re talking, the other
person cannot talk to you (he or she sees a “Don’t Talk”
icon) until you click the button again to release it. The
other person can then talk.

* When using full duplex, you also click the walkie-talkie
button once in order to talk, but you don’t need to
release it to allow the other person to talk, since in full
duplex, you can both talk at the same time.

Therefore, you can just leave the button down until you
and the other person are finished talking, since the other
person can talk to you when your button is pressed.
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Troubleshooting

Introduction to troubleshooting

This chapter provides checklists for solving problems and
improving performance. These checklists are designed as a
quick overview of possible solutions, with enough informa-
tion to guide experienced users to solutions.

For detailed, step-by-step information, consult the trouble-
shooters in online Help. The troubleshooters are designed
to solve problems you may encounter in opening connec-

elp Top elp fo ap ?

Contents | index | Find |

Click a topic, and then click Display. Or click another tab, such as Index.

; Quick Steps for Xchange Agent T
@ Online Reference for Xchange Agent
) Troubleshooting

Help Topics

tions and using the services once you have opened con-
nections.

To use an online troubleshooter, open the Troubleshooting
book in Help Topics and display one of the topics. Then
answer the questions about your problem and try the sug-
gested remedies. In some cases you will find shortcut but-
tons to dialog boxes; use these buttons to resolve the
problem faster.

Use the online troubleshooters for step-by-
step solutions.

On the Contents tab of Help Topics, open
the Troubleshooting Book and display one

- (O x

Back Options

Intraduction to Troubleshooters
I'm having problems with passwords

Troubleshooting for transferring files

This troubleshooter will help you idertify and solve

Try the solution that
fits your problem.

I'm having problems transferring files

I'm having problems controlling a computer

I'm having problems printing

I'm having problems chatting using Text Chat

I'm having problems chatting using Yoice Chat

I'm having problems using Xchange Agent

I'm having problems connecting over modem

I'm having problems connecting over Dial-Up Networking
I'm having problems connecting over LinkToNet

I'm having problems connecting over a network

EEEEEEEEEEEE

Display Print... |
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problems with transferring files. Just click to answer the
guestions, and then try the suggested steps to fix the
problem.

What's wrong?

1 Icant drag and drop.

o transter files. How can | shorten

|| During the transfer, | get the sharing violation message
"File in use.”

1 m having trouble synchronizing files.

1 ihen I try to connect, I'm having trouble synchronizing
files.




Troubleshooting

Checklist for modem connections

Allow incoming connections by changing passwords in
your Log-in List (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords

in versions earlier than LapLink 200071 are not. If you have

upgraded, you may have to change passwords in your Log-

in List:

»  To allow incoming connections from earlier LapLink ver-
sions, retype their passwords in ALL CAPITAL LET-
TERS.

+ To allow incoming connections from other computers
that have upgraded to LapLink Gold, assign them new
passwords.

Enable connections to other computers by changing
passwords in your Address Book (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords
in versions earlier than LapLink 2000 are not. If you have up-
graded, you may have to change passwords in your Address
Book:

» Ifyour Address Book has entries for computers running
earlier LapLink versions, retype the passwords in ALL
CAPITAL LETTERS.

» If your Address Book has entries for other computers
that have upgraded, have new passwords assigned on
those computers and change your Address Book.

Run LapLink on both computers

No connections are possible by modem or any other means
unless LapLink is running on both computers. You can con-

1 Versions before LapLink 2000 include LapLink Pro,
LapLink Tech, and LapLink 7.5 or earlier.

nect to a computer running LapLink Gold or another Win-
dows-based version of LapLink.

In Windows 95 and Windows 98 use your Windows mo-
dem for LapLink connections and enable its port

In Windows 95 and Windows 98 it's a good idea to specify
the modem you've already set up in Windows as the modem
to use in LapLink, too. (In Windows NT, there is no alterna-
tive to using the Windows modem.) In LapLink, click Port
Setup (Options menu), click Windows Modems, and then
check the Enable Port box.

If you have trouble communicating using the Windows mo-
dem, use Port Setup to enable the COM port to which the
modem is attached.

Ensure that the modem can answer a call

A modem cannot answer an incoming call unless the Auto
Answer option is on. In Port Setup (Options menu), click
Windows Modems. Click Configure, and then verify that En-
abled under Auto Answer is checked.

Make sure the modem port is not already in use

LapLink cannot use a modem as long as the modem port is
being used by another program. Either close the program or
wait until it releases the port.

Check the settings for a Windows modem

If your modem does not answer calls or dial after you have
enabled it as a Windows modem in LapLink, exit LapLink,
and make sure the modem is turned on. In the Windows
Control Panel, double-click Modems, click the Diagnostics
tab, and click the appropriate port. Click More Info. If the test
fails, click the General tab, and remove the modem. Shut

131



Troubleshooting

down the computer and then restart it. Return to Modems in
the Control Panel and reinstall the modem.

Disable error control and data compression on both
computers

Some modems communicate better if error control and data
compression are disabled on both computers. In Port Setup
(Options menu), click Windows Modems, Configure, and
then Properties. On the Connection tab, click Advanced.
Then clear Use Error Control. Repeat this procedure on the
other computer.

Set a longer timeout value

If the computer you are dialing takes a long time to answer

and complete the connection, try increasing its modem tim-
eout. In Port Setup (Options menu), click Windows Modems.
Click Configure and then Properties. On the Connection tab,
type a larger number in this box: Cancel the Call If Not Con-
nected Within.

Lower the modem speed on the computer opening the
connection

In Port Setup (Options menu), click Windows Modems. Click
Configure and then Properties. On the General tab, click a
lower speed in the Maximum Speed box.

Check the security setup on the remote computer

If you are denied the use of Remote Control or one of the
other services while connected to another computer, check
the security setup on that computer. You can gain access to
services through Security (Options menu).

NOTE To let other computers connect to your computer by
modem, you must change the security setup established
during installation.
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Disable call waiting

Ensure that the call waiting feature is disabled on the tele-
phone systems at both ends of the connection. Call waiting
interferes with modem connections when incoming calls are
detected.

Try using Dialing Properties to simplify the dialing pro-
cess

When you use a Windows modem, try using the Dialing
Properties feature in connection with Address Book. It sim-
plifies the process of accessing outside lines, making long-
distance and international calls, and using a calling card.

With the proliferation of area codes, however, you may find
that some numbers may not be dialed correctly, as when you
make a local call to another area code or a long-distance call
within the same area code. In this case, edit your Address
Book entry for that number so that the Use Country Code
and Area Code box is cleared. In the Telephone Number
box, type the number exactly as it is to be dialed. Include the
number for outside access, country code, area code, and “1”
for long-distance, as required. (When you travel, you may
have to edit this data to reflect your current location.)

Disable other programs that use COM ports while run-
ning LapLink

You may experience problems if you use LapLink to connect
by modem while running any other programs that monitor
serial (COM) ports; modem and fax programs typically mon-
itor serial ports for incoming calls or faxes and may cause a
modem to disconnect unexpectedly. Disable such programs
while using LapLink.



Troubleshooting

Checklist for Dial-Up Networking connections

Allow incoming connections by changing passwords in
your Log-in List (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords

in versions earlier than LapLink 200071 are not. If you have

upgraded, you may have to change passwords in your Log-

in List:

»  To allow incoming connections from earlier LapLink ver-
sions, retype their passwords in ALL CAPITAL LET-
TERS.

+ To allow incoming connections from other computers
that have upgraded to LapLink Gold, assign them new
passwords.

Enable connections to other computers by changing
passwords in your Address Book (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords
in versions earlier than LapLink 2000* are not. If you have
upgraded, you may have to change passwords in your Ad-
dress Book:

» Ifyour Address Book has entries for computers running
earlier LapLink versions, retype the passwords in ALL
CAPITAL LETTERS.

» If your Address Book has entries for other computers
that have upgraded, have new passwords assigned on

1 Versions before LapLink 2000 include LapLink Pro,
LapLink Tech, and LapLink 7.5 or earlier.

those computers and change your Address Book
accordingly.

Ensure that Dial-Up Networking is installed

You can connect over Dial-Up Networking only if Microsoft
Dial-Up Networking has been installed. Dial-Up Networking
should already be installed in Windows NT. In Windows 95
or Windows 98, you can install this feature from your Win-
dows CD-ROM as follows: In the Windows Control Panel,
double-click Add/Remove Programs. Click the Windows
Setup tab, and double-click Communications. If Dial-Up Net-
working is checked, it is installed. If it is not checked, click
Dial-Up Networking, and then click OK to begin installation.

NOTE For more information about Microsoft Dial-Up Net-
working, consult Windows Help.

Once connected using Dial-Up Networking, connect to
the network

When you connect over Dial-Up Networking in LapLink, you
dial in to a remote access server and connect to a network.
Then you make LapLink connections in the Connect over
LAN (Network) dialog box. Unless you specify otherwise, the
list of available LapLink connections appears automatically
as soon as you are connected to the network. If the list of
connections does not appear automatically, click the Con-
nect Over button on the LinkBar and then click Network.

TIP To connect to another LapLink computer once a Dial-
Up Networking connection is established, make sure that
this box is checked in the Connect over Dial-Up Networking
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Ensure that your computer is set up for network con-
nections

Making connections to other LapLink computers through
Dial-Up Networking requires that your computer meet the re-
quirements for network connections in LapLink: a network
protocol must be installed, your network ports must be en-
abled in LapLink, and so on. For more information about net-
work connections, see page 135.

NOTE To let other computers connect to your computer
through Dial-Up Networking, you must change the security
setup established during installation.

Run LapLink on both computers

No connections are possible by Dial-Up Networking or any
other means unless LapLink is running on both computers.
You can connect to a computer running LapLink Gold or an-
other Windows-based version of LapLink. Verify that the
computer has a network port enabled for the same kind of
network connection as your network port.

Try using Dialing Properties to simplify the dialing pro-
cess

When you use a Windows modem, try using the Dialing
Properties feature in connection with Address Book. It sim-
plifies the process of accessing outside lines, making long-
distance and international calls, and using a calling card.

With the proliferation of area codes, however, you may find
that some numbers may not be dialed correctly, as when you
make a local call to another area code or a long-distance call
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within the same area code. In this case, edit your Address
Book entry for that number so that the Use Country Code
and Area Code box is cleared. In the Telephone Number
box, type the number exactly as it is to be dialed. Include the
number for outside access, country code, area code, and “1”
for long-distance, as required. (When you travel, you may
have to edit this data to reflect your current location.)

Disable other programs that use serial (COM) ports
while running LapLink

You may experience problems if you use LapLink to connect
by modem while running any other programs that monitor
serial (COM) ports; modem and fax programs typically mon-
itor serial ports for incoming calls or faxes and may cause a
modem to disconnect unexpectedly. Disable such programs
while using LapLink.

Disconnect a Dial-Up Networking connection manually

When connecting by modem, you can instruct LapLink to
break a connection after a specified number of minutes in
which there is no activity at either end of the connection:
Click Connect Options (Options menu). On the Disconnect
tab, check the Disconnect Inactive Connections box, and
type the number of minutes below.

In most cases, the connection is completely broken after the
specified period. With Dial-Up Networking connections,
however, you must complete the process: click Disconnect
(Connect menu) and then click Disconnect All.
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Checklist for network connections

Allow incoming connections by changing passwords in
your Log-in List (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords

in versions earlier than LapLink 200071 are not. If you have

upgraded, you may have to change passwords in your Log-

in List:

»  To allow incoming connections from earlier LapLink ver-
sions, retype their passwords in ALL CAPITAL LET-
TERS.

+ To allow incoming connections from other computers
that have upgraded to LapLink Gold, assign them new
passwords.

Enable connections to other computers by changing
passwords in your Address Book (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords
in versions earlier than LapLink 2000* are not. If you have
upgraded, you may have to change passwords in your Ad-
dress Book:

» Ifyour Address Book has entries for computers running
earlier LapLink versions, retype the passwords in ALL
CAPITAL LETTERS.

» If your Address Book has entries for other computers
that have upgraded, have new passwords assigned on
those computers and change your Address Book
accordingly.

1 Versions before LapLink 2000 include LapLink Pro,
LapLink Tech, and LapLink 7.5 or earlier.

Enable the network port for LapLink connections

Access to a network by e-mail and other programs does not
automatically provide network access in LapLink. To con-
nect by network in LapLink, your network port must be en-
abled—that is, made available for use in LapLink. To enable
a network port in LapLink, click Port Setup (Options menu).
Click the type of network—either IPX or TCP/IP—in the
Ports list. Then check the Enable Port box. If the network is
IPX, click Configure, and ensure that Internetwork Name
Broadcast is checked.

Run LapLink on both computers

No connections are possible by network or any other means
unless LapLink is running on both computers. You can con-
nect to a computer running LapLink Gold or another Win-
dows-based version of LapLink. Verify that the computer has
a network port enabled for the same kind of network connec-
tion as your network port.

Refresh the list of connections

If LapLink was started on the other computer after you start-
ed connecting, you may need to refresh the list of available
connections in order to include the computer in the list. Click
the Refresh List button, and wait while the list of LapLink
computers is updated.

Ensure that the network is installed

LapLink cannot connect by network unless a network proto-
col—either IPX or TCP/IP—is installed. Network protocols
are installed using the Networks option in the Windows Con-
trol Panel. See your Windows Help and documentation for
information on adding network protocols.
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Type the TCP/IP name or address

If you do not see a computer listed as an available connec-
tion over a TCP/IP network, you may have to type the com-
puter's IP name or address. Click the Connect Over button
on the LinkBar, and then click Network. On the TCP/IP Ad-
dresses tab, type the IP address or the Windows computer
name in the TCP/IP Name or Address box. (This name may
differ from the name assigned to the computer in LapLink.)
TIP To determine the TCP/IP address for a Windows 95 or
Windows 98 computer, click Port Setup (Options menu);
click TCP/IP in the Ports list; and then click Configure. The
computer’s address appears in the IP Address box.

TIP To determine the TCP/IP address for a Windows NT
computer, click the Start button, point to Programs, and click
Command Prompt. Then type IPCONFIG and press
ENTER. The address appears on the IP Address line.

TIP If you cannot connect after typing a TCP/IP address,
click the Start button, point to Programs, and click MS-DOS
Prompt. Then type PING followed by a space and the
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address you are trying to reach. Press ENTER. If you do not
receive a positive reply, the address is not available, and
you cannot connect.

Check the security setup of the remote computer

If you are denied the use of Remote Control or one of the
other services while connected to another computer, check
the security setup on that computer. You can gain access to
services through Security (Options menu).

IPX connections: change the type of frame on both
computers

Some IPX connections work better if the frame type for the
IPX connection is preset rather than selected automatically;
try setting the frame type to Ethernet 802.2 or Ethernet
802.3. This setting should be changed on both computers
making a LapLink connection. Network protocols are in-
stalled using the Networks option in the Windows Control
Panel. See Windows Help and documentation for informa-
tion on changing the frame type.
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Checklist for Internet connections

The computer you want to connect to must have its In-
ternet address published by an ILS (Internet locator ser-
vice), and you must know what the address is

Connect over ILS is designed for connecting to a computer
whose Internet address is “published” by the LapLink ILS or
another ILS. To set up a computer for this kind of connection,
click Internet Directory Options (Options menu) and type an
e-mail address or other unique identifier to be published as
the computer’s Internet address. Let other LapLink users
connect by sharing the address with them.

TIP Set up Internet Directory Options to have the address
published automatically. Or publish the address yourself,
when you are online: on the Connect menu, click Publish
My Internet Address.

TIP If you are connecting to a computer whose IP address
you know, use Dial-Up Networking instead of Connect over
LAN (Network). This kind of connection is usually feasible
only when you connect to a computer that has a permanent
IP address.

Both computers must be on the Internet and running
LapLink

It doesn’t matter how it's done—by dialing in to an ISP or
connecting over a direct line—but both computers must be
connected to the Internet before they can connect using
Connect over ILS.

And LapLink must be running on both of them.

Enable a TCP/IP port in LapLink

To connect over the Internet in LapLink, a TCP/IP network
port must be enabled—that is, made available for use in
LapLink. To enable a TCP/IP port in LapLink, click Port Set-

up (Options menu). Click TCP/IP in the Ports list and then
check the Enable Port box. Perform this operation on both
computers.

Check the security setup on the remote computer

If you are denied the use of Remote Control or any of the oth-
er services while connected to another computer, check the
security setup on that computer. You can gain access to ser-
vices through Security (Options menu).

NOTE To let other computers connect to your computer by
Internet, you must change the security setup established
during installation.

Internet connections between computers on local TCP/
IP networks may require special configuration

Without proper configuration, LapLink connections over the
Internet may be prevented if either of the computers is on a
private or corporate TCP/IP network.

NOTE If you have any questions about your corporate
network, consult the network administrator.

LapLink requires the use of two TCP/IP ports: one for the
host (the computer receiving the incoming connection) and
another for the guest (the computer opening the connection).
To facilitate LapLink connections over the Internet, LapLink
has registered port 1547 with the Internet Assigned Num-
bers Authority. This port is used by the host computer. To al-
low LapLink connections through a firewall, a network
administrator should open port 1547.

With most networks, this is the only configuration required.
With other networks, however, it may be necessary to spec-
ify a port for use by the guest computer. In many cases, the
TCP/IP stack assigns guest computers the next available
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TCP port number above port 1024, and the firewall automat-
ically allows the connection.

If the firewall does not allow automatic port assignment, how-
ever, LapLink must be configured on the guest computer to
request a specific port. Consult your network administrator
before making this change.

To request a specific port on a guest computer, add the fol-
lowing section to the computer’s LLW.INI file (the file is locat-
ed in the \TSI32\LLW folder within the Windows folder):
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[TCPIP]
ClientPort=xxxxx

For xxxxx type any number between 1025 and 65535, ex-
cept 1547. Using a large number—for example, a number
above 30000—reduces the chance of conflicts with other
TCP/IP applications.
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Checklist for cable connections

Ensure that Autoconnect is turned on

Autoconnect opens cable connections for you automatically.
To ensure that Autoconnect is in effect, click Connect Op-
tions (Options menu). On the Connect tab, verify that this
box is checked: Enable Autoconnect. Below the option, ver-
ify that the services you want to use are also checked.

TIP If you have trouble maintaining a cable connection, try
disabling Autoconnect on one or both of the computers.

Run LapLink on both computers

No connections are possible by cable or any other means
unless LapLink is running on both computers. You can con-
nect to a computer running LapLink Gold or another Win-
dows-based version of LapLink.

Check the cable

Make sure that each end of the cable is securely attached to
the proper port; check the port labels for proper identification.
Check a parallel cable for damaged pins. Try reconnecting
the cable to each port or even reversing the cable ends.

TIP Attach a yellow LapLink cable to parallel/LPT (printer)
ports. Attach a blue LapLink cable to serial/COM (modem or
mouse) ports; connect only one end to each computer.
LapLink does not work over most other serial cables or any
printer cables. Attach a LapLink USB cable to a USB port or
a USB hub at each computer.

Consult the Windows Device Manager when in doubt
about USB or other kinds of ports

If you are not certain whether you have a USB port or anoth-
er kind of port, check the Windows Device Manager: Right-
click My Computer; then click Properties. Look on the Device
Manager tab. Note that USB connections are not available in
Windows NT or in early versions of Windows 95.

Enable the port

You cannot connect by cable until a port is enabled—that is,
made available specifically to LapLink. To enable a port for
cable connections, click Port Setup (Options menu). Click
the port you want to enable. Then check the Enable Port
box.

TIP If a port is listed as unavailable, quit any program that
may be using the port, or enable a different port. Make sure
that the cable is attached to an available port.

Use a serial cable when connecting to a Windows NT or
Windows 2000 computer

When you want to connect by cable to a computer running
LapLink in Windows NT or Windows 2000, parallel connec-
tions are not available. Use a serial cable instead.

Serial cable connections: lower the speed of a serial
port

In Port Setup (Options menu), click the COM port to which
the cable is attached. Click Configure. In the Port Speed box,
click 57600. Repeat this procedure on the other computer. If
you still can’t connect, repeat the procedure, lowering the
speed one step at a time until you can connect.
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Serial cable connections: check for an internal modem

In Port Setup (Options menu), look for an internal modem
that is enabled for the serial port to which the cable is at-
tached. Change the port setup so that the modem is enabled
for a different serial port.

NOTE Parallel cable connections are not available in Win-
dows NT or Windows 2000; use a serial cable instead.
Restart the computer

If all else fails, remove the cable from both computers, and
restart the computers. Reattach the cable, and try the con-
nection again.

Improving parallel cable performance in Windows 95
and Windows 98

There are three drivers you can use in LapLink for parallel
ports: the LapLink Enhanced driver (the default), the LapLink
Standard driver, and a Windows driver. The LapLink En-
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hanced driver is preferable when you alternate between par-
allel communications and other types of communications:
you can leave the parallel port enabled without experiencing
any degradation of performance. The Windows driver, on
the other hand, generally provides better performance for
parallel connections; use the Windows driver if you intend to
use parallel connections exclusively. If you then want to
switch to modem or some other type of communication, be
sure to disable the parallel port beforehand.

NOTE For maximum performance from an ECP port, use
the Windows driver for the parallel port to which the cable
is attached.

To change the parallel port driver, click Port Setup (Options
menu) and then click the appropriate LPT port. Ensure that
the Enable Port box is checked. Click Configure and then
click one of these options: Use the Windows Driver, Use the
LapLink Enhanced Driver, or Use the LapLink Standard
Driver.
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Checklist for wireless connections

Make sure you’re not trying to connect to aWindows NT
or Windows 2000 computer

You cannot connect computers using wireless devices when
either or both of the computers are running Windows NT or
Windows 2000. Use a serial cable instead.

Set up the Windows infrared driver

The Windows infrared driver supports a variety of built-in
ports and devices attached to serial ports. When you set up
the driver, specify any serial port, from COM1 to COM9, as
the redirected port. In LapLink Port Setup (Options menu),
enable the redirected port for wireless communications.

NOTE In LapLink, wireless refers to short-range connec-

tions over infrared or radio devices. Other “wireless” con-

nections are available over wireless LAN adapters (using

Connect over LAN (Network)) and cellular modems (using
Connect over Modem).

Edit the LapLink initialization file if you use AirShare Ra-
dio Modules

A setting in the LLW.INI file must be changed in order to con-
nect computers using AirShare Radio Modules. Open
LLW.INI in Notepad,; the file is located in the \TSI32\LLW
subfolder within your Windows folder. Locate the section of
the file corresponding to your wireless port: [COM1],
[COMZ2], and so on. Edit the section so that it includes this
line: UseIRDADriver=No.

Restart LapLink. In Port Setup (Options menu), ensure that
the port is enabled for wireless communications.

Enable the wireless port

You cannot connect by wireless until a serial port is enabled
for wireless connections in LapLink. In Port Setup (Options

menu), click the COM port to which the wireless device is at-
tached. Click Wireless in the Type box, and then check the

Enable Port box.

Ensure that Autoconnect is turned on

Autoconnect opens wireless connections for you automati-
cally. To ensure that Autoconnect is in effect, click Connect
Options (Options menu), and verify that this box is checked:
Enable Autoconnect. Below the option, verify that the servic-
es you want to use are also checked.

Run LapLink on both computers

No connections are possible by wireless or any other means
unless LapLink is running on both computers. You can con-
nect to a computer running LapLink Gold or another Win-
dows-based version of LapLink.

Check the cable, if any

If you have an external wireless device, make sure that its
cable is securely attached to the proper port.

Lower the speed of the ports

If you are using wireless devices without the Windows infra-
red driver, try lowering the port speeds on both computers.
In Port Setup (Options menu), click the COM port to which
the wireless device is attached. Click Configure, and then
click 57600 in the Port Speed box. Repeat this procedure on
the other computer. If you still can’'t connect, repeat the pro-
cedure, lowering the speed one step at a time.
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Checklist for CAPI 2.0/ISDN connections

Allow incoming connections by changing passwords in
your Log-in List (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords

in versions earlier than LapLink 200071 are not. If you have

upgraded, you may have to change passwords in your Log-

in List:

»  To allow incoming connections from earlier LapLink ver-
sions, retype their passwords in ALL CAPITAL LET-
TERS.

+ To allow incoming connections from other computers
that have upgraded to LapLink Gold, assign them new
passwords.

Enable connections to other computers by changing
passwords in your Address Book (upgrades only)

Passwords in LapLink Gold are case-sensitive; passwords
in versions earlier than LapLink 2000* are not. If you have
upgraded, you may have to change passwords in your Ad-
dress Book:

» Ifyour Address Book has entries for computers running
earlier LapLink versions, retype the passwords in ALL
CAPITAL LETTERS.

» If your Address Book has entries for other computers
that have upgraded, have new passwords assigned on
those computers and change your Address Book
accordingly.

1 Versions before LapLink 2000 include LapLink Pro,
LapLink Tech, and LapLink 7.5 or earlier.

142

Run CAPI-compatible versions of LapLink on both com-
puters

No connections are possible by CAPI 2.0/ISDN or any other
means unless LapLink is running on both computers. En-
sure that the version of LapLink running on that computer is
compatible with

CAPI 2.0/ISDN.

Check the security setup on the remote computer

If you are denied the use of Remote Control or one of the
other services while connected to another computer, check
the security setup on that computer. You can gain access to
services through Security (Options menu).

Ensure that LapLink is set up to answer calls over CAPI
2.0/ISDN

CAPI cannot answer an incoming call unless the Auto An-
swer option in LapLink is enabled. In Port Setup (Options
menu), click CAPI 2.0/ISDN. Click Configure, and then verify
that the Enable box under Auto Answer is checked.

If you are using ISDN in North America, avoid using the
LapLink CAPI 2.0/ISDN

In North America, ISDN doesn’t usually include CAPI 2.0 but
you can still use your ISDN device in LapLink. If the device is
set up as a Windows (TAPI) modem, you can open a
LapLink connection using Connect over Modem or Connect
over Dial-Up Networking. Simply ensure that the device is
enabled in LapLink Port Setup (Options menu) as a Win-
dows modem.



If your ISDN device is set with its own dialer, use the dialer to
log on to a network. Then, in LapLink, use Connect over LAN
(Network) to connect to other computers running LapLink on
that network.

Troubleshooting

Close some LapLink services to allow connections over
both channels

Normally CAPI 2.0/ISDN hosts on which channel bonding is
not enabled can handle incoming connections on both chan-
nels. When only one connection is possible, try closing ser-
vices on that connection.
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Checklist for File Transfer

Drop files directly on target folder

The most common mistake in drag and drop is dropping files
on the wrong target folder (the folder to receive the files). To
help prevent this mistake, open the target folder first; the
name of the folder now appears in the title bar. Then open
the source folder and select and drag the files until the
mouse pointer rests on the open folder and the folder is high-
lighted. As soon as you release the mouse button, you re-
ceive a confirmation dialog box showing, among other
things, the target you just dropped on. Check the target, and
change it if necessary.

TIP To ensure that files are copied, press CTRL while drag-
ging. To ensure that files are moved, press SHIFT while
dragging.

TIP If you are copying an entire folder (rather than files
within a folder), drop the folder on the target one level higher
than where you want the files to appear; this may be
another folder or a drive letter. Assume that you want to
update your Letters folder on your desktop computer with
your Letters folder from your laptop, and the Letters folder
appears at the highest level of folders on drive C. Drag the
folder from the laptop to the desktop and drop it on drive let-
ter C.

Use the Copy or Move command

Instead of using drag and drop, use the Copy or Move com-
mand. First, click the target folder. After selecting the files to
be transferred, click Copy or Move (File menu). Then verify
that the source and target are correct.
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Make File Transfer available to other computers

If you are denied the use of File Transfer or one of the other
services while connected to another computer, check the se-
curity setup on that computer. You can gain access to ser-
vices through Security (Options menu).

Log on to Windows before trying to use File Transfer

As a security measure, LapLink does not allow users to con-
nect to a computer and open File Transfer while the comput-
er is waiting to be logged on to Windows. (When you attempt
to open a File Transfer connection to a computer running
LapLink and displaying the Windows logon dialog box, you
see this message: “Creation of window failed.”)

The solution is to open a Remote Control connection first.
Log the remote computer on to Windows and then open File
Transfer.

NOTE To set up LapLink to run before the Windows logon
dialog box appears, click Remote Control Options
(Options menu). On the Startup tab, check this box:
Always Start LapLink before Windows Logon Prompt.

General tips for faster transfers
Follow these suggestions to improve transfer speeds:

»  Check the folders and files you have selected for trans-
fer, making sure that you are not including more than
necessary. For example, have you selected an entire
folder when you want to transfer only a few files within
the folder?

»  Use SpeedSync to improve file transfer times when
updating files, particularly over modems: on the Perfor-



mance tab of File Transfer Options, make sure that the
Use SpeedSync on All File Transfers box is checked.

» Disable any ports that are not in use: in Port Setup
(Options menu), click an unused port, and then clear
the Enable Port box.

»  Close other service windows and any connections to
other computers you may have opened in LapLink.

*  On laptop computers, disable power management
functions. Attach the AC adapter to the computer to
ensure steady voltage throughout the transfer.

» Disable screen savers, and close other programs.

Tips for transfers over a serial cable

»  Ensure that the serial port is configured for maximum
speed: in Port Setup (Options menu), click the appropri-
ate COM port; click Configure; and ensure that Port
Speed is set at 115200.

+  Change the transfer mode to standard: in Port Setup
(Options menu), click the appropriate COM port; click
Configure; and click Standard under Transfer Mode.

Tips for transfers over modems

Consult the documentation for your modem and verify that
the port speed is set for optimum performance: In Port Setup
(Options menu), click Windows Modems. Click Configure,
and click the modem you are using. Click Properties. In the
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Maximum Speed list on the General tab, click the maximum
speed your modem can use.

Tips for transfers over a network

» Transfer your files when there is less traffic on the net-
work.

»  Ask your system administrator to verify that the network
drivers are current.

Tips for SmartXchange

Use SmartXchange to update files in two folders so that the
folders share the latest files. Since SmartXchange always
overwrites older files, do not use it if you want to merge the
contents of two files. Use SmartXchange by opening the two
folders you want to update; do not select the individual files.
After clicking SmartXchange (SyncTools menu), verify that
you have opened the right folders. If you do not want to add
new files to either folder, check this box: Transfer Only If
Files Are Already on Target.

Ensure that you have read access rights to network files
you want to copy

If you can locate the files you want to copy but then are de-
nied access when you attempt to copy them, contact the net-
work administrator. You can copy only files to which you
have been assigned read access.
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Checklist for Xchange Agent

Ensure that LapLink is running on the remote computer

LapLink must be running on the remote computer before an
agent can connect to it and synchronize files. On the local
computer merely keep Windows running. (LapLink will start
automatically when the agent runs.)

Make sure that a scheduler program is running

To schedule Xchange Agents—and have them run on
schedule—you must have a supported scheduler program
running.

LapLink prepares an Xchange Agent to run on either of
these scheduler programs: the System Agent program in-
cluded in the Microsoft Plus! Companion for Windows 95;
and the Task Scheduler program included in Windows 98
and Microsoft Internet Explorer 4.0 (not supported in Win-
dows NT 4.0). If you don’t have either of these programs,
LapLink uses its own scheduler program, which it installs
during Setup. (Its icon appears at the right end of the Win-
dows taskbar.)

NOTE When LapLink Scheduler is running, its icon
appears on the Windows taskbar.

Change an Xchange Agent schedule in your scheduler
program

Once you've created an Xchange Agent schedule in
LapLink, revise or delete the schedule in your scheduler pro-
gram, not in LapLink.
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You can disable LapLink Scheduler if you do not intend
to use it

If you do not intend to use LapLink Scheduler to run
Xchange Agents, you can keep it from starting automatically
every time you start Windows.

To disable LapLink Scheduler, right-click the Windows Start
button and click Open (in Windows NT, click Open All Us-
ers). Double-click Programs and then Startup. Click Sched-
uler and press DELETE.

Close an Xchange Agent before it is scheduled to run

An agent cannot run on schedule while it remains open in
Xchange Agent.

Create an Address Book entry to meet the security re-
quirements of the remote computer

If the remote computer requires a name and password, cre-
ate an Address Book entry and include the name and pass-
word required by that computer. LapLink can then send this
information and connect automatically.

Turn off the LapLink callback feature

If the remote computer requires or requests a callback be-
fore opening a modem connection, the agent cannot run. On
the remote computer, turn off the callback feature: Click the
Security button on the LinkBar. On the Log-in List tab, click
the name of the guest computer and then click Edit. Under
Modem Callback, click None.



Avoid moving or deleting agent files for which you have
created shortcut icons

If you have moved or deleted the Xchange Agent file, the
shortcut icon can no longer run the agent. Create the agent
again. You can reuse the shortcut icon by saving the new file
in the same location, with the same name, as the original file.
Or you can create a shortcut icon for the new agent file.

Create a filter to synchronize a single file

Xchange Agent always synchronizes by folder pairs, but you
can create a filter so that only one file within a folder pair is
synchronized. Open the agent in Xchange Agent and click
the folder pair. On the Edit menu, click Set Filter and then
click New. After typing a description for the filter, type the
complete name of the file, including its extension. (To add
more than one file name, type a semicolon and then the next
file name.) Click OK. Click the filter's name in the Available
Filters list, and then click Add.

Troubleshooting

TIP Preview the agent to see if the correct files are included
in the synchronization.

Use Preview to limit the files to be copied in the current
synchronization

While previewing an agent, you can specify that certain pairs
of files and folders will be omitted from the current synchro-

nization: Click a pair of files or folders and then click the Skip
Pair button on the toolbar. Repeat this procedure for any oth-
er pairs you do not want synchronized. Then—before clos-

ing Preview or quitting Xchange Agent—run the agent.

TIP You can omit file and folder pairs only from the current
synchronization. To remove them from a future synchroni-
zation, you must use Preview again.

Use Xchange Agent to overwrite, not merge, files

Xchange Agent overwrites files. Unless you specify other-
wise, it copies the newer file to the other computer. It does
not merge files. To merge databases and other shared files,
use the program in which the files were created.
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Checklist for Remote Control

Improve performance from the guest

On the guest, you may be able to speed up Remote Control
connections by changing settings in Remote Control Op-
tions (Options menu) on your computer. On the Perfor-
mance tab, click the Best Performance option. (To further
customize settings, click the Settings button.) Your view of
the host should be updated faster, though you will now be
viewing the host screen in black and white, and larger bit-
maps will not be displayed.

Control the display properties of the host from the guest

By default, LapLink is configured to speed up Remote Con-
trol connections: any wallpaper or screen saver on the host
is temporarily disabled, along with certain other visual en-
hancements. From the guest, you can restore these en-
hancements to the host screen through settings on your
computer. On the Performance tab of Remote Control Op-
tions (Options menu), click Best Quality. (To further custom-
ize settings, click the Settings button.) Keep in mind that
changing these settings may slow Remote Control connec-
tions.

Make Remote Control available to other computers

If you are denied the use of Remote Control or one of the
other services while connected to another computer, check
the security setup on that computer. You can gain access to
services through Security (Options menu).

Use the keyboard to view the host screen

If the window in which you are viewing the host screen does
not show all of the host screen, you can use your keyboard
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to view areas beyond the borders of the window: press
CTRL+ALT+SHIFT and any of the arrow keys, PAGE UP,
PAGE DOWN, HOME, or END.

Use the latest driver for your video adapter

Contact the manufacturer of your video adapter, on its Web
site or elsewhere, to verify that you are using the latest driver.

Avoid changing the color depth or display properties of
a host

From the guest, avoid changing the number of colors dis-
played on the host while you're connected to it using Remote
Control. Also avoid changing the Refresh Frequency and
other settings in the host's Display Properties while connect-
ed. To safely change these properties, you should be seated
at the host and fully informed of the capabilities of its monitor.
Incorrect settings can damage a monitor.

Use a special key combination to log on to a Windows
NT host

When you restart a Windows NT host, you must press
CTRL+ALT+DELETE to log on to Windows again. You can
accomplish this from the guest by pressing a special key
combination specified on the host. (Pressing
CTRL+ALT+DELETE on the guest affects the guest, not the
host.) To specify a key combination for use on the guest,
start LapLink on the host and click Remote Control Options
(Options menu). On the Host tab, type the key combination
in this box: Send CTRL+ALT+DELETE to This Computer
When a Guest Presses This Key Combination.



TIP Instead of pressing a special key combination for
CTRL+ALT+DELETE, you can click the Remote Control
icon at the bottom of the host’s LapLink workplace, and then
click Feed CTRL+ALT+DELETE.

Do not install other remote control products and
LapLink on the same computer

Because of possible incompatibilities, avoid installing
LapLink and another remote control product on the same
computer.

Avoid pressing CTRL+ALT+DELETE when viewing a
Windows NT host in full-screen Remote Control

Pressing CTRL+ALT+DELETE on a Windows NT computer
always displays the Windows Security dialog box on that
computer. When you are working in a full-screen Remote
Control session, pressing CTRL+ALT+DELETE not only
displays the Security dialog box locally but also causes the
CTRL and ALT keys to be pressed—but not released—on
the host computer. To release these keys and resume nor-
mal keyboard operation press CTRL and ALT again.

TIP To have CTRL+ALT+DELETE take effect on a host
computer, click Send CTRL+ALT+DELETE to Host on the
guest's Session menu.

Troubleshooting

Keep LapLink running before the Windows NT logon
prompt

If you have set up LapLink on the host computer to run be-
fore the Windows NT logon dialog box appears, avoid clos-
ing LapLink on that computer unless you have administrator
rights. If you close LapLink, you will have to restart the com-
puter in order to reset LapLink so that other people can con-
nect. (Restarting LapLink is not sufficient.)

Avoid running a Windows NT host in VGA mode

When a Windows NT computer is running in VGA mode you
can make LapLink connections from it to other computers
using Remote Control and File Transfer, but the computer
cannot serve as a Remote Control host. That is, it cannot be
remotely controlled by other computers.

Run DOS in a window on a Windows NT host

You cannot control full-screen DOS programs on a Windows
NT host. When you attempt to do so, LapLink minimizes the
program and displays a warning message. (To close the
DOS program, right-click the icon, and click Close.)

Avoid this problem by setting up the Windows NT host to dis-
play DOS programs in a window. If you use a shortcut to a
DOS program, for example, right-click the shortcut icon, click
Properties, and then click the Options tab. Below Display
Options, check Window.
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Troubleshooting

Checklist for Print Redirection

Use the same printer driver on both ends of a connec-
tion

For best print results in Print Redirection, both computers
should be set up with the same printer driver. To add a print-
er driver, you may need your Windows CD or a disk from the
printer manufacturer.

Use the Windows Control Panel to get additional infor-
mation

If the document you printed is sent over LapLink correctly but
does not print, examine the printer in the Windows Control
Panel to get additional information about why the document
didn’t print. Make sure the printer is connected correctly and
has enough paper, and the printer cartridge is not empty.

When several printers are available, you can set up
LapLink to prompt you for the printer to use

Normally, LapLink automatically directs print jobs to the print-
er currently set up as the default printer at the other end of
the connection. When there are several printers available,
however, you may want to use a printer other than the de-
fault.
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To set up LapLink to allow you to choose among the avail-
able printers, click Print Redirection Options (Options menu)
on the computer the printers are attached to. Then click
Prompt with a List of Available Printers.

When printing from 16-bit programs, use the default
printer

Before printing from 16-bit Windows programs (programs
written for versions of Windows prior to Windows 95, Win-
dows 98, and Windows NT 4.0), set up the destination print-
er as the default printer on the computer to which it is
attached. When using Print Redirection from the 16-bit Win-
dows program, print to the default printer instead of selecting
a printer from the list of available ones.

Some printer drivers do not support Print Redirection

To use Print Redirection you must set up a printer to direct
print jobs to a special port instead of the usual parallel port.
You cannot use a printer driver that does not allow you to
change the port in this way. You may want to contact the
printer manufacturer to see if an updated driver is available.



Troubleshooting

Checklist for Text Chat

Press ENTER to send your message

Type your message in the lower part of the Text Chat win-
dow. (In some cases, you may have to click in the lower part
of the window before you can begin typing.) To send your
message to the remote computer, press ENTER.

TIP To begin a new paragraph, press CTRL+ENTER.

Open a Text Chat window after connecting

If you are connected to more than one computer, be sure to
specify which computer you want to use Text Chat with:
Click the name of the computer on the Window menu. Then
click the Open Text Chat button on the Shortcut bar or Open
Text Chat on the Window menu.

Make Text Chat available to other computers

If you are denied the use of Text Chat or one of the other ser-
vices while connected to another computer, check the secu-
rity setup on that computer. You can gain access to services
through Security (Options menu).

Save your Text Chat conversation from time to time

As a Text Chat conversation grows in length, the most recent
messages begin to replace the earliest. This starts to hap-
pen when the conversation exceeds 32,000 characters. If
you intend to save a lengthy conversation, begin saving be-

fore this limit is reached. To save a conversation, click in the
upper part of the Text Chat window. Click Select All (Edit
menu), and then click Copy (Edit menu). You can then
switch to another Windows program such as Notepad, paste
the text, and save it as a file.

Shorten connection time by preparing messages be-
forehand

Instead of typing text while connected, you can prepare it
ahead of time in Notepad or a similar Windows program and
send it to a remote computer through Text Chat. In the other
application, select the text, and press CTRL+C to copy. In
the lower part of the Text Chat window, press CTRL+V to
paste. Then press ENTER to send.

Use File Transfer for long messages

Text Chat can send as many as 2,048 characters at once.
When you attempt to send a message that exceeds that lim-
it, part of the message will not be transmitted to the other
computer. Try sending the message in parts. Or save the
message as a file, and send the file using File Transfer. You
can still use the Text Chat window to let the remote user
know what you're sending and to pass along additional
notes.
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Troubleshooting

Checklist for Voice Chat

Use full duplex sound card drivers on both ends of the
connection

Voice Chat is easiest to use over a full duplex connection;
you can hear and be heard at the same time, as on the tele-
phone.

For full duplex, both ends of the connection must have sound
cards with drivers that support full duplex. Contact your
sound card manufacturer to determine whether your sound
card supports full duplex; and find out whether drivers are
available.

When using half duplex, wait for the other person to fin-
ish talking

A common problem in half duplex conversations is knowing
when to start talking. Use the stoplight icon in LapLink as a

guideline for when you can talk and when you can’t. In some
cases, a verbal signal that you are finished speaking (saying
“over,” for instance) might be helpful, or it might help to sim-
ply pause a few seconds when you are done speaking.

If you're using Manual mode, be sure to release the walkie-
talkie button; you might not be able to hear the other person
otherwise.

Adjust your microphone to a comfortable level

Many microphones require adjustment in order to send clear
speech. Make sure your microphone is placed at a good dis-
tance from your mouth—not too far and not too close—and
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then adjust the microphone level using the Levels tab (Voice
Chat Options).

Adjust your speakers or headphones to a comfortable
level

Most speakers, and some headphones, have a manual con-
trol that you can use to adjust volume. It is recommended
that you leave the manual controls at a medium level, and
adjust the volume of speakers and headphones in LapLink
(or in Windows).

Minimize background noise, if possible

Try moving your microphone away from telephones, loud
computer power supplies, radios, and so on. Move your
speaker and microphones farther apart.

If the person you're talking to hears a lot of noise in your
background or doesn’t hear your voice, you might want to re-
set your environment level using the Levels tab (Voice Chat
Options).

Tips for improving Voice Chat performance

Perform the tests on the Levels tab (Voice Chat Options) to
get the best performance. Adjust transmission quality to
match the conditions of the connection: On the Advanced
tab of Voice Chat Options (Options menu) click Low if you
are talking over a modem or other slow connection. Click
High if you are talking over a network or other fast connec-
tion.
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